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Safety Symbols

To prevent the risk of personal injury or loss related to equipment malfunction, Anritsu Corporation uses the
following safety symbols to indicate safety-related information. Ensure that you clearly understand the meanings of
the symbols BEFORE using the equipment.

Some or all of the following symbols may be used on all Anritsu Corporation equipment. In addition, there may be
other labels attached to products that are not shown in the diagrams in this manual.

Symbols used in this manual

f DANG ER This indicates a very dangerous procedure that could result in serious injury or
death if not performed properly.

/_\ WA R N I N G This indicates a hazardous procedure that could result in serious injury or death if
not performed properly.

é CA UTI O N This indicates a hazardous procedure or danger that could result in light-to-severe
injury, or loss related to equipment malfunction, if proper precautions are not taken.

Safety Symbols Used on Equipment and in Manual
The following safety symbols are used inside or on the equipment near operation locations to provide information
about safety items and operation precautions. Ensure that you clearly understand the meanings of the symbols
and take the necessary precautions BEFORE using the equipment.

This indicates a prohibited operation. The prohibited operation is indicated
symbolically in or near the barred circle.

indicated symbolically in or near the circle.

This indicates a warning or caution. The contents are indicated symbolically in or
near the triangle.

O This indicates an obligatory safety precaution. The obligatory operation is

This indicates a note. The contents are described in the box.
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Anritsu Corporation Contact

For information on this equipment, contact an Anritsu Corporation Service
and Sales office. Contact information can be found on the safety manual.

Maintenance Contract

Anritsu Corporation can provide a range of optional services under a
maintenance contract. For details, contact your dealer.
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Iv.

Notes On Export Management

This product and its manuals may require an Export License/Approval by
the Government of the product's country of origin for re-export from your
country.

Before re-exporting the product or manuals, please contact us to confirm
whether they are export-controlled items or not.

When you dispose of export-controlled items, the products/manuals need to
be broken/shredded so as not to be unlawfully used for military purpose.

Trademark/Registered Trademark

Windows, Internet Explorer, and Microsoft Edge are trademarks or
registered trademarks of Microsoft Corporation in the United States
and/or other countries.

Firefox is a trademark or registered trademark of Mozilla Foundation in
the United States and/or other countries.




About This Manual

This manual describes in detail the operation method of WebGUI used in the
PureFlow WS1 Traffic Shaper (hereafter referred to as “this device”).

The applicable models of this equipment are described below.
e NF7501A

The manual of this device consists of the following four manuals. This
document is <4>.

<1>

<2>

<3>

<4>

Operation Manual (NF7500-WO011E)
Describes in detail the installation and handling of this device.

Command Reference (NF7500-WO012E)
Describes in detail the commands used in this device.

Configuration Guide (NF7500-WO013E)

Describes the basic features of this device and provides specific
examples of the settings required to build a network using these
features.

WebGUI Operation Manual (NF7500-WO014E)
Describes the operation for setting and display of this device using a

Web browser.

If the following documents related to this device or other documents

related to the features of this device are issued, be sure to read them:

Release notes
(For details of the issuance of release notes, contact your dealer.)




7

Table of Contents

About This Manual................ceeeviiiiiiiiiiiieiienne.
Chapter 1 OVEerVIEW .......ccoevveivieiviiiiiieeeeeinnnn. 1-1
Chapter 2 Operating Environment................. 2-1
Chapter 3 Operation Method......................... 3-1
3.1 Marks Used in TeXt....ccoocveeeiiiieieeiiieee e 3-2
3.2 NOtes for SEttings ......ccoocveieiiiiiiie i 3-3
3.3 HowtoLogIn/Log OUL......ccceeveeiiniiiiiiiiieeee e 3-4
3.4 Screen Configuration ............occeeeeriiieeeeiiiieee e 3-7
3.5 Setting FIOW ......cuiiiiiiiiiiee e 3-8
3.6  Howto Set Channel.......cccccviiiiiiiiiiiiiii e, 3-9
3.7 How to Set IP Address of Channel ..............cccvvvernnen. 3-12
3.8 How to Configure SCenario........cccccuveeriiieeeeiiineee e, 3-14
3.9 Application Acceleration Settings .........ccccceeevviiiiieeennn. 3-18
3.10 How to Configure Filter ..........ccccoviiiiiiiiiiie e, 3-22
3.11 How to Set RUlE LiSt ......c..evvviiiiiiiiiiiee e 3-26
3.12 How to Perform Settings Related to Time ................... 3-30
3.13 Setting Flow Identification Mode............ccccceevviiiiieen.n. 3-37
3.14 How to Display Traffic Graph of Scenario..................... 3-39
3.15 How to Display Traffic Graph of Network Port.............. 3-43
3.16 How to Display WAN-accel Sessions Graph ................ 3-46
3.17 How to Check and Save Configuration...............c.c....... 3-52
3.18 How to Check System LOg .......ccoevvveeeeiiiieeeiiiieee e, 3-56
3.19 How to Check Module Information.............ccccccuveverunnen. 3-58
3.20 How to Perform Maintenance Operations..................... 3-59



17



(Blank page)



Chapter 1 Overview

This chapter describes overview of WebGUIL.

1

This device is equipped with WebGUI (Graphical User Interface). WebGUI is
an application to perform settings, display and maintenance of this device by

using the Web browser of the network-connected terminal.

The WebGUI system sketch drawing is shown below:

WebGUI is connected from the system interface. For the system interface
setting method, refer to "PureFlow WS1 Traffic Shaper NF7500 Series
Configuration Guide". Do not exceed four sessions including WebAPI
when using WebGUT.

MITAIIA()

(1) Connection via the Ethernet port
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Figure 1.1 WebGUI system sketch drawing (Ethernet port)
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(2) Connection via the Network port

This device cannot be managed remotely in the bypass connection
state enabled by the network bypass function. To manage this device

remotely in the bypass connection state, connect this device via the

Ethernet port.
ﬂ@gﬂgggmnmmwml‘ﬂ7—17—17—17—17—17—17—17—17—17—17—17—17—17—17—17
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Figure 1.2 WebGUI system sketch drawing (Network port)




Chapter 1 Overview

WebGUI enables the partial settings, display and maintenance of this

device.

1

The items that can be set, displayed and maintained by WebGUI are

shown below:

+ Items related to network
WebGUI enables the following settings related to the traffic control.
Channel setting

MITAIIA()

Channel IP address setting
Scenario configuration
Application acceleration configuration
Filter configuration
Rule list setting
Flow identification mode setting
* Items related to management
WebGUI enables the following settings related to the device built-in time.
Time zone setting
Daylight-saving time setting
SNTP setting
Manual time setting
+ Items related to display
WebGUI enables the following settings.
Scenario traffic graph
Network port traffic graph
WAN accel sessions graph
Configuration
Syslog
Module information
* Items related to maintenance
WebGUI enables the following maintenance.
Uploading software
Restarting the device
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Chapter 2 Operating Environment

This chapter describes the operating environment of WebGUI.

Use WebGUI under the recommended operating environment described
below:

Using under environments other than the recommended operating
environment cannot ensure the WebGUI is operated normally.
Additionally, use the terminal that is not affected by the virus.

+ 0OS
Windows® 7
Windows® 8.1
Windows® 10

* Web browser
Internet Explorer® 9.0
Internet Explorer® 10.0

o
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ﬂ
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Internet Explorer® 11.0
Microsoft Edge™ 20 or later
Firefox® 4

- CPU
2.6 GHz or more

* Memory
4 GB or more

2-1
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Chapter 3 Operation Method

This chapter describes how to operate WebGUI.

3.1 Marks Used in TeXt......cocvvieeeriieiiee e 3-2

3.2 Notes for Settings ........uuueeiieaiiiiiiiieeee e 3-3

3.3 HowtoLog In/Log OUt.......ccooiiiiiieeeeeeiiiciiieeeee e 3-4

3.4 Screen Configuration ...........cccccvvvveeeniiieeen e 3-7

3.5 Setting FIOW ...cccvveieiiieiee e 3-8

3.6 Howto Set Channel.........cccccooviiiiiiiiiiiiiiiieee e 3-9

3.7 How to Set IP Address of Channel ..........c..ccccevveenee 3-12

3.8 How to Configure SCeNario..........ccceeerevveeernieeeeniinenn 3-14 3

3.9 Application Acceleration Settings ...........cccccecevveeeennns 3-18

3.10 How to Configure Filter...........cccocveiiiiiiiiiiiiecc i, 3-22

3.11 Howto SetRule LiSt.......ccocovviiiiiiiiiicccce 3-26 _cO
3.11.1 How to set rule list group ........ccceeeeviveereriennenn. 3-26 g
3.11.2 How to setrule listentry ......ccccceveeevivciiiennnnnn, 3-28 g-

3.12 How to Perform Settings Related to Time. .................. 3-30 B
3.12.1 How to settime ZONe.........c.cocevvveerrernrneennen, 3-31 %
3.12.2 How to set daylight-saving time...................... 3-32 g‘
3.12.3 HOW t0 SEt SNTP ...oeviiiiiieiiee e 3-33 &
3.12.4 How to set time manually ...........c.coccveeernnen. 3-35

3.13 Setting Flow Identification Mode.............ccccvvveeeeennnnns 3-37

3.14 How to Display Traffic Graph of Scenario .................. 3-39

3.15 How to Display Traffic Graph of Network Port............ 3-43

3.16 How to Display WAN-accel Sessions Graph.............. 3-46

3.17 How to Check and Save Configuration....................... 3-52
3.17.1 How to check configuration ............ccccceevuveeee. 3-52
3.17.2 How to save configuration ..............cccccvvveeennnn. 3-55

3.18 How to Check System LOg .......coccvveeeiiieieeiiiieeeniiiennn 3-56

3.19 How to Check Module Information .............cccccevvvenne. 3-58

3.20 How to Perform Maintenance Operations .................. 3-59
3.20.1 How to upload software.........ccccceeevvvivvrnennnnnn. 3-60
3.20.2 How to reboot the device........cccccevvvivieennnnn. 3-63
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Chapter 3 Operation Method

3.1 Marks Used in Text

The following marks are used in this chapter:

nn

[ ] mark:

[ ] mark:

nn

* mark:

mark:

mark:

Indicates the name displayed on the Web browser screen.
Indicates the point to be clicked (selected) on the Web browser
screen.

Indicates the name of the reference destination.

Indicates a proper name other than those described above.
Indicates the items to be noted.

Numbers, for example, <1>:

Used when a procedure for the operation on the Web browser
screen 1s shown related to the operation described in this
chapter.




3.2 Notes for Settings

3.2 Notes for Settings

After settings, be sure to save the setting contents by referring to “3.17.2
How to save configuration”.

The setting detail is reflected without saving it. However, the setting is
deleted when restarting this device.

3
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Chapter 3 Operation Method

3.3 Howto Log In/Log Out

To use WebGUI, the system interface (IP address) of this device must be
configured.

For details of how to set the system interface, refer to [PureFlow WS1
Traffic Shaper NF7500 series Command Reference].

After the completion of system interface setting, start up the Web browser,
and specify the IP address set in the system interface.

* The default value of the system interface is 192.168.1.1.
When the IP address is 192.168.1.1, specify as described below.
http://192.168.1.1

When the connection to this device is successfully established, the login

screen is displayed as shown below.

| PureFlow Login Screen
I/

&) © 192.168.1.1/nd

PureFlow Web GUI

Login Screen

—— - e

wa ¥ A& Q9 =

Username:

Password:

Login




3.8 How to Log In / Log Out

Enter "admin" in the "Username" column. Enter the adminpassword
which was set for this device in the "Password" column.

If the password was not set, do not fill the "Password" column.

Click the [Login] button for login.

* For details of how to set the password, refer to [PureFlow WS1
Traffic Shaper NF7500 series Command Reference].

Be sure to set the adminpassword for security reasons.

For login by the RADIUS authentication server, enter the RADIUS server
user name in the "UserName" column.

3

Enter the RADIUS server password in the "Password" column, and click
the [Login] button for login.

=}
g
When Top Page is displayed as shown below, login has been completed. o
=
_ (@)
|/ Toppage F Toca b
®) @ | 19210011 aBE & A O = z
PureFlow Web GUI [3+ Logout CED'-
[TopPage | Network | Manage. | Menitor B
Top Page 5

Top Page > Welcome

| | TopPage

Welcome. PureFlow Web GUI Application

e ModelName: NF7501A

Note:
When a channel, a scenario and a filter register the biggest number
with this device, it takes time for operation of login of WebGUI,
setting and display.
When logging in to this device in WebGUI, please set each
registration number of the channel, the scenario and the filter to
less than 3000.
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For logout, click the [Logout] button at upper right of the screen.
If this screen is not operated for 5 minutes, it automatically logs out.

Time taken until the automatic logout is 5 minutes.

* This time cannot be changed.

Toppage +
| <

&) 192.168.11

PureFlow Web GUI

Top Page

Top Page > Welcome
J TopPage

Welcome. PureFlow Web GUI Application

* ModelName: NF7501A




3.4  Screen Configuration

3.4 Screen Configuration

Selecting the tab on the WebGUI screen switches the screen.
The screens corresponding to the tabs selected are configured as shown
below.

TopPage -- This screenis the top page of WebGUI. This screen enables you to check the model name and model number of this device.

Network ——— General «---«-evevenee This screen is used for the general settings related to the network.
—— Channel:---veevvennes This screen is used for setting channel and IP address of the channel.
—— Scenario -« This screen is used for the scenario setting.
—— Filter / Rulelist--------- This screen is used for setting the filter and rule list. o
—— Application «-----ee- This screen is used for setting the application acceleration. E
Manage. Time «-evevemeieeninennns This screen is used for the settings related to the time. g,.
Monitor —1— Scenario Traffic:------ This screen is shows traffic graph of specified scenario. g
— Network Port Traffic - This screen is shows traffic graph of network port. z
—— WAN Accel Sesions - This screen is shows sessions graph that applied the traffic acceleration. %
2.
Misc. Config -«eerereeennnes This screen shows the setting information of this device and is used for
saving the settings.
—— Syslog:-ceeeeeens This screen shows the system log information of this device.
— Maintenance:----------- This screen is used for the settings related to the maintenance of this device.
— About - This screen shows the module information of this device.
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3.5 Setting Flow

Set WebGUI.

The respective setting flows are shown below.

The setting can be performed in orders other than the order shown below.
However, please note that the IP address of the channel can be set only
after setting the channel and that the filter can be set only after setting
the scenario.

WebGUI works with CLI (Command Line Interface) of this device.
Therefore, understanding the command specifications enables you to set
the WebGUI smoothly.

For details of the command specifications, refer to [PureFlow WS1 Traffic
Shaper NF7500 series Command Referencel].

Related CLI command Description

STEP 1
Set the channel.

add channel Set the channel required for the bridge operation
delete channel .
show channel between desired 2 ports.

Specify 1 port each on the LAN side and WAN side

of 1 channel.
STEP 2 set ip channel When using the traffic acceleration function, set the
unset ip channel ; ;
Set the IP address of the show ip channel IP address for the channel set in STEP 1. This
channel. setting is not required to use the traffic shaping
function only.
STEP 3 add scenario Set the scenario required for the traffic control.

Configure the scenario.

update scenario
delete scenario
show scenario

STEP 4
Configure the filter and rule
list (as required).

add filter ' . )
delete filter Set the filter criteria to classify the packet.
show filter Set the filter for the scenario set in STEP 3.

add rulelist group

add rulelist entry Additionally, create the rule list with the packet

delete rulelist group classification grouped, as required, and set the list
delete rulelistentry ¢ . fitter.
show rulelist




3.6 How to Set Channel

3.6 How to Set Channel

Set the channel.

Place the mouse cursor on the [Network] tab at upper left of the screen.

The pull-down menu of the Network menu appears. Click the [Channell
tab.

The Channel Setting screen appears as shown below.

Channel x - =@ %
L \
€ 192.168.1.1, [< y wB $§ A9
PureFlow Web GUI [3+ Logout 3

Channel Setting

Networking > Channel

General Channel Scenario Filter / Rulelist Application g
~
Name WAN LAN Type VLAN ID Inner VLAN ID TPID Inner TPID MTU g,.
chi 1/2 1/1 Default b= e
3
1/1 1/2 1/3 1/4 z
@
&
=}
Channel Name: (oW
WAN: /1
LAN: i~
Default @Normal
VLAN ID:
TPID: 0x8100 ~
Inner VLAN ID:
Inner TPID: 0x8100
MTU:
Add Delete
i IpAddress(IPvd) va) 1PV6) PrefixLength(IPv6)
chi

ChannelName:

IPv4 @Set CUnSet
IPAddress:

NetMask:

IPve @Set ©UnSet
IPAddress:
PrefixLength:

Apply
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<1> Enter and select the parameter in the column on the left side of the

screen, and <2> click the [Add] button.

Channel Setting

Networking > Channel

= A — ==
€) © 192108110 o tE + A O =
PureFlow Web GUI 3+ Logout

General [ UL Scenario  Filter / Rulelist  Application
Name: i WAN LAN Type VLAN ID Inner VLAN ID. TPID Inner TPID MTU.
1 1/2 1/3 1/4
Channel Name: chi
1 WAN: 11~
<1> / LAN: 1/2~
Default @Normal
VLAN ID: 10
TPID: 0x8100 -
Inner VLAN ID: 10
Inner TPID: 0x8100 ~
MIU: 1488
Delete
1
<2> e I
Check that the channel has been added as shown below.
Channel * - e
= —
& () 192.168.1.1 pr wBe &$ & O =

PureFlow Web GUI

Channel Setting
Networking > Channel

General Channel Scenario

Filter / Rulelist

Application

[3+ Logout

chi 1/1 1/2

Normal

0x8100

ajala

=

Channel Name:

WAN:
LAN:

Default

Inner VLAN ID:
Inner TPID:
MTU:

Add Delete

i~
11~

@Normal

0x8100 ~

0x8100 *

3-10



3.6 How to Set Channel

To delete the channel , <3> select the relevant channel.
<4> Click the [Delete] button to delete the channel.

Channel <\ Tocon T
| ’ - s § :

€ 192.168.1.1 : & E A =

PureFlow Web GUI [3» Logout

Channel Setting
Networking > Channel
Channel Scenario Filter / Rulelist Application

chl 1/1 1/2 Normal 10 10 0x8100 I
Normal 08
<3> 11 172 i3 74

Channel Name:

3

WAN: Y=

LAN: 1~
Default @Normal

VLAN ID:

TPID: 0x8100 ~

Inner VLAN ID:

Inner TPID: 0x8100 +

MTU:

Add ‘ Delete >

7—

POYI8IN uoryeIad(

<4>
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Chapter 3 Operation Method

3.7 How to Set IP Address of Channel

<1>

<2

<3

Set the IP address of the channel.

* To set the IP address of the channel, set the channel in advance.

<1> Select the relevant channel.

<2> IPv4 and IPv6 address can be set. Select radio button [set] or
[unset].Enter the IP address in the "IPAddress" column, and the net mask
or prefix in the "NetMask" column respectively.

<3> Click the [Apply] button, the IP address will be set or unset.

- 3
/ Channel x| +
I

192.168.1.1/natwork/channal.php

| () S

we 93 Ahe @ e

Channel Name:

WAN:
LAN:

©Opefault
VLAN ID:
TPID:

Inner VLAN ID:
Inner TPID:
MTU:

11«
i+

@Normal

0x8100

0x8100 »

ChannelName:
Pv4

IPAddress:

NetMask:
PVE

IPAddress:

PrefixLength:

chi

@set Ounset
192.168.1.10
255.255.255.0
@set OUnset
2001::10

32

C Aoply ’

3-12



3.7 How to Set IP Address of Channel

Check that IP address has been added as shown below.

| Channel ® |+ e
192.168.1.1/netwark /channel. php wE T EaE 9O A® @ e =

Channel Name:

WAN: 11+
LAN: 1+

O Default @Normal
VLAN ID:

TPID: 0x8100
Inner VLAN ID:

Inner TPID: 0x8100 -
MTU:

3

Add

chi 192.168.1.10 255.255.255.0 2001::10 32
| ©
ChannelName: 3 g
Pv4 @set DUnSet ]
IPAddress: [«)
NetMask: E"‘.
IPv6 @Set OUnSet o
IPAddress: (=]
PrefixLength:
z
@
&
2.

3-13
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3.8 How to Configure Scenario

Configure the scenario.

* To register the Wan Accel scenario, the TCP acceleration function
license 1s required.

Place the mouse cursor on the [Network] tab at upper left of the screen.

The pull-down menu of the Network menu appears. Click the [Scenario]

tab.

The Scenario Configuration screen appears as shown below.

/ scenario « \ Tl
& 192.168.1.1 Sea wBe &+ A @ =
PureFlow Web GUI [3» Logout

Scenario Setting
Networking > Scenario
General Channel Scenario Filter / Rulelist Application

00wo .
Scenario:
Name Type Config Summary
Mport1 Port Bandwidth : Peak 100M , Class : 2(default)
M port2 Port Bandwidth : Peak 100M , Class : 2(default) Type: Aggregate -
M port3 Port Bandwidth : Peak 100M , Class : 2(default) .
MW porta Port Bandwidth : Peak 100M , Class : 2(default) 1D:
-
0008 CoS:
Inner CoS:
DSCP:

Min. Bandwidth:
Peak Bandwidth:
Class:

Bufsize:

Update Scenario

3-14



3.8 How to Configure Scenario

The scenario on the 1st layer is configured as the default scenario in each port.
As an example, procedure for adding a scenario on the 2nd layer for portl
is described below.

<1> Select "port1" in the "Scenario Tree" window on the left side of the
screen, and <2> click the [+] button in green.

<3> Enter each parameter in the "Scenario Edit" window on the right side
of the screen, and <4> click the [Add Scenario] button.

Seanario * \+ - y b= )
\ — . - —
& 192.16B.1.1/network fio.g « Ea & W =
PureFlow Web GUI [3+ Logout 3

Scenario Setting
Networking > Scenario

General Channel Scenario Filter / Rulelist Application

Scenario Tree

@

oY) -
< 1>\ . ; Scenario:
I [port1 [ Bandwidth : Peak 100M , Class : 2(default) Jport1
P Bandwidth : Peak 100M | Class default
W port3 Port Bandwidth : Peak 100M , Class : 2{default) T
W porta Port Bandwidth : Peak 100M , Class : 2(default) ype: \Wan Accel -
- 1D:
000

Min. Bandwidth:
Peak Bandwidth:
Peer:
<3>/ Second Peer:
DPORT:
WVLAN ID:
Inner VLAN ID:
CoS:
Inner CoS:
DSCP:
Buffer Size:
Compress: @ Enable ) Disable
TCP mem:
CC Mode: Normal =
Bypass Thresh:
Bypass KeepAlive: © Enable @ Disable
FEC: Enable @ Disable
Block Size:
Data Block Size:
FEC Session:

<4> ¢ Add Scenario %

)
=]
@
]
o
-
)
(=]
=
@
ﬁ
=3
5]
Q.

3-15



Chapter 3 Operation Method

Check that the [+] button in gray appears at the scenario on the first layer
in the "Scenario Tree" window as shown below. This button appears to
indicate the existence of the scenarios on the lower layers.

Scenario = |+

=yt

* 192.168.1.1

PureFlow Web GUI

Scenario Setting
Networking > Scenario
General Channel

Scenario

wEe ¥ A 9 =

[3» Logout

Filter / Rulelist ~ Application

)
000
Scenario:
Type. Config Summary
d W port1 Port Bandwidth : Peak 100M , Class : 2(default)
port2 Port Bandwidth : Peak 100M , Class : 2(default) Type: Agaregate -
M port3 Port Bandwidth : Peak 100M , Class : 2(default) I;p ! gareg
M porta Port Bandwidth : Peak 100M , Class : 2(default) .
A 0
(1> TF] ] CoS:
Inner CoS:
DSCP:

Min. Bandwidth:
Peak Bandwidth:
Class:

Bufsize:

Update Scenario

3-16



3.8 How to Configure Scenario

Clicking the [+] button in gray displays the scenarios on the lower layers.
By selecting the relevant scenario, the parameter of the scenario can be
checked in the "Scenario Edit" window.

To delete the scenario or change the parameter, <5> select the relevant
scenario.

To delete the scenario, <6> click the [x] button in red.

After changing the relevant parameter, <7> click the [Update Scenariol
button to change the scenario.

—— [T 3
| Scenarig x \ +
&) (® 192.168.1.1/network/scenario.php C Seard T BE ¥+ #® =
PureFlow Web GUI [G» Logout
Scenario Setting o]
Networking > Scenario CND
General Channel Scenario Filter / Rulelist Application [}
o+
Scenario Tree Scenario Edit o
<6> - =
Scenario:
| Config Summary ‘scl z
Bandwidth : Peak 100M  Class : 2(default
WwanAccel Peer : 192.168.37.1 , Compress , FEC Disable /port1 CED"
Bandwidth : Peak 100M , Class : 2(default)
Bandwidth : Peak 100M , Class : 2(default) Type: wan Accel v g
W port4 Port Bandwidth : Peak 100M , Class : 2(default) 1D: 1 Q-‘
F Y
| AT
0 © o Min. Bandwidth:
Peak Bandwidth:
Peer: 192.168.37.1
Second Peer:
DPORT:
VLAN ID:
Inner VLAN ID:
CoS:
Inner CoS:
DSCP:
Buffer Size:
Compress: @ Enable © Disable
TCP mem:
CC Mode: Normal  ~

Bypass Thresh:

Bypass KeepAlive: © Enable @ Disable
FEC: Enable @ Disable
Block Size:

Data Block Size:

FEC Session:

pdate Scen

<7>—__|

3-17
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3.9 Application Acceleration Settings

Register the application acceleration.

To register the application acceleration setting, the TCP acceleration
function license is required.

In addition, configure the acceleration mode scenario prior to
registration.

Place the mouse cursor on the [Network] tab at the upper left of the
screen.

The pull-down menu of the Network menu appears. Click the
[Application] tab.

The Application Setting screen appears as shown below.

|/ Appiication x i i)
L3 192.168.1.1, k e e ¢ AD
PureFlow Web GUI [3» Logout

Application Accel Setting
Networking > Application Accel
General Channel Scenario Filter / Rulelist Application

Application

00w
Scenario |_protocol Config Summary
i M port1
M port2
W port3
_ Mports
00wo
Scenario: —
Application: SMB ~
TCP Port: (I
SMB Session: —
Read Attribute: Enable  Disable
Read Operation: Enable  Disable
Read Cache Size: —
Write Attribute: Enable  Disable
Write Attribute 1st: Enable © Disable
Write Attribute 2nd: Enable © Disable
Write Operation: Enable Disable
Apply
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3.9 Application Acceleration Settings

<1> Select the scenario to accelerate the application in the “Application”
window, and <2> click the [+] button in green.

In the "Application" window, <3> select Application, and <4> enter each
parameter. <5> Click the [Applyl button.

* If the above steps are performed for the scenario in which the
application acceleration settings have already been registered, the

existing parameter is overwritten with a new parameter.

| Application x \
€ ) @ 192.168.1.1/network/applicaticn.php c Searc *B ¥+ A9 = 3
PureFlow Web GUI [3* Logout

Application Accel Setting

Networking > Application Accel ,_co
General Channel Scenario Filter / Rulelist Application a
~
DD atio [«)
<2> &) g
S:elarin |_Protocol | Config Summary b
o =
Pyt 2
Ll TN ) S)
(oM
Scenario: 1 <3>
Application: SME
TCP Port: 139,445
SMB Session: 100
Read Attribute: @ Enable © Disable
Read Operation: @ Enable © Disable
/ Read Cache Size: 12500k
d Write Attribute: @ Enable © Disable
/ Write Attribute 1st: Enable @ Disable
<4> Write Attribute 2nd: Enable @ Disable
Write Operation: @ Enable © Disable e
\_)——Lw <5>
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Check that the <6> [+] button in gray appears at the scenario in which

the application acceleration setting was registered.

TTEEEE—— [ ][O )]
| Application x
) (O 192.168.1.1/network/zpplication.php [ Searc B ¥§$¥ & 9O =
PureFlow Web GUI [3» Logout

Application Accel Setting
Networking > Application Accel
General Channel Scenario Filter / Rulelist Application

Application

(<l TR )
<6>\ Scenario |_Pratocol |_Config Summary
ortl
W porta
i port4
coGe
Scenario: Jportijscr
Application: SMB
TCP Port: e —
SMB Session: 100
Read Attribute: Enable  Disable
Read Operation: Enable = Disable
Read Cache Size: 12500k
Write Attribute: Enable  Disable
Write Attribute 1st: Enable @ Disable
Write Attribute 2nd: Enable @ Disable
Write Operation: Enable  Disable
Apply
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3.9 Application Acceleration Settings

Clicking the [+] button in gray displays the application acceleration
setting entry linked with the scenarios.

To delete the application acceleration setting, first, <7> select the scenario
where the relevant application is set, then, <8> select the application to
be deleted, and <9> click the [x] button in red.

lollo

/ Application x \ +

€ ) ® 192.168.1.1/network/zpplication.php

c Searc w8 ¥ A 9 =

PureFlow Web GUI [ Logout

Application Accel Setting

Networking > Application Accel

General Channel Scenario Filter / Rulelist Application
Application
CONG)
Scenario | Protocol | Config Summary
M port1
- smb TCP Port : 139,445, SMB Session : 100
W port2
W port3
W ports <8>
00O
Scenario: Jporti/scl
Application: SMB
TCP Port: 139,445
SMB Session: 100
Read Attribute: Enable  Disable
Read Operation: Enable  Disable
Read Cache Size: 12500k
Write Attribute: Enable  Disable
Write Attribute 1st: Enable © Disable
Write Attribute 2nd: Enable @ Disable
Write Operation: Enable  Disable
ply
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Chapter 3 Operation Method

3.10 How to Configure Filter

Configure the filter.

* To configure the filter, configure the scenario in advance.

Place the mouse cursor on the [Network] tab at upper left of the screen.
The pull-down menu of the Network menu appears. Click the [Filter /
Rulelist] tab.

The Filter / Rulelist configuration screen appears as shown below.

|/ Filter and Rulelist x |+ E=ton

€) D 192.168.1,1/network/f @ | Qs wB + A E

PureFlow Web GUI [3» Logout

Filter and Rulelist Setting
Networking > Filter / Rulelist

General Channel Scenario Filter / Rulelist Application
C0we
Scenario | Filter Name | Type Config Summary | Ppriority
i W port1
i port2
i port3
W port4
00w
Filter Name:
Scenario:
Type: 1Pv4 -
VLAN ID:
Inner VLAN ID:
CoS:
Inner CoS:
Source IP: Rulelist Select Rulelist
Destination IP: Rulelist Select Rulelist
ToS:
Protocol: The Setting range is [TCP,UDP,ICMP] or [0-255].
Source Port: Rulelist Select Rulelist
Destination Port: Rulelist Select Rulelist
Priority:
Add Filter
(FEx
ListName | Type | Entry
(FIx
List Name:
Type: IPv4 -
Entry:
Add Group
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3.10 How to Configure Filter

]

<2>—"|

<1> Select the desired filter in the "Filter" window.

In the "Filter" window, <2> enter each parameter, and <4> click the [Add
Filter] button. To use a rule list as a parameter, <3> select the rule list, and <4>
click the [Add Filter] button.

For details of how to set the rule list, refer to "3.11 How to Set Rule List".

[/ Fier and Rulelst « =

€ 192.168.1.1

Filter and Rulelist Setting
Networking > Filter / Rulelist
General Channel Scenario Filter / Rulelist Application

06O

Scenaric | Filter Name | Type | config Summary | Pricrity

I~ WWport
W port3
W port4

0LV

Filter Name: filter1
Scenario: /port1/scl

Type: IPv4 -

VLAN ID: 10
Inner VLAN ID:

/ CoS:
1 Inner CoS:

Source IP: 192.168.1.10 Rulelist Select Rulelist
Destination IP: Rulelist Select Rulelist — <3>
Tos:
Protocol: he Setting range is [TCP,UDP,ICMP] or [0-255].
Source Port: Rulelist Select Rulelist
Destination Port: Rulelist Select Rulelist

Add Filter
<4>

Priority:
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Chapter 3 Operation Method

Check that the <5> [+] button in gray appears at the relevant scenario as
shown below. This button appears to indicate the existence of the filters of
the scenario.

|/ Fiker and Rutelsz * ok -t @%
& 192.168.1.1/network/filtand e |[a wiBe & &

PureFlow Web GUI [3» Logout

Filter and Rulelist Setting
Networking > Filter / Rulelist
General Channel Scenario Filter / Rulelist Application

00wo
Scenario |_Filter Name Config Summa pri
<55 | P
M port3
W port4

00wo
Filter Name:
Scenario: Yportl
Type: [tPva T~
VLAN ID:
Inner VLAN ID:
Cos:
Inner CoS:
Source IP: Rulelist Select Rulelist
Destination IP: Rulelist Select Rulelist
ToS:
Protocol: The Setting range is [TCP,UDP,ICMP] or [0-255].
Source Port: Rulelist Select Rulelist
Destination Port: Rulelist Select Rulelist
Priority:

Add Filter
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3.10 How to Configure Filter

Clicking the [+] button in gray displays the filters linked with the
scenarios. By selecting the relevant filter, the parameter of the scenario
can be checked.

To delete the filter or change the parameter, <6> select the relevant filter.
To delete the filter, <7> click the [x] button in red.

<7

<6>

[ Filter and Rulelist * L+ [F=ETY
& 192.168.1.1/network b ¢ \, Search wE ¥ & @ 5
PureFlow Web GUI [3» Logout
Filter and Rulelist Setting
Networking > Filter / Rulelist
General Channel Scenario Filter / Rulelist Application
Filter
5o—@
Scenario Filter Name Type Config Summary { Priority
i W port1
0 P A D 0 P 9 68 0-19 68 0 0000
W portZ
W port3
W port4
00O
Filter Name: foy
Scenario: Vporti/sel
Type: 1Pv4 >
VLAN ID: 10
Inner VLAN ID:
CoS:
Inner CoS:
Source IP: 192.168.1.10-192.168 Rulelist Select Rulelist
Destination IP: Rulelist Select Rulelist
ToS:
Protocol: The Setting range is [TCP,UDP,ICMP] or [0-255].
Source Port: Rulelist Select Rulelist
Destination Port: Rulelist Select Rulelist
Priority: Roooo
Add Filter
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3.11 How to Set Rule List

Set the rule list.
Divide the rule list into the rule list group and rule list entry, and set
them.

3.11.1 How to set rule list group

Set the rule list group.

Place the mouse cursor on the [Network] tab at upper left of the screen.
The pull-down menu of the Network menu appears. Click the [Filter /
Rulelist] tab.

The Filter / Rulelist configuration screen appears as shown below.

192.168.1.1/ne

| Filter and Rulelist ® \
| <

Destination IP:

Protocol:

Source Port:
Destination Port:

Priority:

ﬂh

ark/filtandrule.php BE

wEe U3 A O @ -

Rulelist Select Rulelist
The Setting range is [TCP,UDP,ICMP] or [0-255].

Rulelist Select Rulelist
Rulelist Select Rulelist
EOOOO

Add Filter

(X >

ListName

[ Type [ Entry

e

List Name:
Type:
Entry:

IPv4 hd

Add Group
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3.11 How to Set Rule List

<1> Click the [+] button in green in the "Rulelist" window.
<2> Enter the desire name in the "List Name" column, select "Type", and
<3> click the [Add Group] button.

/- Filter and Rulelist = X
192.168.1.1/r 2.php ®E T HE O 3 A® @ e =
Destination IP: Rulelist Select Rulelist
Protocol: The Setting range is [TCP,UDP,ICMP] or [0-255].
Source Port: Rulelist Select Rulelist
Destination Port: Rulelist Select Rulelist
Priority: EOOOO
Add Filter
ListName | Type | Entry
(X %)
List Name: rulelist_group1
<2>-“/ Type: IPv4 - L
Ny T <3>
(T,
Check that the set rule list group as shown below.
To delete the list group, <4> select the relevant rule list group, and <5>
click the [x] button in red.
/‘ Filter and Rulelist x\"‘-l- = LX
192.168.1.1/network/fltandrule.php w= T E Y s A® @ e =

Protocol:

The Setting range is [TCP,UDP,ICMP] or [07255].

Source Port: [FRulelist Select Rulelist
Destination Port: [CRulelist Select Rulelist
Priority:
Add Filter
L)
<5> —
_Tues =
rulelist_groupl 1Pv4 I
/
<4> (Y]
List Name:
Type: IPv4 -
Entry:
Add Group

I
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Chapter 3 Operation Method

3.11.2 How to set rule list entry

Set the rule list entry.

* To set the rule list entry, set the rule list group in advance.

<1> Select the relevant rule list group, <2> enter the IP address or port
number in the [Entry] column, and <3> click the [Add Entry] button.

3

| Filter and Rulelist %+
L

A

| (-

192.168.1.1/network/filtandrule.php

Protocol:
Source Port:
Destination Port:

Priority:

wH 9 A @

The Setting range is [TCP,UDP,ICMP] or [07255].

[FRulelist
[CRulelist

Select Rulelist
Select Rulelist

Add Filter

2

<2>

List Name:

Type:

Jrulelist_groupi
Pva -

192.168.1.20

/IEntry;

\Add Entry ’

<3>

I
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3.11 How to Set Rule List

Check that the [+] button in gray appears at the relevant rule list group
as shown below. This button appears to indicate the existence of the rule
list entry of the scenario.

| Filter and Rulelist *® |+ S

192.168.1.1/network filtandrule. php ®= wE O3 A @ e E

Protocol: The Setting range is [TCP,UDP,ICMP] or [0 255].
Source Port: CRulelist

Select Rulelist

Destination Port: FRulelist Select Rulelist

Priority:

3

Add Filter

Add Group

) o
‘ - - 3
rulelist_groupl 1Pv4 I ~
s}

(=Y %) =
Q

List Name: "3

Type: Pv4 - 3 z

Entry: [¢]

H.

=p
=}

[oF

By clicking the [+] button in gray, the parameters of the rule list entry set
in the rule list group can be checked.
To delete the rule list entry, select the relevant rule list entry, and click

the [x] button in red according to the same procedure as the rule list
group.
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3.12 How to Perform Settings Related to Time

Perform the settings related to the current time.
Place the mouse cursor on the [Manage.] tab at upper left of the screen.
The pull-down menu of the Manage. menu appears. Click the [Time] tab.

The Time Config screen appears as shown below.

time x Ok [E=NE=x
L/ \

€ 192.168.1.1 w8 ¥ A9

PureFlow Web GUI [3» Logout

Time Setting

Manage > Time
Time

Current Time Configuration

Mode: Manual
TimeZone: UTC + 9:00
Daylight Saving Time
Begins At: ----
Ends At: ----
Page Load Time: 03/17 /2017 16:03:17

SNTP Client
Server: 0.0.0.0
Interval: 3600 (seconds)
Sync: Not in use

Time Config

Setting Time Configuration

Time Zone: UTC + 9:00 ~
TimeMode: @Manual SNTP
SummerTime: Set oUnSet
March ~12nd~ |Sunday ~/12:00 ~
November - | 1st ~ |Sunday *]12:00 ~
60
0.0.0.0
3600
Apply
SNTP Sync
Execute Sync: SNTP Sync Immediately

Setting Manual Date and Time
SetTime: 03/17/2017  16:03:17 Set Time
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8.12 How to Perform Settings Related to Time

3.12.1 How to set time zone

Set the time zone.
<1> Select a time zone from "Time Zone" in the "Time Config" window,
and <2> click the [Apply] button.

time x '+

€ (D 192.168.1.1 t

Sync: Not in use

Time Config

w

Setting Time Configuration

| ] Time Zone: UTC - 8:00 ¥ |

<1>T1

TimeMode: @Manual SNTP
SummerTime: Set @UnSet o
March 2nd | [Sunds S0 o]
No st Sunda 2:00
@
X
— =
3600 (@]
°
<2 <
SNTP Sync o)
Execute Sync: SNTP Sync Immediately E_"-
Setting Manual Date and Time =}
SetTime: 03/15/2017  19:17:10 Set Time 8

Check that "TimeZone" in the "Current time configuration" window has
been changed as shown below.

o * & \%
& 192.468.1.1, t B8 ¥ & Q9

PureFlow Web GUI [3+ Logout

Time Setting

Manage > Time

| [ Time |
Current Time Configuration
Mode: Manual
| TimeZone: UTC - 8:00 |

Daylight Saving Time
Begins At: ----
Ends At: ----

Page Load Time: 03 /16 /2017 23:09:13

SNTP Client
Server: 0,0.0.0

Interval: 3600 (seconds)
Sync: Not in use
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3.12.2 How to set daylight-saving time
Set the daylight-saving time.
In the "Time Config" window, <1> Select "Set" in "SummerTime", <2>

enter/select parameters respectively, and <3> click the [Apply] button.

time x \ + =8 =R
€ ) 192.168.1.1/management/time.phg c search w8 +$ A9 =

Sync: Not in use

Time Config

Setting Time Configuration
Time Zone: UTC - 8:00 =

<1>Y

imeMode: @Manual SNTP

Unset

SummerTime:

<2 Begin At: March v 2nd~v Sunday + 2:00 +
End At: November v _1st » Sunda ~ 2:00 v
Offset: 60

0.0.0.0

3600

AT

SNTP Sync 3

Execute Sync: SNTP Sync Immediately

Setting Manual Date and Time
SetTime: 03/15/2017  20:18:18 Set Time

Check that "Daylight Saving Time" in the "Current Time Configuration"
window has been changed as shown below.

i - =Te ==

€ | (0 192.168.1.1/manag

c *8 +$ &4 O =
PureFlow Web GUI [3+ Logout

Time Setting

Manage > Time

Time
Current Time Configuration E

Mode: Manual

TimeZone: UTC - 8:00
Daylight Saving Time

Begins At: March 2nd Sunday 2:00 AM
Ends At: November 1st Sunday 2:00 AM

Page Load Time: 03/15/ 2017 20:19:18

SNTP Client
Server: 0.0.0.0
Interval: 3600 (seconds)
Sync: Not in use

Time Config

Setting Time Configuration
Time Zone: UTC - 8:00 ~
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8.12 How to Perform Settings Related to Time

3.12.3 How to set SNTP
Set SNTP.
<1> Select SNTP in "Time Mode" of the "Time Config" window.
<2>Enter parameters in "SNTP IP Address" and "SNTP Interval",
respectively, and <3> click the [Apply] button.

[ time % U+ = | &) )
L .

192.168.1.1/managament/timea.php BE T A 9 A @ oe- =

Sync: Not in use

3

Time Config

Setting Time Configuration

Time Zone: UTC - 8:00 ~ o
<1>H SummerTime: ©Set @UnSet g
March 2nd - | [Sunday 2:00 =+
November +| [1st | [Sunday 2:00 5 *
50 =]
SNTP IP Address: | 120.0.0.1 z
<2> SNTP Interval: 3600 @
3 =]
<3>/4 SNTP Sync Q.

Execute Sync: SNTP Sync Immediately

11/ 04/ 2015 18:19:06 Set Time

Check that "Mode" in "Current Time Configuration" is "SNTP" and
parameters of "SNTP Client" have been changed as shown below.

time x % [o | e nks)
& ) & 192.168.1.1/management/time *TBE ¥ A QO =

PureFlow Web GUI [3+ Logout

Time Setting

Manage > Time

| [ Time ]
Current Time Configuration E
Mode: | snTP |
TimeZone: UTC - 8:00
Daylight Saving Time
Begins At: ----
Ends At: ----
Page Load Time: 03/15/ 2017 19:49:10
SNTP Client

Server: 120.0.0.1
Interval: 3600 (seconds)
Sync: Use SNTP / Sync lost

Time Config

Setting Time Configuration
Time Zone: UTC - 8:00 -
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SNTP is synchronized with the SNTP server automatically at the interval
of specified "SNTP Interval". In addition, synchronization with the SNTP
server can be performed at the desired timing by clicking the [SNTP Sync
Immediately] button of the "Execute Sync" column in the "Time Config"

window.

[ time x \ + = | o)

192.168.1.1/man time.php & B8 U 3 A4 0 @~ v~ =

Sync: Use SNTP / Sync lost

Time Config

Setting Time Configuration

it
H

Time Zone: UTC - 8:00 ~
TimeMode: ©OManual  @SNTP
SummerTime: Oset @UnSet
March 2nd ~ [Sunday 2:00
Movember +| [1st +| [Sunday 2:00

60
SNTP IP Address: 120.0.0.1
SNTP Interval: 3600

Apply

SNTP Sync

Execute Sync: SNTP Sync Immediately

i

11/ 04/ 2015 18:24:43 Set Time
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8.12 How to Perform Settings Related to Time

3.12.4 How to set time manually

Set the time manually.

<1> Select "Manual" in "Time Mode" of the "Time Config" window, and
<2> click the [Apply] button.

<3> Check that "Mode" in "Current Time Configuration" is "Manual".
<4> Enter the current date(MM/DD/YYYY) and time(hh:mm:ss) in the
"Set Time" column of the "Time Config" window, and <5> click the [Set
Time] button.

time x |+ =
o U

3

€ 192.168.1.1 : ella w8 4 A

PureFlow Web GUI [3» Logout

@)
. . =}
Time Setting o
Manage > Time [«)
Time =
5
Current Time Configuration =
<3>—1| [¢]
[~ Mode: Manual | E_."
TimeZone: UTC + 9:00 &
Daylight Saving Time
Begins At: ----
Ends At: ----
Page Load Time: 03 /17 /2017 16:03:17

SNTP Client
Server: 0.0.0.0
Interval: 3600 (seconds)
Sync: Not in use

Time Config

<1>]| Setting Time Configuration
Time Zone: UTC + 9:00 ~
TimeMode: CeManual) ©SNTP
SummerTime: Set oUnSet
March ~12nd~ Sunday +{(2:00 ~
November ~ | 1st ~ | Sunday *|12:00 ~
60
0.0.0.0
3600
<2>—1|

SNTP Sync
Execute Sync: SNTP Sync Immediately

Setting Manual Date and Time

<4 ‘\l SetTime: 03/17/2017 16:03:17 <5>
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Check that "Page Load Time" in "Current Time Configuration" indicates

the specified time as shown below.

| time x

\ + R
&) (® 192.168.1.1/management/time.php = Search *TBE ¥ A QO =

PureFlow Web GUI [3+ Logout

Time Setting

Manage > Time

| [ Time ]
Current Time Configuration E
Mode: Manual
TimeZone: UTC + 9:00
Daylight Saving Time
Begins At: ----
Ends At: ----
IPage Load Time: 03 /16 /2017 16:03:17 I

SNTP Client
Server: 120.0.0.1
Interval: 3600 (seconds)
Sync: Not in use

Time Config

Setting Time Configuration

Time Zone: UTC + 9:00 =
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3.13 Setting Flow Identification Mode

3.13 Setting Flow Identification Mode

Set the flow identification mode.

Place the mouse cursor on the [Network] tab in the upper left of the
screen

The pull-down menu of the Network menu appears. Click the [General]
tab.

The General Setting screen appears as shown below.

General x \ el | 3%
- .
€ 192.168.1.1/net B AT = 3
PureFlow Web GUI [3+ Logout

General Setting

Networking > General '_co
41 General Channel Scenario Filter / Rulelist Application D
" ~
Filter Mode )
(=9

Jd o
Port: 1/1~ O
Fields: b

7| Default VLAN ID z
CoS a

Inner VLAN ID (=

Inner CoS D-‘

Source 1P &

Destination IP
ToS

Protacol

Source Port
Destination Port
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<1> Specify the slot position and port number in the "Filter Mode" window,
and <2> select the field used for identification of the flow. <3> Click the
[Set] button to set the flow identification mode.

[ General * UF Lﬂ =)
| -
vork/network_generaly . e ¥ i O

% 192.168.1.1

PureFlow Web GUI [3* Logout

General Setting
Networking > General
General Channel Scenario Filter / Rulelist Application

Filter Mode
Port: ®/ <1>

Fields:

v Default VLAN ID
CoS
Inner VLAN ID — <2>
Inner CoS
Source IP
Destination IP
ToS
Protocol
Source Port
Destination Port

<3>
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8.14 How to Display Traffic Graph of Scenario

3.14 How to Display Traffic Graph of Scenario

Display the traffic graph of scenario.

Place the mouse cursor on the [Monitor] tab at upper left of the screen.
The pull-down menu of the Monitor menu appears. Click the [Scenario
Traffic] tab.

The Scenario Traffic graph screen appears as show below.

Scenario Traffic Graph x oF (=@
€ 192.168.1.1 % *8a 3 A0 - =
PureFlow Web GUI [3* Logout E

Scenario Traffic Graph

Monitor > Scenario Traffic o
| [ Scenario Traffic [ e R R =]
Select Scenario CND
Scenario Tree =+
Jd o
_Name | Type | ConfigSummary o
. M port1 Port Bandwidth : Peak 1G , Class : 2(default) b
M port2 Port Bandwidth : Peak 1G , Class : 2(default)
W port3 Port Bandwidth : Peak 1G , Class : 2(default) z
M porta Port Bandwidth : Peak 1G , Class : 2(default) 2
_ Select | (=8

First, select the scenario to display the graph.
Click the [Select Scenario] tab of the "Scenario Traffic" window.

The scenario selection screen appears as show below.

Scenario Traffic Graph x Vo [ e
€ 192.168.1.1 % TEa 3 A - =
PurefFlow Web GUI [3* Logout

Scenario Traffic Graph

Monitor > Scenario Traffic

Scenario Traffic Network Port Traffic = WAN Accel Sessions
Select Scenario Graph

Scenario Tree

_Name | Type | ConfigSummary
. M port1 Port Bandwidth : Peak 1G , Class : 2(default)
M port2 Port Bandwidth : Peak 1G , Class : 2(default)
M port Port Bandwidth : Peak 1G , Class : 2(default)
M porta Port Bandwidth : Peak 1G , Class : 2(default)

_ Select |
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As an example, procedure for selecting a scenario on the 2nd layer for
portl is described below.

<1> Select "port1" in the "Scenario Tree" window, and click the [+] button
in gray displays the scenarios on the 2nd layers.

Scenario Traffic Graph x P
€ & 192.168.1.1 traf ] “% T8 3+ A0 - =
PureFlow Web GUI [3* Logout

Scenario Traffic Graph

Monitor > Scenario Traffic

_I EICHCUCRICHI Network Port Traffic  WAN Accel Sessions
Select Scenario Graph

Scenario Tree

/{ - o Bandwidth 3, Class ; 2(default
<1> X

Peer © 10. ompress Disable

Bandwidth : Peak 1G , Class : 2(default)
Bandwidth : Peak 1G , Class : 2(default)
W porta Bandwidth : Peak 1G , Class : 2(default)

Select

<2> select the relevant scenario, and <3> click the [Select] button.

Scenario Traffic Graph x U | ﬁg
& @ 192.168.1.1 traf ] % T8 A - =
PureFlow Web GUI [3* Logout

Scenario Traffic Graph

Monitor > Scenario Traffic

_f ECICUCRICHI Network Port Traffic  WAN Accel Sessions
Select Scenario Graph

Scenario Tree

por Bort Bandwidth : Peak 16 , Class : 2(detau
M port3 Port Bandwidth : Peak 1G , Class : 2(default)
M porta Port Bandwidth : Peak 1G , Class : 2(default)
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8.14 How to Display Traffic Graph of Scenario

Click the [Graph] tab of the "Scenario Traffic" window.

The transmit / receive traffic graph appears as shown below.

| Scenario Traffic Graph x|+ i
€ @ 152.168.1.1 wEe O3 AO @ e
PureFlow Web GUI [G» Logout

TopPage

Network UELETR Monitor Misc.

Scenario Traffic Graph

Monitor > Scenario Traffic

J Scenario Traffic Network Port Traffic
Select Scenario Graph

Scenario Traffic Graph

Period:
Refresh:

WAN Accel Sessions

3

last 1 minute -
10 seconds ~

Traffic Rate of Scenario

Selected Scenario : /portl/scenariol

Transmit

Receive
15M 15M
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Check that the scenario has been changed as shown below.

| Scenario Traffic Graph x \oF e o
& 192.168.1.1/r B O +F & O @- « -
PureFlow Web GUI [3» Logout

TopPage

Network Manage. Monitor

WAN Accel Sessions

Misc.

Monitor > Scenario Traffic
_[ Scenario Traffic Network Port Traffic
Select Scenario Graph

Scenario Traffic Graph

Period:
Refresh:

last 1 minute ~
10 seconds ~

Traffic Rate of Scenario

I Selected Scenario : /portl/scenarol

Receive
15M

Transmit
15M

341
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<4> Range of the graph can be changed in “Period”.
<5> Period of the graph can be changed in “Refresh”.

<4>—

<5>

| scenario Traffic Graph «\ + -
€ & 152.168.1.1 I trafficgrag - pre— A E D A® @ e -
PureFlow Web GUI B+ Logout

Manage. Monitor Misc.

Monitor > Scenario Traffic
_f Scenario Traffic Network Port Traffic WAN Accel Sessions
Select Scenario Graph

Scenario Traffic Graph

-

jod: last 1 minute
10 seconds =

Traffic Rate of Scenario
Selected Scenario : fport1/scenariol

Receive Transmit
15M 15M
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3.15 How to Display Traffic Graph of Network Port

3.15 How to Display Traffic Graph of Network Port

Display the traffic graph of network port.
Place the mouse cursor on the [Monitor] tab at upper left of the screen.

The pull-down menu of the Monitor menu appears. Click the [Network
Port Traffic] tab.

The Network Port Traffic graph screen appears as show below.

| Network Port Traffic Graph x| + =

€ ) @ 192.168.1.1/monitor/networkporttraffic.php

H

e & wBE 9 ¥ A O @- = =
PureFlow Web GUI

3

[3» Logout

Network Port Traffic Graph

Monitor > Network Port Traffic

Scenario Traffic Network Port Traffic WAN Accel Sessions 1 g
Network Port Traffic Graph &
s}
Period: last 1 minute - E"‘.
Refresh: 10 seconds - 8
Traffic Rate of Network Port z
Network Port : 1/1 [¢°)
Receive Transmit E-'.
15M 12M o
— o 10M [oF
= [=%
2 1om % 8M
it i
& 2 6M
@ 2
?) 5M é am
= [
5:51 5:52 5:51 5:52

Netwaork Porf : 1/
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Chapter 3 Operation Method

The transmit / receive traffic graph of network port in the "Network Port

Traffic" window.

| Network Port Traffic Graph " |+ |[=_r]
€ 192.168.1.1 o i T E D AEO @ e -
PureFlow Web GUI [3+ Logout
TopPage .

Network Port Traffic Graph
Monitor > Network Port Traffic
Scenario Traffic Network Port Traffic WAN Accel Sessions

Network Port Traffic Graph

Period: last 1 minute
Refresh: 10 seconds «

Traffic Rate of Network Port
Network Port : 1/1
Receive Transmit

Network Port @ 1/2
Receive Transmit

Network Port : 1/3
Receive Transmit

Network Port : 1/4

Receive Transmit
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<1> Range of the graph can be changed in “Period”.
<2> Period of the graph can be changed in “Refresh”.

| Network Port Traffic Graph % | + i |
[ €
€ ) @ 192.168.1.1/monitor/networkpo c B= B 9 A @ e -

ritraffic.php

PureFlow Web GUI [3» Logout

Network Port Traffic Graph

Monitor > Network Port Traffic

Scenario Traffic Network Port Traffic WAN Accel Sessions

Network Port Traffic Graph

i

3

1

<1>

Reffesh: 10 seconds=>
<2>1

Traffic Rate of Network Port
Network Port : 1/1

Receive
15M

Transmit
12M
10M

oM &M

&M

M 4M

Recetve Rate (bps)
Transrnit Rate (bps)
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Network Port © 1/2
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3.16 How to Display WAN-accel Sessions Graph

Display the WAN-accel sessions graph.

* To display the WAN-accel sessions graph, the TCP acceleration

function license is required.

Place the mouse cursor on the [Monitor] tab at upper left of the screen.
The pull-down menu of the Monitor menu appears. Click the [WAN Accel
Sessions] tab.

The WAN accel sessions graph screen appears as show below.

WAN Accel Sessions Graph x| + | = ﬁ
€ & 192.168.1.1 ] T8 ¥ A O & =
PureFlow Web GUI [3+ Logout

WAN Accel Sessions Graph

Monitor > WAN Accel Sessions
Scenario Traffic ~ Network Port Traffic ~ WAN Accel @W}
Select Scenario Graph

Scenario Tree

_Name | Type | ConfigSummary
i« M port1 Port Bandwidth : Peak 1G , Class : 2(default)
M port2 Port Bandwidth : Peak 1G , Class : 2(default)

M port3 Port Bandwidth : Peak 1G , Class : 2(default)

M porta Port Bandwidth : Peak 1G , Class : 2(default)

Select
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3.16 How to Display WAN-accel Sessions Graph

First, select the scenario to display the graph.
Click the [Select Scenario] tab of the "WAN Accel Sessions" window.
The scenario selection screen appears as show below.

WAN Accel Sessions Graph % | 4= [ G e
“ 192.168.1.1 . 2 T8 340 - =

PureFlow Web GUI [3+ Logout

WAN Accel Sessions Graph

Monitor > WAN Accel Sessions

Scenario Traffic Network Port Traffic " WAN Accel Sessions
Select Scenario Graph

3

Scenario Tree

Name | Type | Config Summary

i M port1 Port Bandwidth : Peak 1G , Class : 2(default)
M port2 Port Bandwidth : Peak 1G , Class : 2(default)
M port3 Port Bandwidth : Peak 1G , Class : 2(default)
W porta Port Bandwidth : Peak 1G , Class : 2(default)
Select

PO\ uoryeIod(
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As an example, procedure for selecting a scenario on the 2nd layer for
portl is described below.
<1> Select "port1" in the "Scenario Tree" window, and click the [+] button

in gray displays the scenarios on the 2nd layers.

WAN Accel Sessions Graph % | & =
€ & 192.168.1.1 *“Ba 3 A® - =

PurefFlow Web GUI [3+ Logout

WAN Accel Sessions Graph

Monitor > WAN Accel Sessions

Scenario Traffic Network Port Traffic WAN Accel Sessions
Select Scenario Graph

Scenario Tree

= Jporti Peak 1G , Class ; 2(d

Peer ¢ Y U, Compress Disable

Bandwidth : Peak 1G , Class : 2(default)
Bandwidth : Peak 1G , Class : 2(default)
Bandwidth : Peak 1G , Class : 2(default)

M porta

Select

<2> select the relevant scenario, and <3> click the [Select] button.

WAN Accel Sessions Graph x| & [l e

€ @ 192.168.1.1 T8 3 A0 - =

PureFlow Web GUI [3* Logout

WAN Accel Sessions Graph

Monitor > WAN Accel Sessions

Scenario Traffic Network Port Traffic WAN Accel Sessions
Select Scenario Graph

W port2 Port Bandwidth : Peak 1G , Class : 2(default)
M portd Port Bandwidth : Peak 1G , Class : 2(default)
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Click the [Graph] tab of the "WAN Accel Sessions" window.
The WAN-accel sessions graph appears as shown below.

)| WAN hcoal Sessions Groph % ) - o ﬂ
= 152.168.1.1 o AR DO A® W e
PureFlow Web GUI [3+ Logout

WAN Accel Sessions Graph

Monitor > WAN Accel Sessions

Scenario Traffic Network Port Traffic WAN Accel Sessions ]
Select Scenario Graph

WAN Accel Sessions Graph

Period: last 1 minute =
Refresh: 10 seconds =

Number of WAN Accel Session

All of the Network Ports
100

Selected Scenario : fportl/scenariol
i5
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Chapter 3 Operation Method

Check that the scenario has been changed as shown below.

J WAN Accel Sessions Graph = T
+ 152.188.1.1 - A B T+ RO - e -
Pureflow Web GUL [3+ Logout

Monitor Misc.

N

WAN Accel Sessions Graph
Monitor > WAN Accel Sessions
Scenario Traffic Network Por i WAN Accel Sessions |

Select Scenario Graph

WAN Accel Sessions Graph

Period: last 1 minute =
Refresh: 10 seconds =

Number of WAN Accel Session

All of the Network Ports
100

|Sele1:ted Scenario : /portl/scenaniol |
15
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3.16 How to Display WAN-accel Sessions Graph

<4> Range of the graph can be changed in “Period”.
<5> Period of the graph can be changed in “Refresh”.

[ WAN ccel Sessions Groph % ) - oo} 55 ﬂ
*= 152.168.1.1 = A E D A® W e -
PureFlow Web GUI G+ Logout

TopPage MNetwork Manage. Monitor Misc.

WAN Accel Sessions Graph
Monitor > WAN Accel Sessions

Scenario Traffic ~ Network Port Traffic WAN Accel Sessions ]
Select Scenario Graph

WAN Accel Sessions Graph

<4>—H
<5

3

iod: L1 minute
fresh: 10 seconds =

Number of WAN Accel Session
All of the Network Ports

100
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Selected Scenario : fportl/scenariol
15
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3.17 How to Check and Save Configuration
3.17.1 How to check configuration

Display the non-default configuration information.

Place the mouse cursor on the [Misc] tab at upper left of the screen.
The pull-down menu of the Misc menu appears. Click the [Config] tab.
The Configuration screen appears.

Click the [Running non-default] button.

The non-default configuration information appears as show below.

éanﬁg x |+ =N = =
€ O 192.168.1.1 1fig.php?comm fi t [a] Search we $ A 9O =
PureFlow Web GUI [3* Logout
Configuration

Misc > Configuration
Config Syslog Maintenance About

Configuration
€ IR

tshow config running 7

IThis command shows non-default configurations only

se 'show config running all' to show both default and non-default configurations.
lbegin

!
%% *** NON-DEFAULT CONFIGURATIQN **%%*
!
#Time: Jun 28 2017 (Wed) 16:30:12
#UTC Offset : +09:00
#Summer Time : (None)

!
#System Configuration

set pager disable

set autologout time 30

set syslog severity informational

set console baudrate 115200
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3.17 How to Check and Save Configuration

Display the default configuration information and non-default
configuration information.

Click the [Running All] button on the Configuration screen.

The default configuration information and non-default configuration
information appear as show below.

Config x \ + =8 =8 =
€ ) (D 192.168.1.1/miscellaneous/config.php?command=config_running_a Bl C Search T8 & A& =
PureFlow Web GUI 3+ Logout

3

Configuration
Misc > Configuration
Config Syslog Maintenance About

Configuration

!
#System Configuration

set telnet enable

o ) o
Running non-default (I EUN ) Startup L]
#show config running all o g
[cegin F m
! [
Jd o
#***%* ALL (DEFAULT and NON-DEFAULT)CONFIGURATION *#%*x Qo
! (=)
#Time: Jun 28 2017 (Wed) 16:29:50 z
#UTC Offset : +09:00
#Summer Time : (None) CD
&

set ssh enable

set pager disable

set autologout time 30
set prompt “PureFlow"

set autoreboot enable

et _svslog host disabl -
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Display the configuration information at startup of the device.
Click the [StartUpl] button on the Configuration screen.

The configuration information at startup of the device appears.

Config x \+ (E=N I =
€ ) © 192.168.1.1/miscella n ) and g_start. =l Searct "B & & O =
PureFlow Web GUI [3* Logout
Configuration

Misc > Configuration
Config Syslog Maintenance About

Configuration
| Ruing o ot ing ot C QT )

#show config startup =
!

#System Configuration
set pager disable

set autologout time 30

it

set syslcg severity informational
set conscle baudrate 115200

!
#SNMP Configuration
!
#Port Configuration
#Current port mtu : 2048
!
#System Interface Configuration

set ip system 192.168.37.28 netmask 255.255.255.0 up
ladd channel "chl" lan 1/1 wan 1/2 vid none

gt ip chapnel “chl™ 192.168.37.29 netmagk 255,255,255

=3
.
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3.17 How to Check and Save Configuration

3.17.2 How to save configuration

Save the current configuration information in the internal memory.
Click the [Save Current Configuration] button at the bottom of the

Configuration screen.

Config %\ F e

€ @ 19216811 ‘ = ‘ 8 ¢ 49D =

I T e e -
lbegin -

!
#xwdk NON-DEFAULT CONFIGURATION ik
!
#Time: Mar 16 2017 (Thu) 16:26:01
#uTCc Ooffset : +09:00

#Summer Time : (None)
1

3

#system Configuration
set pager disable

set autologout time 30
set prompt "Server"
set autoreboot disable
L
#SNMP Configuration
!

#Port Configuration

#Current port mtu : 2048

Configuration Operate

POYI8IN uoryeIad(

Check that the screen that shows the completion of saving appears as
shown below.

| Config save now in progres... % | e [
€ 192.168.1.1/miscellaneous/save_progress.php c = B U F A @- w - =

PureFlow Web Based Management.

Save finished !

Page jumps after 5 seconds...
Does not jump,
Or, If you want to bgches o

When 5 seconds have elapsed or when clicking [click here], the
Configuration screen appears again.

Clicking [Logout now] displays the login screen again.
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3.18 How to Check System Log

Display the system log information at the current device operation.

Place the mouse cursor on the [Misc.] tab at upper left of the screen.

The pull-down menu of the Misc. menu appears. Click the [Syslog] tab.
The View Syslog screen appears.

Click the [Current] button.

The system log information at the current device operation appears as

shown below.

[ Syslog x \F [ESRR =
€)@ 192.168.1.1/miscellaneous/syslog.php [ Bie Searc e A QD =
PureFlow Web GUI [3* Logout

View Syslog
Misc > Syslog
Config Syslog Maintenance About

View: @ Backup:Latest Backup:Latest2 | =
Pri Date Time Host Ident [PID] Message

134 Mar 19 12:43:50 PureFlow System [ 1148]: Loading Object from Master.

134 Mar 19 12:43:50 PureFlow System [ 1148]: Anritsu PureFlow NF7500-S001A Software Version 1

134 Mar 19 12:43:50 PureFlow System [ 1148]: Power Supply Unit 0 ... [OK]

134 Mar 19 12:43:50 PureFlow System [ 1148]: Fan Unit 0 «-. [OK]

134 Mar 19 12:43:50 PureFlow System [ 1148]: Serial Port ... [OK]

134 Mar 19 12:43:50 PureFlow System [ 1148]: Backup Memory Checking ... [OK]

134 Mar 19 12:43:50 PureFlow System [ 1148]: Real Time Clock Checking --. [OK] =

134 Mar 19 12:43:50 PureFlow System [ 1148]: File System Checking ... [OK]

134 Mar 19 12:43:50 PureFlow System [ 1148]: EEPROM Checking ... [OK]

134 Mar 19 12:43:50 PureFlow System [ 1148]: Ethernet Controller Checking

134 Mar 19 12:43:50 PureFlow System [ 1148]: Management Port ... [OK]

134 Mar 15 12:43:50 PureFlow System [ 1148]: 1Internal Port ... [OK]

134 Mar 19 12:43:50 PureFlow System [ 1148]: Slot 1 boot up complete

134 Mar 10 12:43:50 DurePlow Svstem [ 11481: Medium tvme GhE/2T, GHE/4SFP 4 port =

3-66




3.18 How to Check System Log

Display the system log information at the latest device operation.

Click the [Backup:Latest] button.

The system log information at the latest device operation appears as
shown below.

E-.vslug x \+ (= =R =
€ O 192168.1.1 ' ) -syslog_bi [5a] Search B +$ A0 =
PureFlow Web GUI [3» Logout

View Syslog
Misc > Syslog
Config Syslog Maintenance About

Syslog

Last system log> =
System start up time : 2017 Mar 19 12:55:14

View: Current

Loading Object from Master.
Anritsu PureFlow NF7500-s001A software Version 1.1.1

Power Supply Unit 0 ... [OK]
Fan Unit 0 ... [OK] |
Serial Port ... [OK] :
134 2017 Mar 19 12:55: Backup Memory Checking ... [0K]
134 2017 Mar 19 12:55:23 Real Time Clock Checking ... [0K]
134 2017 Mar 19 12:55:2 File system Checking ... [OK]
134 2017 Mar 19 12 EEPROM Checking «+« [OK]
134 2017 Mar 19 12 Ethernet Controller Checking
134 2017 Mar 19 12 Management Port ... [OK]
134 2017 Mar 19 12 Internal Port IOK1 .

Display the system log information at the last-but-one device operation.
Click the [Backup:Latest2] button.

The system log information at the last-but-one device operation appears
as shown below.

Srseq O S
&) 19216811 ; > yslog_b: t B ¢ Search B & A O =
PureFlow Web GUI [3* Logout

View Syslog
Misc > Syslog
Config Syslog Maintenance About

Syslog

View: Current | Backup:Latest ] Backup:Latest2 -

Second last system log> =
System start up time : 2017 Mar 19 12:43:41

Pri Date Time Message

134 2017 Mar 1% 12:43:50 Loading Object from Master.

134 2017 Mar 19 12:43:50 Anritsu PureFlow NF7500-S001A Software Versiom 1.1.1

134 2017 Mar 19 12: Power Supply Unit 0 ... [OK]

134 2017 Mar 19 12: Fan Unit 0 ... [OK]

134 2017 Mar 19 12: Serial Port ... [OK]

134 2017 Mar 19 12:43:50 Backup Memory Checking ... [OK]

134 2017 Mar 15 12:43:50 Real Time Clock Checking ... [0K]

134 2017 Mar 1% 12:43:50 File System Checking -.. [OR]

134 2017 Mar 19 12:43:50 EEPROM Checking «++ [OK]

134 2017 Mar 19 12:43:50 Ethernet Controller Checking

134 2017 Mar 19 12:43:50 Management Port ... [OK]

134 2017 Mar 19 12:43.:50 _Tnternal Port [OK] -
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Chapter 3 Operation Method

3.19 How to Check Module Information

Check the module information of this device.
Place the mouse cursor on the [Misc.] tab at upper left of the screen.
The pull-down menu of the Misc. menu appears. Click the [About] tab.

The module information appears as shown below.

About x \ + F=RT=E =
€ (O 192.168.1.1 php [ . Search e 3 A 9 =
PureFlow Web GUI [3» Logout

Information About PureFlow
Misc > About
Config Syslog Maintenance About

Information About PureFlow

|Anritsu PureFlow NF7500-5001A Software Version 1.1.1

Copyright 2017 ANRITSU NETWORKS CO., LTD. All rights reserved.

System MAC Address : 00-00-91-b6-00-03
Channel MAC Address : 00-00-91-b6-00-04
Chassis Model Name ¢ NF7501A

Chassis Serial Number + 0000000002

Module Version 01
Software Version :1.1.1
[U-Boot Version 3.1.2
MCU Version : 001
ptime : 0 days, 00:16:58
ITemperature
Intake Temperature : 28C
Power Supply Unit 0 I
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8.20 How to Perform Maintenance Operations

3.20 How to Perform Maintenance Operations

Perform maintenance operations on this device.
Place the mouse cursor on the [Misc.] tab on the upper left of the screen.

The pull-down menu of the Misc. menu appears. Click the [Maintenance]
tab.

The Maintenance screen appears as shown below.

Maintenance x \

€« 192.168.1.1 wB & A QO =

PureFlow Web GUI [ Logout

Misc.:Maintenance

Misc > Maintenance

3

Config Syslog Maintenance About

Upload Software to PureFlow

Browse... | No file selected.

Upload

Reboot System

Check here to reboot system

POYI8IN uoryeIad(
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3.20.1

How to upload software
Upload new software (file name: nf7500.bin) to the device.

Click the [Browse] button in the [Software] window. A file selection
window will open.

Maintenance x |+ oo 0 ]
L U -

€« 192.168.1.1 B +$ & @ =

PureFlow Web GUI [ Logout

Misc.:Maintenance
Misc > Maintenance

Config Syslog Maintenance About

Upload Software to PureFlow
lle selected.

Upload

Reboot System

Check here to reboot system

Reboot

When a file is selected, the file name appears on the right of the [Browse]
button.

Click the [Upload] button. The software will start being transferred to the
device.

* Do not perform an operation that moves you to another page while the
software is being transferred. If you move to another page, you will
need to upload the software again.

Maintenance x '+

o || & sl

&) 192.188.1.1 TBa a0 =

PureFlow Web GUI [3+ Logout

Maintenance

Misc > Maintenance

Config Syslog Maintenance About

Upload Software to PureFlow

Browse... | nf7500.bin

| Upload )

Reboot System

T Check here to reboot system

Reboot
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820 How to Perform Maintenance Operations

When transfer is complete, the following screen appears showing that the
software is being uploaded.

Uploading x VR T )
3 192.168.1.1 a8 4+ A =
PureFlow Web GUI [3+ Logout

Uploading is now in progress..

(4

=3
A
Please do not leave this page
until uploading is finished.

Uploading will go on even if
you have left this page.

3

POYI8IN uoryeIad(

Do not allow the power to the device to be turned off while upgrading is in
progress.

If the power to the device is inadvertently turned off during the upgrade
process, the previous software version saved in a separate area will be
reloaded. In this case, reboot the device and upload the new software
again.

When uploading is complete, the following message appears.

Uploading x N [T
€ 192.168.1. 1 miscellaneous/upload_software_progress.php a5 4+ A O 9 =
PureFlow Web GUI [3* Logout

Uploading has been completed.

Uploading has been completed.
This change will take effect from next reboot.
Please click here to return to previous page.
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Click [click here] to return to the Maintenance screen.
Even after uploading is complete, the new software will not be
immediately applied. Reboot the device to apply the uploaded software.

* The device will not work if you upload software other than the genuine
object file specified by Anritsu (file name: nf7500.bin). Before clicking
the [Upload] button in the above procedure, make sure that the file is
the genuine object file. If you have uploaded an incorrect file by
accident, insert an SD card or USB drive containing the genuine object
file, start the device, and download the genuine object file onto the
device again.

To obtain the genuine object file, contact the distributor where you

purchased your device.
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820 How to Perform Maintenance Operations

3.20.2 How to reboot the device

Reboot the device.

Selecting the check box in the Reboot System window enables the
[Reboot] button.

Click the [Reboot] button to reboot the device.

[Te— = T =

€ 192.168.1.1 wB & A& =

PureFlow Web GUI [3* Logout

Misc.:Maintenance
Misc > Maintenance
Config Syslog Maintenance About

Upload Software to PureFlow

3

Browse... | No file selected.

Upload

Reboot System

¥ Check here to reboot siIIIm

POYI8IN uoryeIad(

The following screen appears showing that the device is being rebooted.

S
Uploading % | Rebooting )

—

€ 192.168.1.1

PureFlow Web Based Management.

Rebooting the system.

Rebooting execute.
This will take several minutes or more.
After PureFlow has finished booting,
click here and login.

After the device is rebooted, open the Web browser and specify the IP
address configured for the system interface. Once communication with
the system is established, the login screen will open.
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