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Safety Symbols

To prevent the risk of personal injury or loss related to equipment malfunction, Anritsu Corporation uses the
following safety symbols to indicate safety-related information. Ensure that you clearly understand the meanings of
the symbols BEFORE using the equipment.

Some or all of the following symbols may be used on all Anritsu Corporation equipment. In addition, there may be
other labels attached to products that are not shown in the diagrams in this manual.

Symbols used in this manual

A DANGER This indicates a very dangerous procedure that could result in serious injury or
death if not performed properly.

/_\ WARN I N G This indicates a hazardous procedure that could result in serious injury or death if

not performed properly.

/_\ C AU TION This indicates a hazardous procedure or danger that could result in light-to-severe
injury, or loss related to equipment malfunction, if proper precautions are not taken.

Safety Symbols Used on Equipment and in Manual
The following safety symbols are used inside or on the equipment near operation locations to provide information
about safety items and operation precautions. Ensure that you clearly understand the meanings of the symbols
and take the necessary precautions BEFORE using the equipment.

This indicates a prohibited operation. The prohibited operation is indicated
symbolically in or near the barred circle.

indicated symbolically in or near the circle.

This indicates a warning or caution. The contents are indicated symbolically in or
near the triangle.

O This indicates an obligatory safety precaution. The obligatory operation is

This indicates a note. The contents are described in the box.
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Anritsu Corporation Contact

For information on this equipment, contact an Anritsu Corporation Service
and Sales office. Contact information can be found on the safety manual.

Maintenance Contract

Anritsu Corporation can provide a range of optional services under a
maintenance contract. For details, contact your dealer.
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Notes On Export Management

This product and its manuals may require an Export License/Approval by
the Government of the product's country of origin for re-export from your
country.

Before re-exporting the product or manuals, please contact us to confirm
whether they are export-controlled items or not.

When you dispose of export-controlled items, the products/manuals need to
be broken/shredded so as not to be unlawfully used for military purpose.

Trademark/Registered Trademark

Windows, Internet Explorer, and Microsoft Edge are trademarks or
registered trademarks of Microsoft Corporation in the United States
and/or other countries.

Firefox is a trademark or registered trademark of Mozilla Foundation in
the United States and/or other countries.




About This Manual

This manual describes in detail the operation method of WebGUI used in the
PureFlow WSX Unified Network Controller (hereafter referred to as “this
device”).

The applicable models of this equipment are described below.
e NF7601A
e NF7602A
e NF7605A

The manual of this device consists of the following four manuals. This
document is <4>.

<1> Operation Manual TCP Acceleration Edition (NF7600-WO011E)
Describes in detail the installation and handling of this device.

<2> Command Reference TCP Acceleration Edition (NF7600-WO012E)
Describes in detail the commands used in this device.

<3> Configuration Guide TCP Acceleration Edition (NF7600—WO013E)
Describes the basic features of this device and provides specific
examples of the settings required to build a network using these
features.

<4> WebGUI Operation Manual TCP Acceleration Edition (NF7600-
WO14E)
Describes the operation for setting and display of this device using a
Web browser.

If the following documents related to this device or other documents

related to the features of this device are issued, be sure to read them:

Release notes

(For details of the issuance of release notes, contact your dealer.)
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Chapter 1 Overview

This chapter describes overview of WebGUI.

This device is equipped with WebGUI (Graphical User Interface). WebGUI is
an application to perform settings, display and maintenance of this device by

using the Web browser of the network-connected terminal.
The WebGUI system sketch drawing is shown below:

/inritsumPureFlow
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s
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|

PureFlow
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E‘llll Lol 7 e 17 [

HUB

Terminal

0

Figure 1.1 WebGUI system sketch drawing

1-1



Chapter 1 Overview

WebGUI enables the partial settings, display and maintenance of this
device.

The items that can be set, displayed and maintained by WebGUI are
shown below:

Items related to network
WebGUI enables the following settings related to the traffic control.
Channel setting
Channel IP address setting
Scenario configuration
Application acceleration configuration
Filter configuration
Rule list setting
+ Items related to management
WebGUI enables the following settings related to the device built-in time.
Time zone setting
Daylight-saving time setting
SNTP setting
Manual time setting
+ Items related to display
WebGUI enables the following settings.
Scenario traffic graph
Network port traffic graph
WAN accel sessions graph
Configuration
Syslog
Module information
+ Items related to maintenance
WebGUI enables the following maintenance.
Uploading software
Restarting the device




Chapter 2 Operating Environment

This chapter describes the operating environment of WebGUT.

Use WebGUI under the recommended operating environment described
below:

Using under environments other than the recommended operating
environment cannot ensure the WebGUI is operated normally.
Additionally, use the terminal that is not affected by the virus.

0S
Windows® 7
Windows® 8.1
Windows® 10

* Web browser
Internet Explorer® 9.0
Internet Explorer® 10.0
Internet Explorer® 11.0
Microsoft Edge™ 20
Firefox® 4

Qo
s
[¢]
'1
2]
&
=
(11}
=
S.
'1
Q
5
=
[¢]
5
=3

CPU
2.6 GHz or more

* Memory
4 GB or more
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Chapter 3 Operation Method

This chapter describes how to operate WebGUI.

3.1 Marks Used in TeXt....coooeeeiiiiiiiiiieee e 3-2

3.2 Notes for Settings ........coovveeiiiiiiiiii 3-3

3.3 HowtoLogIn/LogOut......oooeviiiiiiiiiiiiii, 3-4

3.4 Screen Configuration ............ccooeeeiiiiiiiiiiiiii, 3-7

3.5 Setting FIOW......cooooiiiii 3-8

3.6 Howto SetChannel.........ccccuviiiniiiiiiiiiii e 3-9

3.7 How to Set IP Address of Channel ............................ 3-12

3.8 How to Configure Scenario ..........cccceeeeeeiiiiiiinnnnnnnn. 3-14

3.9 Application Acceleration Settings ..........cccoeveeeeveeennnn. 3-18

3.10 How to Configure Filter ... 3-22

311 HOW t0 SEt RUIE LiSt.......oreoreeeeeeeeeseereeeeeeeereeeenee 3-26 S
3.11.1 How to set rule list group.........cccoeeeeiiiinnnnnnnn. 3-26 %
3.11.2 How to setrule listentry..........ccccoeeeeeinnnnnnnn. 3-28 g-

3.12 How to Perform Settings Related to Time.................. 3-30 -
3.12.1 How to settime zone..........cccceeeeeiiiiniinnnnnnn. 3-31 §
3.12.2 How to set daylight-saving time.................... 3-32 %
3.12.3 HOW t0 SEt SNTP......oooviveiiicieieiecieieeeeias 3-33 _u
3.12.4 How to settime manually ...................oooe. 3-35

3.13 How to Display Traffic Graph of Scenario.................. 3-37

3.14 How to Display Traffic Graph of Network Port............ 3-42

3.15 How to Display WAN-accel Sessions Graph.............. 3-45

3.16 How to Check and Save Configuration...................... 3-50
3.16.1 How to check configuration ...........ccccccvvunnn... 3-50
3.16.2 How to save configuration ............cccccevvvennnnnn. 3-53

3.17 How to Check System LOg .......coeveeevvveeiriiiinieeeeeeninnnnn 3-54

3.18 How to Check Module Information...................oeeo... 3-57

3.19 How to Perform Maintenance Operations.................. 3-58
3.19.1 How to upload software..............cceevvvvvvvnnnnnnn. 3-59
3.19.2 How to reboot the device..............ccceeeeneen. 3-62
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Chapter 8 Operation Method

3.1 Marks Used in Text

The following marks are used in this chapter:

nn

[ ] mark:

[ ] mark:

nn

* mark:

mark:

mark:

Indicates the name displayed on the Web browser screen.
Indicates the point to be clicked (selected) on the Web browser
screen.

Indicates the name of the reference destination.

Indicates a proper name other than those described above.
Indicates the items to be noted.

Numbers, for example, <1>:

Used when a procedure for the operation on the Web browser
screen 1s shown related to the operation described in this
chapter.




3.2 Notes for Settings

3.2 Notes for Settings

After settings, be sure to save the setting contents by referring to “3.16.2
How to save configuration”.

The setting detail is reflected without saving it. However, the setting is
deleted when restarting this device.
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Chapter 8 Operation Method

3.3 How to Log In/ Log Out

To use WebGUI, the system interface (IP address) of this device must be
configured.

For details of how to set the system interface, refer to [PureFlow WSX
Unified Network Controller NF7600 series Command Reference TCP
Acceleration Edition].

After the completion of system interface setting, start up the Web browser,
and specify the IP address set in the system interface.

* The default value of the system interface is 192.168.1.1.
When the IP address is 192.168.1.1, specify as described below.
http://192.168.1.1

When the connection to this device is successfully established, the login

screen is displayed as shown below.

WSX WBM Login Screen x B =
« 192.168.1.1 e 2 a8 3+ A O 9 =

PureFlow Web GUI

Login Screen

Username:

Password:




3.3 How to Log In / Log Out

Enter "admin" in the "Username" column. Enter the adminpassword
which was set for this device in the "Password" column.

If the password was not set, do not fill the "Password" column.

Click the [Login] button for login.

* TFor details of how to set the password, refer to [PureFlow WSX
Unified Network Controller NF7600 series Command Reference TCP
Acceleration Edition].

Be sure to set the adminpassword for security reasons.

For login by the RADIUS authentication server, enter the RADIUS server
user name in the "UserName" column.

Enter the RADIUS server password in the "Password" column, and click
the [Login] button for login.

When Top Page is displayed as shown below, login has been completed.

WSX WBM Login Screen + SHICY X
€ 192.168.1.1 *E $ A O 0O =
PureFlow Web GUI [3» Logout

Top Page

Top Page > Welcome

_| TopPage

Welcome PureFlow Web GUI Application

* Model Name: NF7601A

Note :

When a channel, a scenario and a filter register the biggest number with
this device, it takes time for operation of login of WebGUI, setting and
display.

When logging in to this device in WebGUI, please set each registration
number of the channel, the scenario and the filter to less than 3000.
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Chapter 8 Operation Method

For logout, click the [Logout] button at upper right of the screen.
If this screen is not operated for 5 minutes, it automatically logs out.
Time taken until the automatic logout is 5 minutes.

* This time cannot be changed.

WSX WBM Login Screen x |+ =0y X
€ ) 192168.11 tE +AO QO =
PureFlow Web GUI @
Top Page

Top Page > Welcome
_!' TopPage |

Welcome PureFlow Web GUI Application

* Model Name: NF7601A




3.4 Screen Configuration

3.4 Screen Configuration

Selecting the tab on the WebGUI screen switches the screen.
The screens corresponding to the tabs selected are configured as shown
below.

TopPage --- This screen is the top page of WebGUI. This screen enables you to check the model name and model number of this device.

Network ——— Channel---------evnnen This screen is used for setting channel and IP address of the channel.
—— Scenario - This screen is used for the scenario setting.
—— Filter / Rulelist ------ - This screen is used for setting the filter and rule list.
—— Application «-eenenen This screen is used for setting the application acceleration.
Manage. Time ««veveveeeieennnns This screen is used for the settings related to the time.
Monitor —1— Scenario Traffic------- This screen is shows traffic graph of specified scenario. '-9
— Network Port Traffic - This screen is shows traffic graph of network port. L
—— WAN Accel Sesions - This screen is shows sessions graph that applied the traffic acceleration. g-.
g
Misc. Config «+erevereeeenens This screen shows the setting information of this device and is used for z
saving the settings. %
—— Syslog:--eeeieeeens This screen shows the system log information of this device. 8_.
— About:-ieeen This screen shows the module information of this device.




Chapter 8 Operation Method

3.5 Setting Flow

Set WebGUL

The respective setting flows are shown below.

The setting can be performed in orders other than the order shown below.
However, please note that the IP address of the channel can be set only
after setting the channel and that the filter can be set only after setting
the scenario.

WebGUI works with CLI (Command Line Interface) of this device.
Therefore, understanding the command specifications enables you to set
the WebGUI smoothly.

For details of the command specifications, refer to [PureFlow WSX
Unified Network Controller NF7600 series Command Reference TCP
Acceleration Edition].

Related CLI command Descri

STEP 1

Set the channel.

add channel Set the channel required for the bridge operation
delete channel between desired 2 ports.
show channel

Specify 1 port each on the LAN side and WAN side of

1 channel.

STEP 2 set ip channel Set the IP address for the channel set in STEP 1.

unset ip channel
Set the IP address of the show ip channel

channel.
add scenario Set the scenario required for the traffic control.

STEP 3 update scenario

Configure the scenario. delete scenario

show scenario

STEP 4

Configure the filter and rule list

(as required).

add ﬁltelr Set the filter criteria to classify the packet.
delete filter
show filter Set the filter for the scenario set in STEP 3.

add rulelist group

. Additionally, create the rule list with the packet
add rulelist entry

delete rulelist group classification grouped, as required, and set the list as a
delete rulelist entry

; filter.
show rulelist




3.6 How to Set Channel

3.6 How to Set Channel

Set the channel.
Place the mouse cursor on the [Network] tab at upper left of the screen.

The pull-down menu of the Network menu appears. Click the [Channel]
tab.

The Channel Setting screen appears as shown below.

Channel x|+
J \

* 192.168.1.1

a8 4+ A O QO =

PureFlow Web GUL [3+ Logout

WAN Acceleration:Channel Setting

Networking > Channel

3

4f Channel Scenario Filter / Rulelist Application O
Name WAN LAN Type VLAN ID Inner VLAN 1D | TPID Inner TPID g
2]
-
1/1 1/2 1/3 1/4 [
S
@
Channel Name: E_."
WAN: 1/1~ o
LAN: 11~ Q_.
Default @Normal
VLAN ID:
TPID: 0x8100 ~
Inner VLAN ID:
Inner TPID: 0x8100 ~
MTU:
Add Delete
Ch, 1Pvd) Netmask(IPvd) PrefixLength(IPv6)

ChannelName:

1Pv4 @Set “UnSet
IPAddress:
NetMask:

IPve @Set CUnSet
IPAddress:
PrefixLength:

Apply




Chapter 3 Operation Method

<1>

<2>

<1> Enter and select the parameter in the column on the left side of the
screen, and <2> click the [Add] button.

|/ channet x R - - - e | |
L 192.168.1.1/network/ct ohy I [ v E & A O =
PureFlow Web GUI [3* Logout

WAN Acceleration:Channel Setting
Networking > Channel
J Channel Scenario Filter / Rulelist Application

MName WAN LAN Type _ WLAN ID Inner VLAN ID. TPID Inner TRID MTU
/1 1/2 1/3 1/4
Channel Name: chi
WAN: 1+
LAN: 12~
Default @Normal
VLAN ID: 10
TPID: 0x8100 ~
Inner VLAN ID: 10
Inner TPID: 0x8100 ~
MTU: 1488

Delete

3-10



3.6 How to Set Channel

Check that the channel has been added as shown below.

Channel x

+ e
€ () 1216811 oho e+ A =

PureFlow Web GUI [+ Logout

WAN Acceleration:Channel Setting

Networking > Channel

_[ Channel Scenario Filter / Rulelist Application

T o . *
I chi 1/1 1/2 Normal 10 10

0x8100 ) -
1 172 173 174

Channel Name:

3

WAN: Y1~
LAN: 1

Default @Normal
VLAN ID:
TPID: 0x8100 ~
Inner VLAN ID:
Inner TPID: 0x8100 ~
MTU:

Add Delete

POYIRIN uoryerad()

To delete the channel , <3> select the relevant channel.
<4> Click the [Delete] button to delete the channel.

Channel x |+
=

=) |
C [ B + A OO0 =

€ 192.168.1.1/network/channel.php

PureFlow Web GUI G+ Logout

WAN Acceleration:Channel Setting
Networking > Channel
Channel Scenario Filter / Rulelist Application

chi 1/1 1/2 Normal 10 10
< 3> 11 1/2 1/3 1/4

Channel Name:

0x5100

WAN: 11~

LAN: 1~
Default @Normal

VLAN ID

TPID: 0x8100 ~

Inner VLAN ID:

Inner TPID: 0x8100 ~

MTU:

add | IC petete D

—_—

3-11



Chapter 8 Operation Method

3.7 How to Set IP Address of Channel

Set the IP address of the channel.

* To set the IP address of the channel, set the channel in advance.

<1> Select the relevant channel.

<2> IPv4 and IPv6 address can be set. Select radio button [set] or
[unset]. Enter the IP address in the "TPAddress" column, and the net mask
or prefix in the "NetMask" column respectively.

<3> Click the [Applyl button, the IP address will be set or unset.

<1> —{=

3
/ Channel x \ +

192.168.1.1/network /channel.php

o T

= e 9 3 Aae v -

Channel Name:

WAN:
LAN:

O Default
VLAN ID:
TPID:

Inner VLAN ID:
Inner TPID:
MTU:

add

1
Yl

@Normal

0x8100 -

0x8100 »

IP Channel

ChannelName:
1Pv4

<2>

IPAddress:

NetMask:
IPve

IPAddress:

Brefixlengih:

chi

@set Ounset
192.168.1.10
255.255.255.0
@set OUnset
2001::10

m

<3>

; Apply 2

3-12




3.7 How to Set IP Address of Channel

Check that IP address has been added as shown below.

| Channel x \F o DS
192.168.1.1/netwark /channel. php wE T EaE 9O A® @ e =

Channel Name:

WAN: 11+
LAN: 1+

O Default @Normal
VLAN ID:

TPID: 0x8100
Inner VLAN ID:

Inner TPID: 0x8100 -
MTU:

Add

chi 192.168.1.10 255.255.255.0 2001::10 32 I O
ChannelName: 3 g
Pv4 @set DUnSet =

IPAddress: [V}

. -

NetMask: ] } e
IPV6 @Set OUnSet (@]
IPAddress: ',3

PrefixLength: g
@

5

2.

3-13



Chapter 8 Operation Method

3.8 How to Configure Scenario

Configure the scenario.

Place the mouse cursor on the [Network] tab at upper left of the screen.
The pull-down menu of the Network menu appears. Click the [Scenario]
tab.

The Scenario Configuration screen appears as shown below.

Scenario

* 192.168.1.1/

PureFlow Web GUIT

WAN Acceleration:Scenario Configuration

Networking > Scenario

Channel

Scenario

Filter / Rulelist Application

QE#ﬂ;QE

[3 Logout

——
e
o o Scenario:
Name [ Type Config Summary
W port1 port Bandwidth : Peak 1G , Class : 2(default)
idth : P faul
W port2 port Bandwidth : Peak 1G , Class : 2(default) Type: Aggregate -
W porta Port Bandwidth : Peak 1G , Class : 2(default) ID:
W portd Port Bandwidth : Peak 1G , Class : 2(default) .
A N
oL CoS:
Inner CoS:
DsSCP:

Min. Bandwidth:
Peak Bandwidth:
Class:

Bufsize:

Update Scenario

3-14



3.8 How to Configure Scenario

The scenario on the 1st layer is configured as the default scenario in each port.
As an example, procedure for adding a scenario on the 2nd layer for portl
is described below.

<1> Select "portl" in the "Scenario Tree" window on the left side of the
screen, and <2> click the [+] button in green.

<3> Enter each parameter in the "Scenario Edit" window on the right side
of the screen, and <4> click the [Add Scenario] button.

Scenario x |+ =6 X
I
€ 192.168.1.1 o5 B +$ A O
PureFlow Web GUI [3» Logout 3

WAN Acceleration:Scenario Configuration

Min. Bandwidth:

Peak Bandwidth:

Peer: 192.168.1.2

Second Peer:

<3>— || oporT:

VLAN ID:

Inner VLAN ID:

CoS:

Inner CoS:

DSCP:

Buffer Size:

Compress: @ Enable ' Disable
TCP mem:

CC Mode: Normal ~

Bypass Thresh:

Bypass KeepAlive: "’ Enable @ Disable

Networking > Scenario O
Channel Scenario Filter / Rulelist Application La]
N 5 = D
(P ll Scenario Tree Scenario Edit s
—— o
oxXVO 2
Scenario: 5 °
i - scenariol
<1> h Bandwidth : Peak 1G : 2(default) Jport1 B
M port2 Port Bandwidth : Peak 1G , Class : 2(default) P g
M port3 Port Bandwidth : Peak 1G , Class : 2(default)
M portd Port Bandwidth : Peak 1G , Class : 2(default) ype: Tran Accel (¢}
5 ID: &
COLHO (=
(=]
(oW

FEC: Enable @ Disable
Block Size:
Data Block Size:
FEC Session:
<4> ( Add Scenario )
~— —

3-15



Chapter 8 Operation Method

Check that the [+] button in gray appears at the scenario on the first layer
in the "Scenario Tree" window as shown below. This button appears to
indicate the existence of the scenarios on the lower layers.

FESSS «\F =
& 19216811/ netwvert - e +a O =
PureFlow Web GUI [+ Logout

TopPage Monitor | Misc.

WAN Acceleration:Scenario Configuration
Networking > Scenario

N chamnel EESOLCE Fitter / Rulelist | Application

Scenario Tree Scenario Edit

Scenario:
TN Type Config Summary
e portl Port Bandwidth : Peak 1G , Class : 2(default)
idth : P , Class : faul
W port2 Port Bandwidt 'eak 1G , Class : 2(default) Type: Aggregate »
W port3 Port Bandwidth : Peak 1G , Class : 2{default) 1D:
W portd Port Bandwidth : Peak 1G , Class : 2{default) :
@ @ e Min. Bandwidth:
Peak Bandwidth:
Class:
Bufsize:
Update Scenario

3-16



3.8 How to Configure Scenario

<6>

<5>

Clicking the [+] button in gray displays the scenarios on the lower layers.
By selecting the relevant scenario, the parameter of the scenario can be
checked in the "Scenario Edit" window.

To delete the scenario or change the parameter, <5> select the relevant
scenario.

To delete the scenario, <6> click the [x] button in red.

After changing the relevant parameter, <7> click the [Update Scenariol
button to change the scenario.

|/ scenario « \* .= &8
€ 192.168.1.1 I 52 e A S =
PureFlow Web GUI [3+ Logout

WAN Acceleration:Scenario Configuration
Networking > Scenario

Channel Scenario Filter / Rulelist Application
Scenario Tree Scenario Edit
R —d
{ = (X
@ O O Scenario:
Name Type Config Summary |5Eeﬂari01

| M porti Port Bandwidth : Peak 1G , Class : 2(default)

peenaria anA Peer : 192.168 ompre /portl
port2 Port Bandwidth : Peak 1G , Class : 2(default’

M port3 Port Bandwidth : Peak 1G , Class : 2(default) Type: Wan Accel »

i port4 Port Bandwidth : Peak 1G , Class : 2(default) ID: 1
N E
L L)
e 0 e Min. Bandwidth:

Peak Bandwidth:

Peer: 192.168.1.2

Second Peer:

DPORT: ]
VLAN ID:

Inner VLAN ID:

CoS: —
Inner CoS:

DSCP:

Buffer Size:

Compress: @ Enable © Disable
TCP mem:

CC Mode: Normal ~

Bypass Thresh:

Bypass KeepAlive: " Enable @ Disable
FEC: Enable @ Disable
Block Size:

<7>\ Data Block Size:
m&&bn\
< Update Scenario >

3-17
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Chapter 8 Operation Method

3.9 Application Acceleration Settings

Register the application acceleration.

* Configure the acceleration mode scenario prior to registration of the
application acceleration setting.

Place the mouse cursor on the [Network] tab at the upper left of the
screen.

The pull-down menu of the Network menu appears. Click the
[Application] tab.

The Application Setting screen appears as shown below.

|/ Aepiication x U [E=Ex%]
€ 0 12681 : : : %a +n O 0 5
PureFlow Web GUI [3» Logout

WAN Acceleration: Application Accel

Networking > Application Accel

Channel Scenario Filter / Rulelist Application

Application

00w
Scenario Protocol Config Summary
i« M port1
M port2
M port3
M port4
(> LY
Scenario: [
Application: SMB -
TCP Port: [
SMB Session: [
Read Attribute: Enable = Disable
Read Operation: Enable ' Disable
Read Cache Size: [
Write Attribute: Enable '~ Disable
Write Attribute 1st: Enable © Disable
Write Attribute 2nd: Enable © Disable
Write Operation: Enable  Disable
Apply

3-18



3.9 Application Acceleration Settings

<2>

<1>

<4>

<1> Select the scenario to accelerate the application in the “Application”
window, and <2> click the [+] button in green.

In the "Application" window, <3> select Application, and <4> enter each
parameter. <5> Click the [Apply] button.

* If the above steps are performed for the scenario in which the
application acceleration settings have already been registered, the
existing parameter is overwritten with a new parameter.

|/ aspication <\ * [=E—x]
€ 192.168.1.1, C # e & A OO =
PureFlow Web GUI [3+ Logout
WAN Acceleration: Application Accel
Networking > Application Accel
Channel Scenario Filter / Rulelist Application
Application
aeLo
Scenario ‘ Protocol ‘ Config Summary
o
port2
W port3
M port4
o0
Scenario: V?ortléscen_arial/' <3>
Application: SMB -
TCP Port: 139,445
SMB Session: 100
Read Attribute: @ Enable © Disable
/ Read Operation: @ Enable ' Disable
- Read Cache Size: 12500k
/ Write Attribute: @ Enable © Disable
Write Attribute 1st: Enable @ Disable
Write Attribute 2nd: Enable @ Disable
Write Operation: @ Enable ' Disable
Apply <5>
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Chapter 8 Operation Method

Channel Scenario Filter / Rulelist Application ]
Application
06O
<6> ~ Scenario Protocol ] Config Summary

T

M port3

M port4

00w
Scenario: [port1/scenariol
Application: SMB -
TCP Port: 139,445
SMB Session: 100
Read Attribute: Enable  Disable
Read Operation: Enable  Disable
Read Cache Size: 12500k
Write Attribute: Enable Disable
Write Attribute 1st: Enable © Disable
Write Attribute 2nd: Enable © Disable
Write Operation: Enable  Disable
Apply

Check that the <6> [+] button in gray appears at the scenario in which
the application acceleration setting was registered.

|/ Apiication x * — \Eﬂgﬁl
€ 192.168.1.1 k B 3+ A O 9 3
PureFlow Web GUI [3» Logout

WAN Acceleration: Application Accel

Networking > Application Accel
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3.9 Application Acceleration Settings

Clicking the [+] button in gray displays the application acceleration
setting entry linked with the scenarios.

To delete the application acceleration setting, first, <7> select the scenario
where the relevant application is set, then, <8> select the application to
be deleted, and <9> click the [x] button in red.

Application +

B x \ @g—l
& 192.168.1.1 B8 +$ A O Q =

PureFlow Web GUI [3» Logout

3

WAN Acceleration: Application Accel
Networking > Application Accel
Channel Scenario Filter / Rulelist Application 1

Application ,_do
Y.
(€1 ) D
[ OIE, e
Scenario | Protocol \ Config Summary ?_)'_
. M port1 | o
<7> B @cenariol g
TCP Port : 139,445, SMB Session : 100
M port2 g
M port3 o)
# port4 <8> E_."
00L® 2
(oW
Scenario: [/port1/scenariol
Application: SMB -
TCP Port: 139,445
SMB Session: 100
Read Attribute: Enable ' Disable
Read Operation: Enable  Disable
Read Cache Size: 12500k
Write Attribute: Enable ' Disable
Write Attribute 1st: Enable © Disable
Write Attribute 2nd: Enable © Disable
Write Operation: Enable  Disable
Apply

3-21
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3.10 How to Configure Filter

Configure the filter.

* To configure the filter, configure the scenario in advance.

Place the mouse cursor on the [Network] tab at upper left of the screen.
The pull-down menu of the Network menu appears. Click the [Filter /
Rulelist] tab.

The Filter / Rulelist configuration screen appears as shown below.

Channel Scenario Filter / Rulelist Application

Filter and Rulelist x | =

€ 192.168.1.1 tand c : B +$ A =

PureFlow Web GUL [3» Logout

WAN Acceleration:Filter and Rulelist configuration
Networking > Filter / Rulelist

00w e
Scenario | Filter Name | Type Config Summary | Priority
.- # portl
i port2
i port3
i porta
00w
Filter Name:
Scenario:
Type: IPv4 -
VLAN ID:
Inner VLAN ID:
Source IP: Rulelist Select Rulelist
Destination IP: Rulelist Select Rulelist
Protocol: The Setting range is [TCP,UDP,ICMP] or [0-255].
Source Port: Rulelist Select Rulelist
Destination Port: Rulelist Select Rulelist
Priority:
Add Filter
D
ListName [ Type Entry
Y %)
List Name:
Type: IPv4 -
Entry:
Add Group
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3.10 How to Configure Filter

<1> Select the desired filter in the "Filter" window.

In the "Filter" window, <2> enter each parameter, and <4> click the [Add
Filter] button. To use a rule list as a parameter, <3> select the rule list, and <4>
click the [Add Filter] button.

For details of how to set the rule list, refer to "3.11 How to Set Rule List".

| Filter and Rulelist x \* A
| <

& 192.168.1.1 a8 ¥+ A OO0

PureFlow Web GUI [3* Logout

WAN Acceleration:Filter and Rulelist configuration
Networking > Filter / Rulelist

3

Channel Scenario Filter / Rulelist Application

e =]
1> JF] ) @
Scenario | Filter Name Type | Config Summary [ Priority g
a
’ =+
d o
/ pol g
<1> W port3
M port4 g
A E
00w @
5
Filter Name: filter1 (@]
Scenario: /port1/scenariol p"
Type: 1Pv4
VLAN ID: 10
Inner VLAN ID:
/ Source IP: 192.168.1.10 Rulelist Select Rulelist
I Destination IP: Rulelist Select Rulelist
<2> Protocol: The Jpetting range is [TCP,UDP,ICMP] or [0-255]. —
Source Port: Rulelist Select Rulelist <3>
Destination Port: Rulelist Select Rulelist
Priority:
<4>




Chapter 8 Operation Method

Check that the <5> [+] button in gray appears at the relevant scenario as
shown below. This button appears to indicate the existence of the filters of

the scenario.

Filter and Rulelist “\* [F=ExT
* 192.168.1.1 e A O 9 =

PureFlow Web GUI [3+ Logout

WAN Acceleration:Filter and Rulelist configuration

Networking > Filter / Rulelist

Channel Scenario

Filter / Rulelist

000L®

Application

Scenario Filter Name Type Config Summary Priority
™ lpo
L] ld cscenariol
-1 P
<5> i port3
M portd
oo0we
Filter Name:
Scenario: Vport1
Type: IPv4 -
VLAN ID:
Inner VLAN ID:
Source IP: Rulelist Select Rulelist
Destination IP: Rulelist Select Rulelist
Protocol: The Setting range is [TCP,UDP,ICMP] or [0-255].
Source Port: Rulelist Select Rulelist
Destination Port: Rulelist Select Rulelist
Priority:
Add Filter
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3.10 How to Configure Filter

<7>

<6>

Clicking the [+] button in gray displays the filters linked with the

scenarios. By selecting the relevant filter, the parameter of the scenario
can be checked.

To delete the filter, <6> select the relevant filter.
To delete the filter, <7> click the [x] button in red.

Filter and Rulelist x \*
& \

=)
€ 192.168.1.1, B +$ & O =
PureFlow Web GUI [3» Logout

WAN Acceleration:Filter and Rulelist configuration

Networking > Filter / Rulelist

Channel Scenario Filter / Rulelist Application
Filter
2a_a
—
Scenario Filter Name Type Config Summary Priority
i W portt
D 0 0 0 0000
PO
M port3
W\ portd
o0we
Filter Name: filter1
Scenario: Vpnrtl/scenarinl
Type: 1Pva =
VLAN ID: fio
Inner VLAN ID:
Source IP: 192.168.1.10-192.168 Rulelist Select Rulelist
Destination IP: Rulelist Select Rulelist
Protocol: The Setting range is [TCP,UDP,ICMP] or [0-255].
Source Port: Rulelist Select Rulelist
Destination Port: Rulelist Select Rulelist
Priority: poooo
Add Filter
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3.11 How to Set Rule List

Set the rule list.
Divide the rule list into the rule list group and rule list entry, and set
them.

3.11.1 How to set rule list group

Set the rule list group.

Place the mouse cursor on the [Network] tab at upper left of the screen.
The pull-down menu of the Network menu appears. Click the [Filter /
Rulelist] tab.

The Filter / Rulelist configuration screen appears as shown below.

| Filter and Rulelist
|

192.168.1.1/ne

Destination IP:
Protocol:

Source Port: Rulelist Select Rulelist
Destination Port: Rulelist Select Rulelist
Priority: EOOOO

x \+ ﬂh

wEe U3 A O @ -

ark/filtandrule.php BE

Rulelist
The Setting range is [TCP,UDP,ICMP] or [0-255].

Select Rulelist

Add Filter

(X >

ListName

| Type | Entry

e

List Name:

Type:

Entry:

IPv4 hd

Add Group
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3.11 How to Set Rule List

<1> Click the [+] button in green in the "Rulelist" window.
<2> Enter the desire name in the "List Name" column, select "Type", and
<3> click the [Add Group] button.

| Filter and Rulelist ,\:‘+ = LX_
192.168.1.1/network filtandrule. php BE wBa 93 A S G- o -
Destination IP: Rulelist Select Rulelist
Protocol: The Setting range is [TCP,UDP,ICMP] or [0-255].
Source Port: Rulelist Select Rulelist
Destination Port: Rulelist Select Rulelist
Priority: EOOOO
Add Filter
! ; =]
<1>— V@ @
ListName | Type ‘ Entry m
e .
S
List Name: rulelist_group1
S s Pva - s g
Entry: L ) _— <3> o
5
o,
Check that the set rule list group as shown below.
To delete the list group, <4> select the relevant rule list group, and <5>
click the [x] button in red.
/_‘ Filter and Rulelist x\-\ + = e
192.168.1.1/network;/fltandrule.php BE wa O3 a0 @- = - =
Protocol: The Setting range is [TCP,UDP,ICMP] or [0 255].
Source Port: [CIRulelist Select Rulelist
Destination Port: [CRulelist Select Rulelist
Priority:
Add Filter
<5 — ]
_Type |_Enty
/ rulelist_group1 IPv4 I
<4> (Y
List Name:
Type: Pvd - B
Entry:
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3.11.2 How to set rule list entry
Set the rule list entry.

<1>

* To set the rule list entry, set the rule list group in advance.

<1> Select the relevant rule list group, <2> enter the IP address or port
number in the [Entry] column, and <3> click the [Add Entry] button.

<2>

3

| Filter and Rulelist x U
L

b

= e

192.168.1.1/network filtandrule.php

Protocol:
Source Port:
Destination Port:

Priority:

FRulelist
CRulelist

T H 9 3+ A @

Select Rulelist
Select Rulelist

Add Filter

List Name: Jrulelist_group1

Type: IPv4 e
/IEntry: 192.168.1.20 |
(_Add Entry_D

<3>

The Setting range is [TCP,UDP,ICMP] or [07255].

I
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3.11 How to Set Rule List

Check that the [+] button in gray appears at the relevant rule list group
as shown below. This button appears to indicate the existence of the rule
list entry of the scenario.

| Filter and Rulelist *® |+ S

192.168.1.1/network filtandrule. php ®= wE O3 A @ e E

Protocol: The Setting range is [TCP,UDP,ICMP] or [0 255].
Source Port: CRulelist

Select Rulelist

Destination Port: FRulelist Select Rulelist

Priority:

Add Filter

Add Group

(=T @)
\ - - 3
rulelist_groupt 1Pv4 I g
(Y x) =
S
List Name:
Type: Pv4 - 3 g
Entry: [¢"]
=S
=x
(=]
(oW

By clicking the [+] button in gray, the parameters of the rule list entry set
in the rule list group can be checked.

To delete the rule list entry, select the relevant rule list entry, and click
the [x] button in red according to the same procedure as the rule list
group.
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3.12 How to Perform Settings Related to Time

Perform the settings related to the current time.

Place the mouse cursor on the [Manage.] tab at upper left of the screen.
The pull-down menu of the Manage. menu appears. Click the [Time] tab.
The Time Config screen appears as shown below.

time I = i j
£ & 152.168.1.1 t . e e 9 4% & O W - ¢ -
PureFlow Web GUI [3» Logout

opPage Network Manage. Maonitor

Manage.:Time Setting

Manage > Time

Time |
Current Time Configuration
Mode: Manual
TimeZone: UTC + 9:00
Daylight Saving Time
Begins AL ----
Ends AL ----
Page Load Time: 11 /057 2015 11:09:45

SNTP Client
Server: 0.0.0.0
Interval: 3600 (seconds)
Sync: Mot in use

Time Config

Setting Time Configuration

Time Zone: UTC +9:00 =
TimeMode: = Manual SNTP
Summer Time: Set & lnSet
T 1~ [Sunday
Apply
SNTP Sync
Execute Sync: SNTP Sync Immediately

Setting Manual Date and Time
SetTime: 11,/05/ 2015 11:09:45 Set Time
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8.12 How to Perform Settings Related to Time

3.12.1 How to set time zone

Set the time zone.
<1> Select a time zone from "Time Zone" in the "Time Config" window,
and <2> click the [Apply] button.

[ time x UF o e

& 192.168.1.1/mana

np C
Time Config

Setting Time Configuration

i
tH
o
ii g
(<]
-
>
9
B
!
%
!
m

AIT\'me Zone: UTC - 8:00 ~ I
<1>

TimeMode: @Manual JSNTP

SummerTime: JSet @UnSet
March 2nd - | [Sunday 2:00
November 1st Sunday 2:00
60
0.0.0.0
3600

<2> ooy D

SNTP Sync

Execute Sync: SNTP Sync Immediately

Setting Manual Date and Time

SetTime: 11/05/2015 11:09:45

m

Q
4]
@
H
0
(=
S)
(=]
=
@
Q
5
o
a.

Check that "TimeZone" in the "Current time configuration" window has
been changed as shown below.

| tme x \ + = S
€ | @ 192.168.1.1/management/time.php c ®E T E 93 A® @ e =
PureFlow Web GUI [3» Logout

Manage.:Time Setting

Manage > Time

Time
Current Time Configuration :

Mode: Manual
| Timezone: uTC - 8:00]
Daylight Saving Time
Begins At: -——-
Ends At: ----
Page Load Time: 11/ 04/ 2015 18:16:32

SNTP Client
Server: 0.0.0.0
Interval: 3600 (seconds)
Sync: Not in use

Time Config

Setting Time Configuration
Time Zone: uTC - 8:00 ~
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3.12.2 How to set daylight-saving time
Set the daylight-saving time.
In the "Time Config" window, <1> Select "Set" in "SummerTime", <2>

enter/select parameters respectively, and <3> click the [Apply] button.

3
/ time x b o -

W

H
b3
iig
a
-
>
B
@
%
n |

& 192.168.1.1/mana

php S
Time Config

Setting Time Configuration

Time Zone: uTC - 8:00 ~
<1> TimeMode: @Manual OSNTP
SummerTime: © ZUnSet
<2> Begin At: March + 2nd~ Sunday ~ 2:00 -
End At: November~ 1st~ Sunday ~ 2:00 -
OffSet: 60
0.0.0.0
3600

SNTP Sync

Execute Sync: SNTP Sync Immediately

Setting Manual Date and Time

SetTime: 11/04/2015 18:16:32

m

Check that "Daylight Saving Time" in the "Current Time Configuration"
window has been changed as shown below.

| time x = e
€ | @ 192.168.1.1/management /time.php c BE T E D3 AO® @ e =
PureFlow Web GUI [3» Logout

Manage.:Time Setting

Manage > Time

Time
Current Time Configuration s

Mode: Manual

TimeZone: UTC - 8:00
Daylight Saving Time

Begins At: March 2nd Sunday 2:00 AM
Ends At: November 1st Sunday 2:00 AM

Page Load Time: 11/ 04/ 2015 18:19:06

SNTP Client
Server: 0.0.0.0
Interval: 3600 (seconds)
Sync: Not in use

Time Config

Setting Time Configuration
Time Zone: UTC - 8:00 ~
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8.12 How to Perform Settings Related to Time

3.12.3 How to set SNTP

Set SNTP.

<1> Select SNTP in "Time Mode" of the "Time Config" window.

<2>Enter parameters in "SNTP IP Address" and "SNTP Interval",
respectively, and <3> click the [Applyl button.

| time x U Clih

192.168.1.1/mar

i
H

time.php wE 93 A O @- w -

Sync: Not in use

Time Config

Setting Time Configuration

Time Zone: UTC - 8:00 ~ o
) . =]
TimeMode: o)
<1>H SummerTime: ©Set @UnSet g
March 2nd - | [Sunday —+
November -] [1st - [Sunday 5'
50 B
SNTP IP Address: | 120.0.0.1
<2 SNTP Interval: 3600 c%
re 5 o+
g‘
B SNTP Sync 3 o,
<3~ Execute Sync:
11/ 04/ 2015 18:19:06 Set Time
Check that "Mode" in "Current Time Configuration" is "SNTP" and
parameters of "SNTP Client" have been changed as shown below.
/ time - —rEn x|

4t
]

(_- 192.168.1.1/manage T A 9 AR @ e =

PureFlow Web GUI [3» Logout

Manage.:Time Setting

Manage > Time

Time
Current Time Configuration .
| Mode: SNTP |
TimeZone: UTC - 8:00
Daylight Saving Time
Begins At: ----
Ends At: ——
Page Load Time: 11/ 04 /2015 18:24:43

SNTP Client
Server: 120.0.0.1
Interval: 3600 (seconds)
Sync: Use SNTP / Sync lost

Time Config

Setting Time Configuration
Time Zone: uTC - 8:00 -

T s —ns L scuTn
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SNTP is synchronized with the SNTP server automatically at the interval
of specified "SNTP Interval". In addition, synchronization with the SNTP
server can be performed at the desired timing by clicking the [SNTP Sync
Immediately] button of the "Execute Sync" column in the "Time Config"

window.

o BT e |

| time x U+

192.168.1.1/man time.php & B8 U 3 A4 0 @~ v~ =

Sync: Use SNTP / Sync lost

Time Config

Setting Time Configuration

it
H

Time Zone: UTC - 8:00 ~
TimeMode: ©OManual  @SNTP
SummerTime: Oset @UnSet
March 2nd ~ [Sunday 2:00
Movember +| [1st +| [Sunday 2:00

60
SNTP IP Address: 120.0.0.1
SNTP Interval: 3600

Apply

SNTP Sync

Execute Sync: SNTP Sync Immediately

i

11/ 04/ 2015 18:24:43 Set Time
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8.12 How to Perform Settings Related to Time

3.12.4 How to set time manually

S
Manage.:Time Setting @
Manage > Time g
_[ Time ] .L:"‘.
- - - ]
Current Time Configuration =}
<3>\~ g
[———— Mode: Manual | E_D,_
TimeZone: UTC - 8:00 g
Daylight Saving Time (oW
Begins At: ==--
Ends At: ----
Page Load Time: 11 /04 /2015 18:30:02

<1

<2>

<4

Set the time manually.
<1> Select "Manual" in "Time Mode" of the "Time Config" window, and
<2> click the [Apply] button.

<3> Check that "Mode" in "Current Time Configuration" is "Manual".
<4> Enter the current date(MM/DD/YYYY) and time(hh:mm:ss) in the
"Set Time" column of the "Time Config" window, and <5> click the [Set
Time] button.

~

* 192.168.1.1

Pureflow Web GUI

TopPage Networlk

W

Manage. Monitor

SNTP Client

Server: 120.0.0.1
Interval: 3600 (seconds)
Sync: Not in use

SNTP Sync
Execute Sync: SNTP Sync Immediately

1|
SetTime:

Time Config

Setting Time Configuration

Time Zone: uUTC - 8:00 =
TimeMode: m SNTP

SummerTime: Set & UnSet

05/ 11 / 2015 10:30:00 <5>
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Check that "Page Load Time" in "Current Time Configuration" indicates
the specified time as shown below.

[ time =
€ | @ 192.168.1.1/manageme c BE HHE YA @ e =
PureFlow Web GUI [3» Logout

Manage.:Time Setting
Manage > Time

Time
Current Time Configuration

Mode: Manual
TimeZone: UTC - 8:00
Daylight Saving Time
Begins At: -— b
Ends At: ----
| Page Load Time: 05/ 11/ 2015 10:30:00|

SNTP Client
Server: 120.0.0.1
Interval: 3600 (seconds)
Sync: Not in use
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3.13 How to Display Traffic Graph of Scenario

3.13 How to Display Traffic Graph of Scenario

Display the traffic graph of scenario.
Place the mouse cursor on the [Monitor] tab at upper left of the screen.

The pull-down menu of the Monitor menu appears. Click the [Scenario
Traffic] tab.

The Scenario Traffic graph screen appears as show below.

Scenario Traffic Graph x VoE [/ s

€ @ 192168.1.1 T8 & A O - =

3

PurefFlow Web GUI [3+ Logout

Monitor:Scenario Traffic Graph

_ Select |

Monitor > Scenario Traffic O
| [ Scenario Traffic [ T R =]
Select Scenario Graph g
Scenario Tree =
_Name | Type | Config Summary (@]
. M port1 Port Bandwidth : Peak 1G , Class : 2(default) b
M port2 Port Bandwidth : Peak 1G , Class : 2(default)
M port3 Port Bandwidth : Peak 1G , Class : 2(default) g
M porta Port Bandwidth : Peak 1G , Class : 2(default) o)
5
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First, select the scenario to display the graph.
Click the [Select Scenario] tab of the "Scenario Traffic" window.

The scenario selection screen appears as show below.

L " Scenario Traffic Graph x \+ =
€ @ 192.168.1.1 traf . i T8 ¥ O - =
PureFlow Web GUI [3+ Logout

Monitor:Scenario Traffic Graph

Monitor > Scenario Traffic

_[ Scenario Traffic Network Port Traffic WAN Accel Sessions
Select Scenario Graph

Scenario Tree

_Name | Type | ConfigSummary
s Mport1 Port Bandwidth : Peak 1G , Class : 2(default)
port2 ort Bandwidth : Peak 1G , Class : 2(default)
L P dwidth k al 2(defaul
port: ort andwidth : Peak 1G , Class : 2(default
M port P Bandwidth : Peak 1G , Cl 2(default)
portd Port Bandwidth : Peak 1G , Class : 2(default)
L) dwidth I (default)
Select
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3.13 How to Display Traffic Graph of Scenario

As an example, procedure for selecting a scenario on the 2nd layer for
port1 is described below.

<1> Select "port1" in the "Scenario Tree" window, and click the [+] button
in gray displays the scenarios on the 2nd layers.

Scenario Traffic Graph x U [ ) o)
€ @ 192.168.1.1 t8e 3 A - =
PureFlow Web GUI

[3+ Logout

Monitor:Scenario Traffic Graph

Monitor > Scenario Traffic

| [ Scenario Traffic [ e T R
Select Scenario Graph

W

Scenario Tree

] I B Jport1
<1> TEcenane WanA Peer T 10.100.252.10, Compress ; TEC Disabre
M port2 Port Bandwidth : Peak 1G , Class : 2(default)
W port3 Port

Bandwidth : Peak 1G , Class : 2(default)

M porta Port Bandwidth : Peak 1G , Class : 2(default)

Select

POYIRIN uoryerad()

<2> select the relevant scenario, and <3> click the [Select] button.

Scenario Traffic Graph x UF

=

€ @ 192.168.1.1

PureFlow Web GUI [3* Logout

Monitor:Scenario Traffic Graph

Monitor > Scenario Traffic

Scenario Traffic Network Port Traffic WAN Accel Sessions
Select Scenario Graph

Scenario Tree

cenariol

FEC Disable

port
M port3
M portd

BSnawidth : Peak 10, Class © 2(defau
Bandwidth : Peak 1G , Class : 2(default)
Bandwidth : Peak 1G , Class : 2(default)
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Click the [Graph] tab of the "Scenario Traffic" window.
The transmit / receive traffic graph appears as shown below.

| scenario Traffic Graph x + =
* 192.168.1.1 ¥ " o &’ $ AP @- w|-
PureFlow Web GUI [3» Logout

TopPage Network EELET-CR Monitor Misc.,

Monitor:Scenario Traffic Graph

Monitor > Scenario Traffic
_[ Scenario Traffic Network Port Traffic WAN Accel Sessions
Select Scenario Graph

Scenario Traffic Graph

Period: last 1 minute =
Refresh: 10 seconds =

Traffic Rate of Scenario
Selected Scenario : /portl/scenariol

Receive Transmit
15M 15M

Check that the scenario has been changed as shown below.

|/ scenario Traffic Graph X o P
€ 162.168.1.1/manit f i vl = +F £ O @- e -
PureFlow Web GUI [3» Logout

TopPage etWC Manage. Monitor Misc.

Monitor:Scenario Traffic Graph
Monitor > Scenario Traffic
_|' Scenario Traffic Network Port Traffic WAN Accel Sessions
Select Scenario Graph

Scenario Traffic Graph

Period: last 1 minute -
Refresh: 10 seconds =

Traffic Rate of Scenario

I Selected Scenario : /portl/scenariol I

Receive Transmit
15M 15M

3-40



3.13 How to Display Traffic Graph of Scenario

<4> Range of the graph can be changed in “Period”.
<5> Period of the graph can be changed in “Refresh”.

Scenario Traffic Graph x|+

+ 152.168.1.1

PureFlow Web GUI

Monitor

Monitor:Scenario Traffic Graph

Monitor > Scenario Traffic

_[ Scenario Traffic Network Port Traffic WAN Accel Sessions
Select Scenario Graph

e

wE O3 Ahe @ e

[3+ Logout

Scenario Traffic Graph

Traffic Rate of Scenario

Selected Scenario : /portl/scenariol
Receive Transmit

1 15M

3

POYIRIN uoryerad()
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Chapter 8 Operation Method

3.14 How to Display Traffic Graph of Network Port

Display the traffic graph of network port.
Place the mouse cursor on the [Monitor] tab at upper left of the screen.

The pull-down menu of the Monitor menu appears. Click the [Network
Port Traffic] tab.

The Network Port Traffic graph screen appears as show below.

|/ Network Port Traffic Graph % | &2
€ 192.168.1.1/monitor/networkporttraffic.php A 9 3 A @ e =

s
H

PureFlow Web GUI [3» Logout

Monitor:Network Port Traffic Graph

Monitor > Network Port Traffic

Scenario Traffic Network Port Traffic WAN Accel Sessions

Network Port Traffic Graph

Period: last 1 minute «
Refresh: 10 seconds ~

m

Traffic Rate of Network Port
Network Port : 1/1

Receive
15M

Transmit
12M

10M
oM

Receive Rate (bps)
Transmit Rate [bps)
2

Networl Port - 1/2
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8.14 How to Display Traffic Graph of Network Port

The transmit / receive traffic graph of network port in the "Network Port
Traffic" window.

| Metwork Port Traffic Graph = | l-:v =l
€ 192.168.1.1 : Tt E 9 RO @~ e -
PureFlow Web GUI [3+ Logout

TopPage Network Manage.

Monitor:Network Port Traffic Graph

Monitor > Network Port Traffic
Scenario Traffic Network Port Traffic WAN Accel Sessions

Network Port Traffic Graph

Period: last 1 minute -
Refresh: 10 seconds «

Traffic Rate of Network Port
Network Port : 1/1
Receive Transmit

Network Port : 1/2
Receive Transmit

Network Port @ 1/3

Receive Transmit

Network Port : 1/4

Receive Transmit
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Chapter 8 Operation Method

<1> Range of the graph can be changed in “Period”.
<2> Period of the graph can be changed in “Refresh”.

g
J Network Port Traffic Graph x\+

E=HrCh

€ | @ 192.168.1.1/monitor/networkporttraffic.php

PureFlow Web GUI

Monitor:Network Port Traffic Graph

Monitor > Network Port Traffic

Scenario Traffic Network Port Traffic WAN Accel Sessions

¢ |lar= *E 9 A @ e =

[3» Logout

m

jod: Iast 1 miny

<1> I Tesh:
<2> I

10 seconds v

Traffic Rate of Network Port:
Network Port : 1/1

Receive Transmit
15M 12M

10M
10M 8M
&M

4aM

Recetve Rate (bps)
Transrnit Rate (bps)

Network Porf : 1/

Network Port Traffic Graph
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3.15 How to Display WAN-accel Sessions Graph

Display the WAN-accel sessions graph.

Place the mouse cursor on the [Monitor] tab at upper left of the screen.
The pull-down menu of the Monitor menu appears. Click the [WAN Accel
Sessions] tab.

The WAN accel sessions graph screen appears as show below.

WAN Accel Sessions Graph x| 4 (= & e
€ &192168.1.1 ] <% T8 & A0 - =
PurefFlow Web GUI [3+ Logout E

Monitor:WAN Accel Sessions Graph

Monitor > WAN Accel Sessions O
Scenario Traffic Network Port Traffic WAN Accel Sessions ] el
Select Scenario Graph g

Scenario Tree (=

_Name | Type | Config Summary (@]
. M port1 Port Bandwidth : Peak 1G , Class : 2(default) b
M port2 Port Bandwidth : Peak 1G , Class : 2(default)
M port3 Port Bandwidth : Peak 1G , Class : 2(default) g
M porta Port Bandwidth : Peak 1G , Class : 2(default) o)
_ Select | E_,'.

First, select the scenario to display the graph.
Click the [Select Scenario] tab of the "WAN Accel Sessions" window.

The scenario selection screen appears as show below.

WAN Accel Sessions Graph % | 4 (=] &
€ @ 192168.1.1 ] % T8 & A O - =
PureFlow Web GUI [3+ Logout

Monitor:WAN Accel Sessions Graph

Monitor > WAN Accel Sessions
Scenario Traffic (ARl WAN Accel Sessions ]
Select Scenario | Graph

Scenario Tree

_Name | Type | ConfigSummary

. M port1 Port Bandwidth : Peak 1G , Class : 2(default)

M port2 Port Bandwidth : Peak 1G , Class : 2(default)

M port3 Port Bandwidth : Peak 1G , Class : 2(default)

M porta Port Bandwidth : Peak 1G , Class : 2(default)
Select |
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Chapter 8 Operation Method

As an example, procedure for selecting a scenario on the 2nd layer for
port1 is described below.
<1> Select "port1" in the "Scenario Tree" window, and click the [+] button

in gray displays the scenarios on the 2nd layers.

WAN Accel Sessions Graph x| 4 =
€ & 192.168.1.1 t Y ] “% T8 3 A0 - =
PureFlow Web GUI [3* Logout

Monitor:WAN Accel Sessions Graph
Monitor > WAN Accel Sessions
Scenario Traffic Network Port Traffic WAN Accel Sessions
Select Scenario Graph

Scenario Tree

.scenario Wanh Peer : 10, A U, compress , Disabie
M port2 Bandwidth : Peak 1G , Class : 2(default)
oot Bandwidth : Peak 1G , Class : 2(default)
M porta Bandwidth : Peak 1G , Class : 2(default)

Select

<2> select the relevant scenario, and <3> click the [Select] button.

WAN Accel Sessions Graph x| & =
€ @ 192.168.1.1 t ] % T8 3 A0 - =
PureFlow Web GUI [3* Logout

Monitor:WAN Accel Sessions Graph
Monitor > WAN Accel Sessions
Scenario Traffic Network Port Traffic WAN Accel Sessions
Select Scenario Graph

Scenario Tree

W port3 Port Bandwidth : Peak 1G , Class : 2(default)
M portd Port Bandwidth : Peak 1G , Class : 2(default)
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3.15 How to Display WAN-accel Sessions Graph

Click the [Graph] tab of the "WAN Accel Sessions" window.
The WAN-accel sessions graph appears as shown below.

WAN Acopl Sessions Graph x|

u.m’ﬂ
*= 152.168.1.1 = Gt E D s A® @ e -

PureFlow Web GUI

3+ Logout

Monitor:WAN Accel Sessions Graph

Monitor > WAN Accel Sessions

Scenario Traffic ~ Network Port Traffic WAN Accel Sessions ]
Select Scenario Graph

WAN Accel Sessions Graph

Period: last 1 minute =
Refresh: 10 seconds =

Number of WAN Accel Session
All of the Network Ports

100

Selected Scenario : fportl/scenariol
15
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Chapter 8 Operation Method

Check that the scenario has been changed as shown below.

J WAN Accel Sessions Graph = T
+ 152.188.1.1 - A B T+ RO - e -
Pureflow Web GUL [3+ Logout

Monitor Misc.

N

Monitor:WAN Accel Sessions Graph

Monitor > WAN Accel Sessions
Scenario Traffic Network Por ffic WAN Accel Sessions |
Select Scenario Graph

WAN Accel Sessions Graph

Period: last 1 minute =
Refresh: 10 seconds =

Number of WAN Accel Session

All of the Network Ports
100

| Selected Scenario : /portl/scenariol |
-

348



3.15 How to Display WAN-accel Sessions Graph

<4> Range of the graph can be changed in “Period”.
<5> Period of the graph can be changed in “Refresh”.

WAN hcowl Sessions Graph x| 4

u.@ﬂ'
*= 152.168.1.1 = e @ +F A O - e -

PureFlow Web GUI

3+ Logout

Monitor:WAN Accel Sessions Graph

Monitor > WAN Accel Sessions

Scenario Traffic ~ Network Port Traffic WAN Accel Sessions ]
Select Scenario Graph

WAN Accel Sessions Graph

3

<4> |

od: 1 minute
<5> esh: 10 seconds =

Number of WAN Accel Session
All of the Network Ports

100

POYIRIN uoryerad()

Selected Scenario : fportl/scenariol
15
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Chapter 8 Operation Method

3.16 How to Check and Save Configuration

3.16.1

How to check configuration

Display the non-default configuration information.

Place the mouse cursor on the [Misc] tab at upper left of the screen.
The pull-down menu of the Misc menu appears. Click the [Config] tab.
The Configuration screen appears.

Click the [Running non-default] button.

The non-default configuration information appears as show below.

/ confg \F \ﬂﬁ
€ & 152.168.0.1r nf [iw] - TBH U 4+ AO @ - e -

PureFlow Web GUI [3+ Logout
Misc.=Configuratior|

Misc > Configuration
Config Syslog About

Configuration

Running All Startup

< Running non-default

show config running

[This command shows non-default configurations only

Use 'show config running all' to show both default and non-default configurations.
begin

|
FFEEEE NON-DEFAULT CONFIGURATION *****
!
#Time: May 11 2015(Mon) 10:35:56
#UTC Offset : -08:00

#Summer Time  : (None)

|
#System Configuration

set autoreboot disable

set console baudrate 115200
|
#SNMP Configuration
|
#Port Configuration
#Current port mtu : 2048
1

#System Interface Configuration Z

Configuration Operate

Save Current Configuration |
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8.16 How to Check and Save Configuration

Display the default configuration information and non-default
configuration information.

Click the [Running All] button on the Configuration screen.

The default configuration information and non-default configuration
information appear as show below.

|/ config x.\-\+ =
£ 162.168.1.1r rf ina] y e T8 O 4 4 O @- » -
PureFlow Web GUI [+ Logout
Misc.:Configuration

Misc > Configuration
Config Syslog About

Configuration
Running non-default @ StartUp

show config running all
begin

|
g*=*** p) | (DEFAULT and NON-DEFAULT)CONFIGURATION **=**
|
#Time: May 11 2015(Mon) 10:36:50
#UTC Offset : -08:00

#Summer Time  : (None)

|
#System Configuration

set telnet enable

set ssh enable

set pager enable

set autologout time 10

set prompt "PureFlow"

set autoreboot disable

set syslog host disable

set syslog severity notice
set console baudrate 115200
set http protocol normalhttp

Configuration Operate

Save Current Configuration |
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Chapter 8 Operation Method

Display the configuration information at startup of the device.
Click the [StartUp] button on the Configuration screen.
The configuration information at startup of the device appears.

| Config x '-,_ Ty = ﬁ
& @ 192.168.1.1 " [= AR 1 TE QO 4+ HhO @ e~
PureFlow Web GUI [+ Logout

Misc.:Configuration
Misc > Configuration
Config Syslog About

Configuration
Running non-default | [ Running Al @

lshow config startup -
l
#System Configuration
|set autoreboot disable
|set console baudrate 115200
1}

#SNMP Configuration
1]

#Port Configuration
#Current port mtu : 2048
!
#System Interface Configuration

lset ip system 192.168.37.191 netmask 255.255.255.0 up

ladd channel "chl" lan 1/3 wan 1/4 vid 1 tpid 0x8100 inner-tpid 0x8100
ladd channel "ch2" lan 1/4 wan 1/3 vid 2 tpid 0x8100 inner-tpid 0x8100
[set ip channel "ch1” 10.100.250.200 netmask 255.255.255.0

|
#Rulelist Configuration
|
#Scenario, Filter Configuration i

. " v

Configuration Operate

Save Current Configuration |
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8.16 How to Check and Save Configuration

3.16.2

How to save configuration

Save the current configuration information in the internal memory.
Click the [Save Current Configuration] button at the bottom of the
Configuration screen.

J Config x.‘\+ m—
& 192.168.1.1 (] - e @ 4 A O @ - & -
PureFlow Web GUI [+ Logout

Misc.:Configuration
Misc > Configuration
Config Syslog About

Configuration

Running non-default Running All StartUp

[show config running

[This command shows non-default configurations only

Use ‘'show config running all* to show both default and non-default configurations
begin

|
g***=* NON-DEFAULT CONFIGURATION ***=*
|
#Time: May 11 2015(Mon) 10:38:58
2UTC Offset : -08:00

#Summer Time  : (None)
]

#System Configuration
|set autoreboot disable
|set console baudrate 115200
1
#SNMP Configuration
]
#Port Configuration
#Current port mtu : 2048
|

#System Interface Configuration

Configuration Operate

Check that the screen that shows the completion of saving appears as
shown below.

/ ol
| Config save now in progres... % | + =

& @ 192.168.1.1/

e |[am= B 93 A® @- e - =

PureFlow Web Based Management.

Save finished !

Page jumps after 5 seconds...
Does not jump,
Or, If you want to bgsle adig

When 5 seconds have elapsed or when clicking [click here], the
Configuration screen appears again.

Clicking [Logout now] displays the login screen again.
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Chapter 8 Operation Method

3.17 How to Check System Log

Display the system log information at the current device operation.

Place the mouse cursor on the [Misc.] tab at upper left of the screen.

The pull-down menu of the Misc. menu appears. Click the [Syslog] tab.
The View Syslog screen appears.

Click the [Current] button.

The system log information at the current device operation appears as

shown below.

Sysiog x \&h = O ey
€ 192.168.1.1, sllane ysiog c| Q&x 8 4+ A © - =
PureFlow Web GUI [3» Logout

Misc.:View Syslog
Misc > Syslog
Config Syslog About

Syslog
View: ﬁ Backup:Latest | Backup:Latest2

Date Time Host Ident [PID] Message

Feb 18 11:26:47 PureFlow System [ 1102]: Anritsu PureFlow NF7600-S001A Software Version 1.1.

Feb 18 11:26:47 PureFlow System [ 1102]: Power Supply 0 ... [OK]

Feb 18 11:26:47 PureFlow System [ 1102]: Power Supply 1 ... [NONE]
Feb 18 11:26:47 PureFlow System [ 1102]: Fan 0 ... [OK]

Feb 18 11:26:47 PureFlow System [ 1102]: Fan 1 ... [0K]

Feb 18 11:26:47 PureFlow System [ 1102]: Serial Port ... [OK] 2
Feb 18 11:26:47 PureFlow System [ 1102]: Backup Memory Checking ... [OK]
Feb 18 11:26:47 PureFlow System [ 1102]: Real Time Clock Checking ... [OK]
Feb 18 11:26:48 PureFlow System [ 1102]: File System Checking ... [OK]
Feb 18 11:26:48 PureFlow System [ 1102]: EEPROM Checking ... [OK]
Feb 18 11:26:48 PureFlow System [ 1102]: Ethernet Controller Checking

Feb 18 11:26:48 PureFlow System [ 1102]: Management Port ... [OK]
Feb 18 11:26:48 PureFlow System [ 1102]: Internal Port ... [OK]

Feb 18 11:26:48 PureFlow System [ 1102]: Software License : NF7600-L201A (TCP Acceleration Sc
Feb 18 11:26:48 PureFlow System [ 1102]: Loading Forwarding Processor module software Succes
Feb 18 11:26:48 PureFlow System [ 1102]: Slot 1 boot up complete

Feb 18 11:26:48 PureFlow System [ 1102]: Medium type 10GBase-R 4 ports -
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3.17 How to Check System Log

Display the system log information at the latest device operation.

Click the [Backup:Latest] button.

The system log information at the latest device operation appears as
shown below.

Syslog x \(F Lo oS
€ 19216811 5 57 8 3§ 0 « - | =
PureFlow Web GUI [3» Logout
Misc.:View Syslog

Misc > Syslog

Config Syslog About

Syslog

View: Current

Backup:Latest2

System start up time : 2016 Feb 18 11:23:12

134 2016 Feb 18 11:23:21 Anritsu PureFlow NF7600-S001A Software Version 1.1.1
134 2016 Feb 18 11:23:21 Power Supply 0 ... [OK]

134 2016 Feb 18 11:23:21 Power Supply 1 ... [NONE]
134 2016 Feb 18 11:23:21 Fan 0 ... [OK]

134 2016 Feb 18 11:23:21 Fan 1 ... [OK]

134 2016 Feb 18 11:23:21 Serial Port ... [OK]

134 2016 Feb 18 11:23:21 Backup Memory Checking ... [OK]
134 2016 Feb 18 11:23:21 Real Time Clock Checking ... [OK]
134 2016 Feb 18 11:23:21 File System Checking ... [OK]
134 2016 Feb 18 11:23:21 EEPROM Checking ... [OK]
134 2016 Feb 18 11:23:21 Ethernet Controller Checking

134 2016 Feb 18 11:23:21 Management Port ... [OK]
134 2016 Feb 18 11:23:21 Internal Port ... [OK]

134 2016 Feb 18 11:23:21 Software License : NONE

134 2016 Feb 18 11:23:21 System booting up complete
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Chapter 3 Operation Method

Display the system log information at the last-but-one device operation.
Click the [Backup:Latest2] button.

The system log information at the last-but-one device operation appears
as shown below.

Syslog x - - || Ef3
€ 19216811 ) . & 52 8 4 A © ¢« - =
PureFlow Web GUI [3» Logout
Misc.:View Syslog

Misc > Syslog

Config Syslog About

Syslog
View: Current Backup:Latest @

ISystem start up time : 2016 Feb 17 16:44:16

Pri Date Time Message

134 2016 Feb 17 16:45:09 Anritsu PureFlow NF7600-S001A Software Version 1.1.1 3

134 2016 Feb 17 16:45:09 Power Supply 0 ... [OK]
134 2016 Feb 17 16:45:09 Power Supply 1 ... [NONE]
134 2016 Feb 17 16:45:09 Fan 0 ... [OK]

134 2016 Feb 17 16:45:09 Fan 1 ... [OK]

134 2016 Feb 17 16:45:09 Serial Port ... [OK]

134 2016 Feb 17 16:45:09 Backup Memory Checking ... [OK]
134 2016 Feb 17 16:45:09 Real Time Clock Checking ... [OK]
134 2016 Feb 17 16:45:09 File System Checking ... [OK]
134 2016 Feb 17 16:45:09 EEPROM Checking ... [OK]
134 2016 Feb 17 16:45:09 Ethernet Controller Checking

134 2016 Feb 17 16:45:09 Management Port ... [OK]
134 2016 Feb 17 16:45:09 Internal Port ... [OK]

134 2016 Feb 17 16:45:09 Loading Forwarding Processor module software Success
134 2016 Feb 17 16:45:09 Slot 1 boot up complete
134 2016 Feb 17 16:45:09 Medium type 10GBase-R 4 ports =
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3.18 How to Check Module Information

Check the module information of this device.

Place the mouse cursor on the [Misc.] tab at upper left of the screen.
The pull-down menu of the Misc. menu appears. Click the [About] tab.
The module information appears as shown below.

About x » [E=1lo
€ 192.168.1.1, 5% T8 3 A O ¢« - =
PureFlow Web GUI [3» Logout

3

Misc.:Information About PureFlow
Misc > About

Config Syslog About

=
[¢]
’1
IAnritsu PureFlow NF7600-S001A Software Version 1.1.1 v}
|Copyright 2016 ANRITSU NETWORKS CO., LTD. All rights reserved. S".
=}
Management MAC Address : 00-00-91-05-fd-d3 '.3
Forwarding MAC Address : 00-00-91-05-fd-d4 g
; @
|Chassis Model Name : NF7601A I
IChassis Serial Number 1 1260075797 D-‘
=}
|Control Module Version : 01A p"
Shaper Module Version : 00A
Software Version 5 B B |
Software License : NF7600-L201A (TCP Acceleration Software)
[Management U-Boot Version 21.1.6
Forwarding U-Boot Version :1.1.6
[MCU-C Version : 006
MCU-S Version : 006
Uptime : 0 days, 00:44:05
[Temperature
Intake Temperature : 30C
Contact Us: http://www.anritsu-networks.com/en/
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3.19 How to Perform Maintenance Operations

Perform maintenance operations on this device.

Place the mouse cursor on the [Misc.] tab on the upper left of the screen.
The pull-down menu of the Misc. menu appears. Click the [Maintenance]
tab.

The Maintenance screen appears as shown below.

Maintenance < R [
€ 192.168.1.1 a1 e C “B & & QO =
PureFlow Web GUI [ Logout

Misc.:Maintenance
Misc > Maintenance

Config Syslog Maintenance About

Upload Software to PureFlow

Browse... | No file selected.

Upload

Reboot System

Check here to reboot system

Reboot
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3.19.1 How to upload software

Upload new software (file name: nf7600.bin) to the device.

Click the [Browse] button in the [Software] window. A file selection
window will open.

Maintenance x \

By ===
w8 ¥ & QO =

€ 192.168.1.1

PureFlow Web GUI [ Logout

Misc.:Maintenance

Misc > Maintenance

Config Syslog Maintenance About

3

Upload Software to PureFlow
lle selected.

Upload

Reboot System

Check here to reboot system

POYIRIN uoryerad()

When a file is selected, the file name appears on the right of the [Browse]
button.

Click the [Upload] button. The software will start being transferred to the
device.

* Do not perform an operation that moves you to another page while the

software is being transferred. If you move to another page, you will
need to upload the software again.

Maintenance x R

T 0 ot
w8 & & @O =

€ 192.168.1.1

PureFlow Web GUI [ Logout

Misc.:Maintenance
Misc > Maintenance

Config Syslog Maintenance About

Upload Software to PureFlow

Browse...  nf7600.bin

Reboot System

Check here to reboot system
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When transfer is complete, the following screen appears showing that the

software is being uploaded.

Uploading x UF [FEE=x
€ 192.168.1.1 | g B8 4+ A OO =
PureFlow Web GUI [3+ Logout
Uploading is now in progress..

&

=

N

()

Please do not leave this page
until uploading is finished.
Uploading will go on even if
you have left this page.

Do not allow the power to the device to be turned off while upgrading is in
progress.

If the power to the device is inadvertently turned off during the upgrade
process, the previous software version saved in a separate area will be
reloaded. In this case, reboot the device and upload the new software

again.

When uploading is complete, the following message appears.

Upkoading n el e

€« 192.168.1. 1 miscellaneous/upload_software_progress.php > B8 4+ A OO =

PureFlow Web GUI [3* Logout

Uploading has been completed.

Uploading has been
This change will take effect from next reboot.
Please click here to return to previous page.
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3.19 How to Perform Maintenance Operations

Click [click here] to return to the Maintenance screen.
Even after uploading is complete, the new software will not be
immediately applied. Reboot the device to apply the uploaded software.

* The device will not work if you upload software other than the genuine
object file specified by Anritsu (file name: nf7600.bin). Before clicking
the [Upload] button in the above procedure, make sure that the file is
the genuine object file. If you have uploaded an incorrect file by
accident, insert a CF card or USB drive containing the genuine object
file, start the device, and download the genuine object file onto the
device again.

To obtain the genuine object file, contact the distributor where you
purchased your device.
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3.19.2

How to reboot the device
Reboot the device.
Selecting the check box in the Reboot System window enables the
[Reboot] button.
Click the [Reboot] button to reboot the device.

Maintenance x P=rar |
- < -
€ 192.168.1.1 c Al =D =
PureFlow Web GUI [3* Logout

Misc.:Maintenance
Misc > Maintenance
Config Syslog Maintenance About

Upload Software to PureFlow

Browse... | No file selected.

Upload
Reboot System

¥ Check here to reboot system

The following screen appears showing that the device is being rebooted.

Uploading %/ Rebooting ) - — [ (=) ]|
€ 192.168.1.1 x % a5 4+ A O 9O =

PureFlow Web Based Management.

Rebooting the system.

Rebooting execute.
This will take several minutes or more.
After PureFlow has finished booting,
click here and login.

After the device is rebooted, open the Web browser and specify the IP
address configured for the system interface. Once communication with

the system is established, the login screen will open.
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(Blank page)
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