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About This Manual

The documentation for MT1100A Network Master Flex applies to the instrument
with the MUT10010A, MU110011A, MU110012A, MU110013A Module and the
MUT10001TA, MUTT10002A Power supply Module installed. This operation manual
describes both the basic operation of the instrument as well as the operations
available via interface options and predefined applications/tests.

MT1100A Network Master Flex Operation Manual (this manual)
Operations for the MT1100A Network Master Flex mainframe with Multirate
Modules, Power Supply Modules are described.

MT1100A Network Master Flex Quick Reference Guide
A printed quick user's guide that introduces the basic operation of the
instrument.

MT1000A Network Master Pro MT1100A Network Master Flex
Remote Scripting Operation Manual
Operations of the command-based Remote Control function are described.

Manual structure
The contents of the manual are structured in the following way:
Chapter 1 - Introduction
Chapter 2 - Configuration
Chapter 3 - Human-Machine-Interface
Chapter 4 - Graphical User Interface
Chapter 5 - SDH/SONET/PDH/DSn Applications
Chapter 6 - Ethernet Application
Chapter 7 - OTN Applications
Chapter 8 - CPRI/OBSAI Applications
Chapter 9 - Fibre Channel (FC) Applications
Chapter 10 - Device Test Applications
Chapter 11 - Utility Applications
Chapter 12 - Specifications
Chapter 13 - Support

Chapter 4 consists of a general introduction to the GUI. Chapters 5-11 contain
descriptions of each screen, sub-screen and major dialog. The descriptions are
provided in the following order:

Setup and result screens for each application. The applications are described
in the same order as they appear on the application selector screen.

Ports setup screens and status information for each interface type.

Sub-screens and dialog boxes are described under the main screen from which they
are activated/launched.

This operation manual assumes the reader has the following basic knowledge:

Ethernet, SDH/SONET, PDH/DSn, OTN, CPRI/OBSAI, Fibre Channel, handling
optical parts
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1 Introduction

This chapter provides a general introduction to the MT1100A Network Master
Flex, and explains the symbols and conventions used in this manual.
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Introduction

1.1 Mainframe

The MT1100A Network Master Flex (hereafter called the Network Master and
sometimes the instrument) is a multipurpose telecommunications test
instrument up to 100 Gbit/s interfaces for field use. It is a tool for a wide range
of applications from fast first-aid troubleshooting to comprehensive, in-depth
analysis of transmission problems. The installed options enable the Network
Master to be used both as a full-featured transmission line quality tester and as
an advanced signaling analyzer.

The Network Master features a wide TFT LCD display with touch screen
interface, where results are easily read and color coding and graphical symbols
aid the users in system setup and results analysis. The Network Master also
allows users to store applications settings to reduce time for future
configurations. For fast and efficient data transfer and external communication,

the Network Master houses LAN interface, WLAN interface, Bluetooth® and
three USB ports.

Fault location is greatly facilitated by the high degree of portability of the
robust Network Master, allowing measurements to be taken at any suitable
measuring point. Accordingly, the Network Master can be powered either by a
rechargeable and replaceable intelligent high-capacity Li-Ion battery, or via AC
adapter for long-term measurements

Altogether, these features guarantee the supreme functionality of the Network
Master, allowing both convenience and optimal user-friendly operation.

For latest information, refer to the homepage below.
https://www.anritsu.com/en-us/test-measurement/products/mtl1100a
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Modules

1.2 Modules
1.2.1 10G Multirate Module (MU110010A)

The 10G Multirate module (MU110010A) allows the Network Master to test a
large variety of interfaces and systems up to 10 Gbps, like OTN interfaces,
Ethernet interfaces, SDH/SONET interfaces, Fibre Channel interfaces and
PDH/DSn interfaces. The MU110010A can be configured to have two ports at
all rates and interfaces. The instrument is thus ideal for both in-service and out-
of-service transmission-quality measurement.

1.2.2 100G Multirate Module (MU110011A)

The 100G Multirate module (MU110011A) has RJ-45 electrical interface and
optical interfaces using SFP/SFP+, QSFP+ and CFP optical transceivers. These
interfaces allow users to test wide bit rates from 10Mbit/s to 100Gbit/s. With
the exception of the CFP interface which has 1 port, MUI110011A can be
configured to have 2 ports.

1.2.3 40/100G Module CFP2 (MU110012A)

The 40/100G Module CFP2 (MU110012A) has connectors for QSFP+, CXP,
and CFP2 optical transceivers. These interfaces allow users to test bit rates of
40Gbit/s and 100Gbit/s. The MU110012A can be configured to have two ports
at all rates and interfaces.

1.2.4 40/100G Advanced Module (MU110013A)

The 40/100G Advanced Module (MU110013A) has connectors for QSFP+,
CXP, and CFP2 optical transceivers as same as MU110012A. The MU110013A
also has Sync output connectors.

1.2.5 Battery and AC Power Supply Module (MU110001A)

The Battery and AC Power Supply Module (MU110001A) provides the power
to the Network Master and allows battery operation. The combination of the
Multirate modules is shown in the following table.

Module1
None|MUT10010A(MU11001TA|MUT10012A|MU1T10013A
None N/A v * * *
MUT10010A| v v * * *
Module mu1100114| - : :
MU110012A| * * -
MU110013A| * -
v: Operable
*: Operable when AC power is supplied or two batteries are installed
- :Inoperable

13
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1.2.6 AC only High Power Supply Module (MU110002A)

The AC only High Power Supply Module (MU110002A) provides the power to
the Network Master. Battery operation, however, is not allowed.

14



Symbols and Conventions

1.3 Symbols and Conventions

1.3.1 Symbols Used in Manual

To prevent the risk of personal injury or loss related to equipment malfunction,
Anritsu Corporation uses the following safety symbols to indicate safety-related
information. Ensure that you clearly understand the meanings of the symbols
BEFORE using the equipment. Some or all of the following symbols may be
used on all Anritsu equipment. In addition, there may be other labels attached
to products that are not shown in the diagrams in this manual.

A DANGER This indicates a very dangerous procedure that could result in serious injury or

death if not performed properly.

A WARN I NG This indicates a hazardous procedure that could result in serious injury or death

if not performed properly.

This indicates a hazardous procedure or danger that could result in light-to-

A CAUTI O N severe injury, or loss related to equipment malfunction, if proper precautions are

not taken.

1.3.2 Safety Symbols Used on Equipment

>0

(A,

&&

1.3.3 Notes

NOTE

The following safety symbols are used on Anritsu equipment near operation
locations to provide information about safety items and operation precautions.
Ensure that you clearly understand the meanings of the symbols and take the
necessary precautions BEFORE using the equipment.

This indicates a prohibited operation. The prohibited operation is indicated symbolically
in or near the barred circle.

This indicates an obligatory safety precaution. The obligatory operation is indicated
symbolically in or near the circle.

This indicates a warning or caution. The contents are indicated symbolically in or near
the triangle.

This indicates a note. The contents are described in the box.

These indicate that the marked part should be recycled.

The following icons are used for easy spotting of information in this manual.

The Note symbol indicates information, procedures or recommendations that need to be
followed to make correct measurements etc. Note text is written in italics to separate the
information from the other text elements on a page.

15
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1.3.4 Hints

HINT

1.3.5 Option

OPTION

The Hint symbol indicates information that should be treated as hints, suggestions,
recommendations etc. Hint text is written in italics to separate the information from the
other text elements on a page.

The Option symbol indicates that the information described covers an option (hardware
and software) and that this option must be installed before use. Text is written in italics
to separate the information from the other text elements on a page.

16



For Safety

1.4 For Safety

This section contains warnings which should be followed to avoid personal
injury, product damage, as well as damage to the environment.

1.4.1 Dangers
/A DANGER

Replacing Battery e When replacing the battery, use the specified battery and insert it with the
correct polarity. If the wrong battery is used, or if the battery is inserted with
reversed polarity, there is a risk of explosion causing severe injury or death.

FOR CALIFORNIA USA ONLY

This product contains a CR Coin Lithium Battery which contains Perchlorate Material
- special handling may apply, see www.dtsc.ca.gov/hazardouswaste/perchlorate.

Battery Disposal e DO NOT expose batteries to heat or fire. This is dangerous and can result in
explosions or fire. Heating batteries may cause them to leak or explode.

1.4.2 Warnings
/\ WARNING

e ALWAYS refer to the operation manual when working near locations at which
the alert mark shown on the left is attached. If the advice in the operation
manual is not followed, there is a risk of personal injury or reduced equipment
performance. The alert mark shown on the left may also be used with other
marks and descriptions to indicate other dangers.

e Overvoltage Category
This equipment complies with overvoltage category II defined in IEC 61010.
DO NOT connect this equipment to the power supply of overvoltage category
IIT orIV.

e Laserradiation warning
NEVER look directly into the cable connector on the equipment nor into the
end of a cable connected to the equipment. There is a risk of injury if laser
radiation enters the eye.

The Laser Safety label is attached to the equipment for safety use as indicated
in "Laser Safety".

Repair e Only qualified service personnel with a knowledge of electrical fire and shock
S WARNING hazards should service this equipment. This equipment cannot be repaired by
pcDrenaTon amace the operator. DO NOT attempt to remove the equipment covers or unit covers
REFER SERVICING TO . . o, . .

QUALIFIED PERSONNEL. or to disassemble internal components. In addition, there is a risk of damage

to precision components.
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Calibration

Battery Fluid

LCD

1.4.3 Cautions

Replacing Memory

Back-up Battery

e The performance-guarantee seal verifies the integrity of the equipment. To
ensure the continued integrity of the equipment, only Anritsu service
personnel, or service personnel of an Anritsu sales representative, should
break this seal to repair or calibrate the equipment. Be careful not to break the
seal by opening the equipment or unit covers. If the performance-guarantee
seal is broken by you or a third party, the performance of the equipment
cannot be guaranteed.

e DO NOT short the battery terminals and never attempt to disassemble the
battery or dispose of it in a fire. If the battery is damaged by any of these
actions, the battery fluid may leak.

This fluid is poisonous.

DO NOT touch the battery fluid, ingest it, or get in your eyes. If it is
accidentally ingested, spit it out immediately, rinse your mouth with water and
seek medical help. If it enters your eyes accidentally, do not rub your eyes,
rinse them with clean running water and seek medical help. If the liquid gets
on your skin or clothes, wash it off carefully and thoroughly with clean water.

e This equipment uses a Liquid Crystal Display (LCD). DO NOT subject the
equipment to excessive force or drop it. If the LCD is subjected to strong
mechanical shock, it may break and liquid may leak.

This liquid is very caustic and poisonous. DO NOT touch it, ingest it, or get in
your eyes.

Ifitis ingested accidentally, spit it out immediately, rinse your mouth with
water and seek medical help. If it enters your eyes accidentally, do not rub
your eyes, rinse them with clean running water and seek medical help. If the
liquid gets on your skin or clothes, wash it off carefully and thoroughly with
soap and water.

A\ CAUTION

This equipment uses a Manganese dioxide lithium battery to back up the memory.
This battery must be replaced by service personnel when it has reached the end of its
useful life; contact the Anritsu sales section or your nearest representative.

Note: The battery used in this equipment has a maximum useful life of 8 years. It should
be replaced before this period has elapsed.

The life of the battery will vary depending on the length of equipment usage and the
operating environment.

The following conditions may be observed if the battery has expired:

e When power to the equipment is supplied, the time display may no longer
match the actual time.

e Parameter and data settings may not be retained when the power to the
equipment is cut.
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For Safety

External Storage  This equipment uses a USB flash drive as external storage media for storing data and
programs.

If this media is mishandled or becomes faulty, important data may be lost. Itis
recommended to periodically back up all important data and programs to protect
them from being lost accidentally.

Anritsu will not be held responsible for lost data.
Pay careful attention to the following points:

e Never remove the USB flash drive from the equipment while it is being
accessed.

e The USB flash drive may be damaged by static electric charges.

e Anritsu has thoroughly tested all external storage media shipped with this
equipment. Users should note that external storage media not shipped with
this equipment may not have been tested by Anritsu, thus Anritsu cannot
guarantee the performance or suitability of such media.

Lifetime of Parts The life span of certain parts used in this equipment is determined by the operating
time or the power-on time. Due consideration should be given to the life spans of
these parts when performing continuous operation over an extended period. The
safety of the equipment cannot be guaranteed if component parts are used beyond
their life spans. These parts must be replaced at the customer's expense even if
within the guaranteed period described in Warranty at the end of this manual.

For details on life-span, refer to the corresponding section in this manual.

e LCD: Brightness at 50% after 40,000hrs
e Battery pack Capacity: 80% after 300 charge/discharge cycles

Use in Residential This equipment is designed for an industrial environment. In a residential
Environment environment, this equipment may cause radio interference in which case the user
may be required to take adequate measures.

Use in Corrosive  Exposure to corrosive gases such as hydrogen sulfide, sulfurous acid, and hydrogen
Atmospheres chloride will cause faults and failures.

Note that some organic solvents release corrosive gases.

1.4.4 Cautions Against Computer Virus Infection

Copying files and data
Only files that have been provided directly from Anritsu or generated using
Anritsu equipment should be copied to the instrument.

All other required files should be transferred by means of USB media after
undergoing a thorough virus check.

Adding software
Do not download or install software that has not been specifically
recommended or licensed by Anritsu.

Network connections

Ensure that the network has sufficient anti-virus security protection in place.
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1.5 Precautions

This section contains some precautions which should be followed to avoid
damage or malfunction due to incorrect use, handling and transportation of the
Network Master.

1.5.1 Installation

Install MT1100A horizontally in a stable place.

Good Bad Bad Bad
,__.E. =, ‘_{__,E:‘j.__‘:
[
f L| h
| | )

7

A\ CAUTION

If the MT1100A is not installed in a "good" direction as above, a small shock
may turn it over and harm the user.

1.5.2 Ventilation

The instrument has built-in fans, to prevent the temperature to rise inside the
instrument.

A\ CAUTION

Be sure not to block the ventilation holes.

Install the MT1100A in a location with the vents at least 10 cm away from
walls, peripherals or other obstructions so as not to block the fan perimeter.

10 cm or more 10 cm or more

i

In this instrument, cooling air is taken in through the left side panel, and hot air
is exhausted through the right side panel. When using two or more instruments
side-by-side make sure that hot air exhausted from one unit is not taken into
the adjacent unit, otherwise overheating may occur.
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1.5.3 ESD (Electrostatic Discharge)

Modules and options for the Network Master contain electronic devices that are
sensitive to ESD (Electro Static Discharge). Therefore, all ESD sensitive items are
delivered from Anritsu in antistatic shielding packages.

Electrostatic discharge during installation can result in destruction or
degradation of these devices. The damage may lead to equipment failure later.
When you install or remove modules, it is your responsibility to control ESD.
To control ESD, take the issues described below into consideration.

/\ CAUTION

Avoid build-up of electrostatic charge

e Keep your workplace clear of any item that can generate electrostatic charges,
e.g. all items that are not made of antistatic materials.

Minimize the exposure to ESD

e Keep ESD sensitive items in antistatic shielding packaging as long as
possible.

e Do notremove ESD sensitive items from equipment or the antistatic shielding
packaging unless you are connected to the equipment with a grounding wrist
strap (as described later).

e Return ESD sensitive items to antistatic shielding packaging.

Keep equipment, the ESD sensitive items and yourself at the same static
potential

e Ifyour workplace is already prepared for handling ESD sensitive items, then
follow your usual procedure. If not, you should follow the procedure below
using a ground wrist strap.

1. Attach the wrist end of the wrist strap firmly around your wrist and the other
end to the equipment chassis or ground plug.

2. Keep the wrist strap on while you install or remove ESD sensitive items. Do
not remove the wrist strap until the ESD sensitive parts are either installed or
returned to the antistatic shielding package.
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1.5.4 Optical Surfaces

The optical interfaces - transmitter as well as receiver - are very sensitive to
contamination. Be aware that contamination of the optical surfaces may result
in severe loss of signal.

A\ CAUTION

To prevent contamination of the optical surfaces, mount protective caps to
seal the transmitter/receiver connectors when no fiber optic cables are
connected.

Correct functioning of the instrument can only be ensured if optical modules,
supplied by Anritsu for the Network Master, are used.

1.5.5 Cautions on Handling Optical Fiber Cables

Optical fiber cables may degrade in performance or be damaged if handled
improperly. Note the following points when handling them.

A\ CAUTION

Do not pull the cable when removing the connector.

Doing so may break the optical fiber inside the cable, or remove the cable
sheath from the optical connector.

A\ CAUTION

Do not excessively bend, fold, or pinch an optical fiber cable.
Doing so may break the optical fiber inside the cable.

Keep the bend radius of an optical fiber cable at 30 mm or more. If the radius
is less, optical fiber cable loss will increase.
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A\ CAUTION

Do not excessively pull on or twist an optical fiber cable.

Also, do not hang anything by using a cable. Doing so may break the optical
fiber inside the cable.

(S

A\ CAUTION

Be careful not to hit the end of an optical connector against anything hard
such as the floor or a desk by dropping the optical fiber cable.

Doing so may damage the connector end and increase connection loss.

/A WARNING

Do not touch the end of a broken optical fiber cable.

The broken optical fiber may pierce the skin, causing injury.

A\ CAUTION

Do not disassemble optical connectors.

Doing so may cause Rubidium oscillator to break or the performance to
degrade.

1.5.6 Countries and Regions Permitting WLAN Use

Use of WLAN is restricted in some countries and regions, and illegal use may
be punishable under national or local regulations. To avoid violating WLAN
regulations, visit the Anritsu website to check where use is allowed.

23



Introduction

https://www.anritsu.com/ja-JP/test-

measurement/support/downloads/brochures-datasheets-and-
catalogs/dwl16690

Note that Anritsu cannot be held liable for any problem arising from WLAN use
in other countries and regions.
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2 Configuration

This chapter contains information about the included accessories as well as
guidelines for charging the battery, and how to replace the modules.
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2.1 Delivered Accessories

The instrument is delivered in a shipment container together with various

accessories depending on the order. When unpacking the first time, it is
recommended to check these accessories against the list(s) below.

2.1.1 Standard Accessories

The following standard accessories are delivered with the instrument:

BO699A
Z1746A
Z1861A
Z1862A
Z1870A
W3734AE

GO327A

2.1.2 Optional Accessories

MT1100A

Shield Power Cord (13A)
Soft case

Stylus

Carrying Strap

Module Combination Kit
Utilities ROM

Quick Reference Guide
MU110001A

Li-Ton Battery

One or more of the following optional accessories may be delivered with the

instrument (if included in the order):

B0692A
BO697A
G0306B
GO325A
G0382A
J1667A
W3735AE
W3736AE

Z1871A

Z1860A

MT1100A

ESD box

Hard case

Video Inspection Probe

GPS receiver

Autofocus Video Inspection Probe

GPIB-USB Converter

MT1100A Network Master Flex Operation Manual

MT1000A Network Master Pro/ MT1100A Network Master Flex
Remote Scripting Operation Manual

Utilities in USB stick
MU110001A
Battery Charger
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Rechargeable Battery

2.2 Rechargeable Battery

Initial charging

NOTE

Temperature

NOTE

The MU110001A Battery and AC Power Supply Module is delivered with a 14.4
V Intelligent Li-Ion rechargeable and replaceable battery.

A\ CAUTION

Use only original batteries delivered from Anritsu, to prevent the risk of
instrument damage or personal injury.

Battery should only be charged at room temperature.

The battery will normally be partially or fully discharged on delivery. It is
recommended to charge the battery immediately after delivery and unpacking.

In Standby Mode, the power button will stop flashing when the battery is fully
charged.

If the battery will not to be used for a long period of time, it is recommended that it
contains at least 20% capacity. Charge the battery before storage, if necessary.

When charging is in process, the temperature of the battery will increase. When
the battery temperature exceeds 40 °C, the Network Master automatically stops
battery charging and displays following message.

Battery Information X
The battery stopped charging due to high temperature. |
In order to resume charging the battery, please reduce the
temperature by closing all applications and shutting down the unit. |

e o
[ iesiicaea |

| oK ]

In order to resume battery charging as soon as possible, use the Network
Master in the environment with lower ambient temperature. Or, close the
application and shut down the Network Master.

If the battery temperature reaches 60 °C or over while Network Master is in battery
operation, Network Master shuts down automatically. In this case, leave the Network

Master for approximately one hour to cool itself at room temperature (around 25 °C)
before using Network Master again.

2.2.1 Installing or Replacing Battery

To install or replace the battery in the Network Master, follow the procedure
below:

1. Disconnect the power cord if it is connected.




Configuration

2. Switch the Network Master OFF.

3. Place the instrument on its back on a plain surface and loosen the lock screw
of the battery compartment.

4. Remove the lid of the battery compartment.

5. Pull out the battery from the compartment.

6. When installing the battery, note the direction of the battery terminals. With
the instrument placed on its back - and the battery compartment in front of
you - the terminals should be in the upper left corner.

7. Re-install the battery compartment door and tighten the lock screw.

2.2.2 Charging Battery

The battery automatically charges anytime the instrument is plugged in to a live
AC power source using the power cord. Battery power replenishes more
quickly if the instrument is turned off (Standby mode).

Indication during When the power cord is connected and plugged in, the Power button flashes

charging rapidly in orange while the instrument boots up. After approx. 30 seconds, the
button then flashes slowly to indicate the battery is charging. Flashing stops
when the charging is complete. If the battery is defective - the Power button will
also light. Therefore, the best way to check the battery status is to switch on the
Network Master and observe the battery information in the Instrument
information on Instrument toolbar.

Battery: I ystem
 Module(s)
Nominal capacity: 89090 mWh “

Information
Temperature: 36 C —
Relative Charge: Fully Charged

est
Current battery operation: Inactive

Cycle count: 13

Manufacturer: B60B60

Manufacturing date: 2013-1-1

Device identity: 125 3.1 LION

N lale!

[

Obtainable capacity: 91710 mWh (102 percent of nominal capacity)

Update
Device name: ANRITSU

Internal Memory:

WO VEe & @ 3a

Example of Battery Information
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Rechargeable Battery

The battery status can be checked in the instrument toolbar (expandable icon
toolbar) on the right-hand side of the screen, or in the status line if the battery
indicator is displayed there. See the "Battery Status Information" section below.

2.2.3 Battery Status Information

D
=

_
CEHEE

NOTE

The battery icon is displayed in the status line at the bottom of the screen.

The following icons are used to indicate the current battery status:

The battery is fully charged. The AC power is fed to the Network Master.

There is no battery in the Network Master (or the battery is malfunctioning). The AC
power is fed to the Network Master.

The Network Master is using the battery as power source. The power cord is not
connected.

Battery charging is not doing because it is out of rechargeable temperature range.
The Network Master is using the AC power as power source.

Appears when using MU110002A.

There is a delay of several seconds before the battery status is updated.

In this manual, most of operation are described using the images of MT1000A screen.
So the battery icon in screen image may be different from the actual screen.

A more detailed battery status information is launched when touching the
battery icon. The example in the figure below shows the status screen of a
battery during charging.

Battery: Fully Charged
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2.3 Measurement Cables

When connecting the Network Master to the line to be tested or monitored, it is
recommended always to use shielded cables of good quality, to avoid the
possibility of corrupting the measuring results. For the same reason, the power
cord, if used, should be connected to the instrument and switched on before
starting the measurement.

For connection of the Network Master to different types of equipment, different
cables are available. Please contact your Anritsu representative for information.

2.3.1 Connecting Measurement Cables

Measurement cables are connected to the input and output connectors located
on the connector panel of the instrument. Various electrical and optical
connectors are available.

Bantam BNC RJ48 RJ45 LC MU
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Support Stand and Carrying Strap

2.4 Support Stand and Carrying Strap
2.4.1 Support Stand

The Network Master is equipped with a support stand keeping the instrument at
a convenient angle during the operation. To extract the stand: pull out the
metal bar on bottom of the Network Master - it automatically stays in the
correct position.

Be sure to open a support stand fully. Otherwise, the Network Master will be
more likely to tip over. Moreover, the air flow on bottom panel will be
insufficient.

2.4.2 Carrying Strap and Handle

The included carrying strap can easily be mounted for your convenience when
transporting and/or using the Network Master.

The carrying strap is equipped with hooks for easy installation.

/N WARNING

Use the Carrying Strap around your shoulder. Do not wrap the strap around
your neck.
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2.5 Replacing the Modules

The available modules depend on the Power Supply Module (MU110001A or
MU110002A). Before replacing the modules, refer to the table in Modules of
"Introduction".

/\ CATION

Replacing modules operation should be done on the table where antistatic
measures are taken.

Detaching the modules

1. Before the detaching operation, disconnect the AC cable and remove the
battery pack.

2. Switch the Network Master OFF.

3. Place the instrument on its front on a plain surface.

4. Insert Z1862A to holes (shown by the yellow circle) on rear side of the Power
Supply Module.

5. Loosen the screws inside.

6. After loosing the four screws, lift up the Power Supply Module with holding
both sides. You can see the side panel of the Multirate module as below.
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Replacing the Modules

To detach the Multirate module, do the same operation as detaching the Power
Supply Module.

Attaching the modules
The operation attaching MU110011A and MU110001A to MT1100A is
described as an example.

1. Place the instrument on its front on a plain surface.

2. Attach MU110011A to MT1100A. Place MU110011A on MT1100A so as to
connect following pairs: 1-6,2-8,3-7,4-10, 5-9.
Be careful not to bump the guide pins (4, 5, 7 and 8) to the connectors (1 and
6).

MU110011A

.I®
®

MT1100A

3. Tighten the four screws (shown in yellow circle) using Z1862A, with holding
MU110011A by the other hand.
Tighten screws enough to prevent the module from dropping off.
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4. Place MU110001A on MU110011A. The attaching procedure of MU110001A is
the same as attaching MU110011A to MT1100A.

-

5. After attaching the modules, connect the AC cable or install the battery packs.
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3 Human-Machine-Interface

Human-Machine-Interface (HMI) covers the relation between the user and the
Network Master - in other words: the information you get from the Network
Master combined with the action you add to the Network Master .

The informative part is the color LCD, and the part susceptible to influence is
the touch-active layer of the screen. Connections made to the input and output
connectors are included in the HMI as well.
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Human-Machine-Interface

3.1 Touch Screen Display

The 12.1 inch active TFT display with SVGA resolution (800x600 pixels) is
used for setups and for presentation of results (that is, for all interaction with
the instrument). As the display includes touch screen functionality, it is
possible to navigate and operate directly from it.

The touch screen display is constructed to be operated by the tip of your finger
or by the included Stylus (Anritsu part No. Z1746A). The touch screen surface
is made of delicate material and is easily scratched or damaged if handled
incorrectly.

A\ CAUTION

Never expose the touch screen to excessive pressure as this may damage its
functionality.

Never use sharp objects (e.g. pens, paper clips etc.) to operate the touch
screen, as this may damage the surface.

Only use a soft cloth moisturized with a mild detergent to clean the surface of
the touch screen. Be sure to power off and disconnect power cord.
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3.2 Key Operation
The only physical operator key (the Power button) is described in this section.

3.2.1 Power Button

The Power button on the front panel of the instrument is used to switch power ON
and OFF. In addition, the menu used for power-off also contains a few extra options

(e.g. to lock the screen).

. Gray: Power off

0 Orange flashing (fast): Booting in case of AC operation

O Green flashing: Booting in case of the battery operation
(Only when the MU110001A is installed)

(.I) Orange flashing (slow): Charging
(Only when the MU110001A is installed)

O Orange: Stand by

O Green: Operating

Battery Operation and "Charging state" described below are available only
when the MU110001A is installed.

Switching power ON

AC Operation

Connect the power cord to the Network Master. The Network Master flashes the
power button in orange during booting. The power button lights in orange after
booting.

To start your test, press the power button. The power button lights in green.
After a model name is displayed, the Network Master enters Operating status
and shows the Application Selector.

Battery Operation

Press the power button. The Network Master shows a model name and flashes
the power button in green during booting.

Then, the Network Master enters Operating status and shows the Application
Selector.

Switching power OFF

When you press the Power button, a pop-up menu containing Shut Down will
appear.

Capture Screen

E Lock Screen

w Shut Down

Touch Shut Down and then confirm by touching Yes in a dialog box.




Human-Machine-Interface

NOTE

AC Operation

After you shut the Network Master down, the Network Master goes back to
Stand by or Charging state.

The Network Master stays Stand by or Charging state until you disconnect the
power cord.

Battery Operation
After you shut the Network Master down, the power goes off.

Forcing power OFF

If it is not possible to power down the Network Master using the power button
menu, the following procedure can be used to make an emergency power
down.

1. Disconnect power cord if it is connected.

2. Hold the Power button depressed for a couple of seconds.

Forcibly turning off the power may cause loss of measurement data or file corruption.
It is not recommended to force a power-off except in emergencies.

Additional options in power button menu

Capture Screen
Saves a screen shot image in .PNG format. The image file will be saved in
'Internal/screens' folder or an attached USB flash drive.

Lock Screen
Locks or unlocks the screen.
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Head Set

3.3 Head Set

You can use the commercially available head set (3.5 ¢ CTIA), it is possible to
listen speech in the audio channels available in E1 and T1 systems.

A\ CAUTION

Do not operate for a long period of time at high volume level or at a level that
is uncomfortable.

The volume is controlled from the General setup in 'Instrument Toolbar'".

The head set is connected to the socket marked with a head set symbol on the
connector panel of the Network Master.
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3.4 Connector Panel

All connections (both for test interfaces and for service interfaces) are placed
on the connector panel of the Network Master.

The figure below shows the connector panel of the MT1100A and its modules.

3.4.1 Test Interfaces

The connectors used for testing are placed on the module.

Ethernet / FC optical)
et d. dnBanam el Port 2, Tx/Rx SFP/SFP+
Tx Ref Clock (SDH / SONET /OTN/
Output Ethernet / FC optical)

MUT10010A — Port 1, TX/Rx RJ48 (E1 Balanced)
Port 2, Rx Bantam (DS1) Port 2, Tx/Rx RJ48 (E1 Balanced)
Port 2, Tx Bantam (DS1) Port 1, Tx/Rx SFP/SFP+
Port 1, Rx Bantam (DS1) Shale el
)

Port 1, Rx BNC (E1, E3, E4,
DS3, STM-1e, STS-3)

Port 1, Tx BNC (E1, E3, E4, Port 2, Rx BNC (E1, E3,
DS3, STM-1e, STS-3) E4, D33, STM-1e, STS-3) Port 2, Tx/Rx RJ45
(Ethernet electrical)

Port 2, Tx BNC (E1, E3, E4,
DS3, STM-1e, STS-3)

Port 1, Tx/Rx RJ45
(Ethernet electrical)

Tx Ref Clk Output: This connector is used for reference clock output.

MU1T10011A
Port 1, Tx/Rx RJ45 Tx Ref Clock Output

Port 1, TX/Rx CFP (Ethernet electrical)

(SDH / SONET / OTN / Ethernet optical) Port 2. Tx/Rx RJ45 Aux Input

(Ethernet electrical)
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Connector Panel

Port 2, Tx/Rx SFP/SFP+
(SDH / SONET / OTN / Ethernet / FC optical)

Port 1, Tx/Rx SFP/SFP+
(SDH / SONET / OTN / Ethernet / FC optical)

Port 2, Tx/Rx QSFP+
(OTN ! Ethernet optical)

Port 1, Tx/Rx QSFP+

(OTN / Ethernet optical)

Link J

MUT10012A Port 1, Tx/Rx CFP2 (OTN / Ethernet optical) Tx Ref Clock Output
Port 1, Tx/Rx CXP (Ethernst optical) Aux Input
Port 1, Tx/Rx QSFP+ (OTN / Ethernet optical)
Act
Port 2, Tx/Rx CFP2 (OTN / Ethernet optical)  Port 2, Tx/Rx CXP (Ethernet optical)
Port 2, Tx/Rx QSFP+
(OTN / Ethernet optical)
Link:
MUT10013A Port 1, Tx/Rx CFP2 (OTN / Ethernet optical) Tx Ref Clock Output
Port 1, Tx/Rx CXP (Ethernet optical) Aux Input

Port 1, Tx/Rx QSFP+ (OTN / Ethernet optical)

Port 1, Sync Clock Output Act
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Port 2, Tx/Rx CFP2 (OTN / Ethernet optical)  Port 2, Tx/Rx CXP (Ethernet optical)

Port 2, TX/Rx QSFP+
(OTN / Ethernet optical)

Port 2, Sync Clock Output Link

For MU110011A, MU110012A, and MU110013A:

Tx Ref Output This cor.mector is used for reference clock output of the
transmitters.

AUX Input This connector is reserved for the future use.

Act Lights orange when the optical transceiver becomes activated.

Link Lights green when connection status becomes Link Up.

For MU110013A:

Sync Clock In case of 100G Ethernet or OTU4, this connector outputs the

Output divided clock of the data rate which the CFP2 is transmitting.

3.4.2 Service Interfaces

The service interfaces used for the connection to other instruments, are placed
on the MT1100A panel:

Unit Sync Input | Audio  AUX ExtClock USBB USBA

Unit Sync Output Ethernet service interface
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Unit Sync Input|This connector is reserved for the future use.
Unit Sync . .
This connector is reserved for the future use.
Output
Audio The audio connector is used for connecting to an optional head set.
AUX The AUX connector is used for optional GO325A GPS Receiver.

Ext Clock Input

The Ext Clock Input connector is used for reference clock input.

USB B

The three USB connectors (two connectors type A and one

connector type B mini) can, for example, be used for connection

USB A with USB flash drive. This is convenient for the exchanging of
information to other instrument.
The Ethernet connector is used for connecting the Network Master
to a Local Area Network, e.g. to remotely operate the instrument
Ethernet from a PC.
service Active Link Active LED turns on orange while data are sent or
interface received.

Link LED turns on green when Ethernet has been
linked up and is able for the communication.

NOTE Network Master supports only USB flash drives formatted in FAT32.

3.5 Remote Operation

With the MX100001A MT1000A/MT1100A Control Software (hereafter,
"Control Software") application installed, your PC is capable of supporting
remote access to the Network Master. Control Software simulates the panel
operation of the Network Master, allowing you to operate and view results on a
PC through a LAN or Internet connection. If more Network Masters are linked
to a network, they can be remotely controlled by the same PC, one at a time.

3.5.1 Installation of Control Software

Operation Environment

oS Windows 7/8.1/10 English/Japanese
Ethernet 100BASE-TX/1000BASE-T
800 X 600 dots or more
1. Copy the installer stored in the Network Master to your PC, by USB flash drive
or the file sharing function.
File Name: MX100001A-Setup-x.XX-XXXxXX.eXe

x"s in the file name mean numerics showing the version.

Interface

Display

2. Double click the installer file.

AR
5

MX100001A-Setup-5.01-38785-
501.exe

2016/05/19 8:28

3. If User Account Control dialog box appears, click Yes.

4. After the installation finishes, click Close.

Click Start > All Programs > Anritsu > MX100001A folder. Confirm that
following programs appear. "V**" is replaced to the version name.
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MX100001A-V**Editor
MX100001A-V*.*-Remote
MX100001A-V**Viewer
V**-Uninstall

When installing a new version of the Control Software, previous versions are not

NOTE

automatically uninstalled. To manually uninstall a Control Software version, execute

“Uninstall" from the Control Software folder from the Start menu of Windows.

3.5.2 Connection and Setup

To make Remote Operation application communicate with Network Master:

1.

6.

Connect an Ethernet network cable to the LAN connector on your Network
Master and link this to a Local Area Network.

. Assign an IP address to the Network Master. This is done in the Ethernet

setting available from the Network screen as described in the Graphical User
Interface chapter.

. Enable Allow remote PC in the Remote Control.

. Display the Resource Monitor. Confirm that the IP address and "running Tests

and Views" appear.

. Change the Network settings of the PC, so it can access the Network Master

via Ethernet.

Select Control Panel -> Network and Internet -> Network Connection.
Right-click the interface and click the Properties.

Select the properties of Internet Protocol Version 4 (TCP/IPv4) and click the
Properties button.

# Local Area Connection Properties @
Networking | Authentication | Sharing |
Intemet Protocol Version 4 (TCP/IPv4) Properties ==
Connect using
& Intel(R) Ethemet Connection 1218-LM General
You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
This connection uses the following tems: for the appropriate [P settings.
7 o _
. Client for Microsoft Networks ) Obtain an TP address automatically
13005 Packet Scheduler o e BB B S
B i and Prirter Sharing for Microsoft Networks ® Use The Tollowing I adcress:
i |ntemet Protocol Version & (TCP/IPvE) IP address: 192 . 168 . 10 . 10
B Intemet Protocol Version 4 (TCP/IPv4) et mesk: v5s 255 295 0
wia Link-Layer Topology Discovery Mapper 1/0 Driver uenetmasi . . :
- Link-Layer Topaology Discovery Responder Default gateway:
Obtain DNS server address automatically
N (@ Use the following DNS server addresses:

Description -

Transmission Corttral Protocol/Intsmet Protocal. The defaut Ereferred DN5 server:

wide area network protocol that provides communication

across diverse interconnected netwarks Alternate DNS server:

[ validate settings upon exit

Execute Ping command on PC to confirm connection to the Network Master.

3.5.3 Communication Ports




Remote Operation

When using the MX100001A Control Software with a Network Master
connected behind a port restrictive firewall, to successfully communicate with
the instrument, it is important to configure the firewall to allow communication
on the following ports:

5555 Framework core communication port, fixed. Used by Control
Software main GUI, including the Remote Upgrade function.

5650 to Application servers, fixed range. Used by Control Software
5699 Application GUIs.

5898 Unit reset port, fixed. Used by Control Software Remote Reset
function.

58012 Remote wake-up port, fixed. Used by Control Software Remote
Wake Up function.

In addition, the following ports are used for controlling the Network Master
with a method other than using the Control Software:

56001 SCPI server port, user configurable. Used by remote SCPI
(default) |clients. Refer to Remote Control section for details how to setup.
5900
(default)
5800 VNC over HTTP, user configurable. Used by remote VNC over
(default) |HTTP tunnel clients.

Refer to VNC section for details how to setup VNC
communication ports.

VNC (TCP), user configurable. Used by remote VNC clients.

135,137,
138, 139, |[File Sharing, fixed ports.
445

3.5.4 Starting Control Software

NOTE

1. Open Anritsu-MX100001A folder from Start menu.
2. Click MX100001A-V**Remote.
If Windows Security Alert appeared, click Allow access.

Before connecting to the Network Master, confirm that the response from the Network
Master is quick enough. If the response from Network Master via the Ethermet network is
too late, a connection fails and the message "Network connection is too slow!" appears.

Executing Remote Operation on control PC:

1. If Control Software launched, the initial screen for remote operation appears
as below.
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Network Master E=mEch

Remate Unit IP Address: [192 168.0.1 l M

Optional Glient Tile Texct: | Glent |

JCUntmI IWake Up | Reset I Update I

__Unit Gontral
Progress I 0% ]

When two or more network interface cards are available, Use Network
Interface selection appear. Click the field to select a interface.

Metwork Master =
Remote Unt IP Address: 172.20.4.5 | Valdate Comnection|
Use Network Interface: |F0:1F:AF:05:3D:3C -172.20.4.6 ‘v|

2. Enter the IP address of the Network Master to Remote Unit IP Address.

3. In Optional client Title Text, enter the name of the Network Master. This text
is displayed at the title bar of the Control Software and on the button in the
resource monitoring screen.

For example, when you enter 'Anritsu’, you will see 'Anritsu’ on the button in
the resource monitoring screen as shown in the figure below.

*O=08 Vgggqn 16 09

4. Click Validate Connection on the Control Software.

5. Clicking Launch Application in Control tab will display the Network Master
screen.
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NOTE

BERT [Anritsu@132.168.0.1)

When Optional client Title Text is blank or set to the following text, the IP address of the
control PC appears in Resource monitoring of the Network Master.

o Client

e ClientName
e Local

e This PC

To exit Control Software, click Close button at right hand top of the window.
Power button menu appears, and click Close.

3.5.5 Remote Upgrade

If the MX100001A Control Software version differs from that of Network
Master, when clicking Launch Application, the software upgrading dialog
appears. Upgrade Network Master Software to the version compatible with
MX100001A Control Software.

Network Master

_Version Information

Local SWVersion: 11.03rc03, 1103

Remote Unit SWversion: 11.02 , 1102

__Fle Upload

Upload Progress: [

_Installation

NOTE: You cannot remotely connect to the Network Master
during installation.

You cannot remotely check the installation progress.
Installation takes about 10 minutes.

1. Click Select File to launch the dialog box.
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2. Select the software file. When you select the folder where you unpacked the
installer, the installer file will be selected automatically. Multiple files can be
selected by selecting a file while holding down the Ctrl key.

3. Progress bar shows Upload Progress. Clicking Cancel aborts the file
uploading.

4. After file uploading finishes, click Start Installation.

Clicking Start Installation will reboot the Network Master. You cannot remotely connect
NOTE to the Network Master during installation.

You cannot remotely check the installation progress. Installation takes about 10

minutes.

3.5.6 Remote Power Control

Power On
If Network Master is in Stand-by mode, it is possible to remotely get the unit
into the Operation state.

1. Click Start > All Programs > Anritsu > MX100001A folder.
2. Click MX100001A-V**-Remote.

3. On the Control Software startup screen, enter the [P address of the Network
Master in the Remote Unit IP Address field.

4. Click Start in Wake Up tab.
5. After the progress bar reaches 100%, click OK in the dialog box.
Power Off

If the Allow remote PC shutdown check box is selected in the Change Remote
Control Options dialog box, you can remotely set Network Master in Stand-by

mode.

1. In the upper-right corner of the MX100001A window, click the Close button.

2. Click Shut Down.

3.5.7 Remote Reset

The Remote Reset function can be helpful if the unit is on a remote site and
unexpectedly freezes or becomes unresponsive. The possibility to remotely
reset an instrument can be disabled by unchecking the Enable Remote Reset
check box in the Remote Control options.

To remotely force a reboot the Network Master, specify the Network Master
using its serial number.

1. On the Control Software startup screen, enter the IP address of the Network
Master in the Remote Unit IP Address field.

2. Enter the serial number in the Controller SN field on the Reset tab.
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3. Click Start on the Reset tab.

4. After the progress bar reaches 100%, click OK in the dialog box.

Make sure to save measurements and settings before initiating Remote Reset function.
NOTE The Reset will force the Network Master to reboot. All unsaved or ongoing
measurements will be lost.

3.5.8 Stand-alone Editor

MX100001A Editor allows users to load, edit, and save Setup files of any
possible Network Master configuration, without connecting to an actual
instrument.

1. Click Start > All Programs > Anritsu > MX100001A folder.
2. Click MX100001A-V**Editor.

Network Master - X

_Select Controller . Add Module(s} _Instrument

BAT1 0004, kAN 0001 04
NETWORHK MASTER Pro * 10G Multirate Module

’ Ca

MT1 0004 METWO

MT11004 M O0o 1 A
METWORK MASTER Flex & 100G bultirate Module *

MT1 0404 MU 00030 A
METWORK MASTER FPro & Hieh Performance GPS *

[ Load Contiguration I

it I[ Gancel I

[ e Sl I

3. Set configuration of Network Master by clicking options in Select Controller,
and Add Module(s).
To save the configuration, click Save Configuration.

4. Click OK. After a while, the GUI of the selected Network Master configuration
appears.

5. Select an application on Application Selector. Then, select port resources.

6. After the application screen has appeared, select configure settings and
measurement parameters.

7. Once done, save the setup file by clicking Load/Save on Application Toolbar.

Load the Setup File (saved file at step 7 above) saved by the MX100001A
Editor on the Network Master by clicking Load/Save button on the Application
Toolbar. Alternatively, import the settings file as a Favorite, and launch the new
application from the Favorites screen on the Application Selector.
If Ref-Port: of Clock Configuration of both Port1 and Port2 are set to "On" by

NOTE MXT100001A Editor, confirm the Ref.Port: setting after loading the Setup file on the

Network Master. Actual Ref.Port: setting will be "On" to whichever of Port1 or Port2.
Another port setting is changed to "Off".
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3.6 Command-Based Remote Control

Using command-based scripts makes the Network Master a fully automated
measurement instrument.

e The Network Master remote control functions support the built-in Ethernet
service interface. Ethernet connectors of test interface do not support remote
control functions.

e Software specifications are in conformity with the IEEE488.2 standard and
SCPI version 1999 (Standard Commands for Programmable Instruments).

All commands are described in a separate document:

e MTI000A Network Master Pro MT1100A Network Master Flex Remote
Scripting Operation Manual (M-W3736AE).

E This icon on Status bar indicates whether the Network Master is controlled by
the command-based scripts or not. If touching this icon, buttons appear.
Touching the Turn Off button will disconnect the SCPI connection. Use this
button if disconnecting the Ethernet cable.

Touching the Enable Local Control button will allow the panel operation with

keeping SCPI connection. This function is useful for debugging the control
software.
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3.7 File Access via USB Interface

NOTE

You can access the mass storage of the Network Master by connecting the USB

cable.

This function is useful to copy the files to PC, or confirm the test results.

1. Close all applications by touching Close icon on the Application Tool Bar.

2. Connect the USB cable between PC and USB type B connector of the Service

Interface.

3. If PC has detected the Network Master, copy files or folders to PC using PC

software (Explorer of Windows etc.).

Organize * Share with «

4.0 Favorites
Bl Desktop
& Downloads

lr; Recent Places
» [ Libraries
418 Computer
o 1:_". Windows? (C:)

I ame Removable Disk (D:)

p &i Metwork

12 items

-

Qu |- v Computer » Removable Disk (D:) »

Burn MNew folder

Name

| jenkins.pcap

2017-04-27@11-23-26_TP-BERT-ETH.res

# PTP_W_Master 00

DemoPtp_Port2 03.cfg
logs

. windowsinstaller
. diagnostics

. Scenario_logs

. favorites

. .automators

. SCreens

remote

Date modified

5/17/2017 1:13 PM
17 11:23 AM
4/13/201612:34 AM
4/6/2016 11:58 PM
5/17/2017 4:22 PM
5/13/2017 6:05 PM

2/12/2017 7:27 PM
1/29/2017 12:33 PM

Type Size

PCAP File 65,450 KB
RES File 24 KB
Scenario Edit Envir... 593 KB
CFG File 3T KB
File folder
File folder
File folder
File folder
File folder
File folder
File folder

File folder

1

If applications are running on the Network Master, you cannot access the mass storage.
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3.8 File Access via Ethernet Interface

3.8.1 Accessing files in Network Master from the PC

NOTE

The mass storage of the Network Master can be shared with your PC via

Ethernet interface.

1.

Connect an Ethernet network cable to the LAN connector on your Network
Master and link this to a Local Area Network.

. Assign an IP address to the Network Master. This is done in the Ethernet

available in the Network screen as described in the Graphical User Interface
chapter.

. Select Share File System in the File Sharing settings.
. Start Explorer on your PC.

. Enter the IP address of Network Master into the address bar.

For example, enter like \\192.168.10.4\. The shared folder appears.

@Q:k!ﬁ » Network » 192168104 » ~ |43 |[ Search 102162304 2|

Organize » Search active directory Metwork and Sharing Center Wiew remote printers E_-l‘:: - E] ‘.:@:'

-

» 0 Favorites internal

' Share
o

> Libraries

m

4 (8 Computer
> iy WindowsT (C:)

AG‘I_-I MNetwork
<M 192,168,104
4 | internal
. diagnostics
favorites
logs
. remote
. screens -

. L 1 item
=

—

If applications are running on the Network Master, you cannot access the mass storage.

The folders and files in the mass storage are set to read-only.

3.8.2 Mounting the Shared Folder of Networked PC to the Network Master

Network Master can mount the shared folder of the networked PC. The

following procedure is explained, assuming "test" folder is created on the PC.

1. Create the folder in the PC.
2. Right-click on the folder and click Properties.
3. Click the Sharing tab, and click Share to set shared.
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test Properties *

General Sharng  Securty Previous Versions  Customize

Network File and Folder Sharing

test
Not Shared

Metwork Path
Mot Shared

Advanced Sharing

Set custom pemmissions, create multiple shares, and set other
advanced sharing options.

G.ﬂgvanced Sharing

4. On the Windows Start menu, click Control Panel.

5. Click System and write down the domain name.

A system

« « < Ed 5 Control Panel » System and Security » System

Control Panel Home . . .
View basic information about your computer

& Device Manager Windows edition
& Remote settings Windows 10 Pro
& System protection © 2018 Microsoft Corporation. All rights reserved.
&) Advanced system settings
System
Processor: i
Installed memory (RAM): .00 GB (7.86 GB usable)
System type: 64-bit Operating System, x64-based processor
Pen and Touch: MNe Pen or Touch Input is available for this Displ

Computer name, domain, and workgroup settings
Computer name:
Full computer name:
Computer description:

Domain:

Click Control Panel Home and click Network and Sharing Center.
Click Change adapter settings.
Click the network icon and click View status of this connection.

In Status dialog box, click Details.

© © »® N ©

Record IPv4 address.

Metwork Connection Details X

Metwork Connection Details:

Property Value @D

Connection-specific DN...

Description |
Physical Address

DHCP Enabled fes

IPv4 Address

IPv4 Subnet Mask

Lease Obtained Thursday, May 23, 2019 6:44:15 PM
Lease Expires Saturday, May 25, 2019 4:04:07 PM
|Pv4 Default Gateway

IPv4 DHCP Server

IPv4 DNS Servers

IPv4 WINS Servers

11. Connect an Ethernet network cable to the LAN connector on your Network
Master and link this to a Local Area Network.
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12. Assign an IP address to the Network Master. This is done in the Ethernet

available in the Network screen as described in the Graphical User Interface
chapter.

13. Select Mount Remote Folder in the File Sharing settings.

14. Enter the IP address (step 10), domain (step 5), user name, folder name and
other information.

Note that enter User name of User Account of the PC.

File Sharing X

{ &
:.7] Share File System R’ <
D Mount Remote Folder 2

IP Address 1 | ——
ooman| | ‘ Qther User
password 1 ) [ Fo
Folder Name i‘testi" Sign in to: W

How do | sign in to another domain?
Mount Status | NOT CONNECTED
e [ (7))
. )|

15. Touch Apply. If the remote folder has mounted successfully, you will see
"CONNECTED" is shown at Mount Status. Touch OK to close dialog box.

16. On Instruments Toolbar, touch File Manager (E) icon. Now, you can see the
shared folder is mounted to Internal\remote.

Current Path: \:Internal.fremote

v [ internal
P diagnostics
» [ favorites
» [ logs

=

» [ RFC2544_FromT

Total Space: 1022.0 MB Used Space: 596.4 MB Free
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3.9 GPS Receiver
3.9.1 GO325A GPS Receiver

GO0325A GPS Receiver contains GPS antenna and GPS receiver and is used by
connecting to AUX connector of Network Master. The synchronization
accuracy against UTC is £1 w s or less.

The GPS receiver is used for:

e Precise time synchronization, when making one way Frame Transfer Delay
measurements as part of the Ethernet Service Activation Test.

e Clock source in an IEEE 1588v2 system

e Timing source for synchronizing Ethernet transmitters

Activating the GPS receiver
The GPS receiver is activated automatically if it has connected to AUX of
Network Master.

Using the GPS service

One purpose of the external GPS receiver is to provide for precise one way
Frame Transfer Delay measurements as part of the Ethernet Service Activation
Test.

When the GPS receiver is activated and the active interface is Ethernet, the
Network Master will calibrate its internal time base to the ultra precise time
signal from the GPS receiver. The calibration process takes approximately 1
minute.

3.9.2 Operating GPS Receiver

GPS Icon

An icon in the status bar will indicate the current GPS status. One of the
following icons will be shown:

The GPS is receiving signal from a sufficient number of
satellites.
g GPS receiver is not connected.

Touching the icon will display an information pop-up dialog box.

GPS - Connected
Number of satellites: 7
Location: 25 26.8398N, 149 20.4470E

WOFEVE g 1015
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The pop-up dialog box shows the current GPS status, and, for purely
informational purposes, the number of satellites used for position fix, and the

current geolocation of the GPS receiver, in degrees and decimal minutes
format.

3.10 Remote Control via GPIB

Using a J1667A GPIB-USB Converter, an optional accessory, allows users to
control Network Master via GPIB. GPIB address of Network Master can be set
in the Remote Control.

Command-Based Remote Control is available via GPIB control. MX100001A

MT1000A/MT1100A Control Software does not support operation via GPIB.
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4 Graphical User Interface

This chapter provides a general introduction to the graphical user interface
(GUI). The descriptions of the screens, sub-screens and major dialog boxes

related to specific technologies and applications are placed in separate
chapters.




Graphical User Interface

4.1 General Handling of the GUI

The Network Master is equipped with a touch screen display, except for the key
to switch the instrument on/off. The operating principle of the graphical user
interface (GUI) presented on the touch screen display is that it guides you
through all setup steps required for running a specific test and then finally
presents you with the test results. You can also navigate back and forth
between setup steps and result presentation to re-run a test with new parameter
settings if required.

4.1.1 GUI Concept

The GUI can be split up into two functional spaces or levels: the desktop and
the workspace.

e The desktopis the entry level which appears after the booting. It consists of
the application selector, which allows you to start a new application, and the
result file browser, which allows you to access previously created and stored
test results.

e The workspaceis where you work with a specific application (i.e. set up and
run a test and inspect the test results). Your selection on the desktop creates
the workspace and loads relevant data into it.

Desktop

e v

Workspace

The application selectorloads a new application into the workspace. A new
application can be either one of the standard applications provided with the
instrument or a previously saved application with partial or full configuration
of interface/test setup parameters.

Application selector

Result file browser
The result file browserloads the results and configuration of a previous test
into the workspace. This allows you to do following:

e Creating a report of the result file
e Performing the measurement with same settings as the result file
e Performing the measurement with modified settings from the result file
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NOTE

A specific set of resources (i.e. ports) are assigned to a workspace when it is created.
More than one workspace can therefore exist at the same time, each assigned to
different resources.

4.1.2 Navigating in the GUI

NOTE

As shown in the figure of "General Handling of the GUI", you can navigate from
the application selector to a specific application in the workspace vertically.
You can navigate between the application selector and the result file browser in
the desktop horizontally. In this way, you can switch screens in both horizontal
and vertical navigation.

Horizontal navigation at desktop level

You can switch between the application selector and the result file browser by
touching the tab displayed in the bottom right-hand corner and the bottom left-
hand corner.

I I
- ol : : P >

Horizontal navigation within a workspace

In the workspace you can step through the setup by touching the navigation
tabs displayed in the bottom corners of the screen. The right-hand tab brings
you to the next step in the setup, while the left-hand tab allows you to take a
step backwards.

Alternatively, you can use the screen indicator at the bottom of the screen to
switch between ports setup, test setup and test result.

It is also possible to loop back directly to the ports setup from the test result

screen if you need to rerun the test with different settings.

To get from the Test Setup to the Test Result screen during a new test, you must run the
test. This is done by touching the Start'icon in the Application toolbar, which is the
expandable toolbar shown on the right-hand side of the screen. Please refer to the
separate Toolbars section for information about the toolbars.

Vertical navigation between desktop and workspace

When an application is currently running, the application selector screen will
contain a tab at the bottom which allows you to go directly to the screen last
displayed in the application's workspace. Similarly, the result file browser
screen will contain a tab at the bottom which brings you to the test result
screen of the running application.
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{
From a setup screen you can return to the application selector using the tab at

the top of the screen. Test result screens contain a tab at the top which returns
you to the result file browser.

4.1.3 Layout of the GUI Screens

Startup Splash Screen The Network Master starts up with a splash screen that shows the GUI concept
of desktop/workspace and the various screen types. It indicates both
application selector and result file browser as entry points.

Application Selector “ Result File Browser

Ports Setup w Test Setup w Test Results

Loading Network Master...

O VES’— Ll o 18 33

Status icons There are status icons of the battery and the network connections at bottom of
the screen. This blue area at bottom of screen is the "status bar".

When the network connection or the GPS is unusable, the red cross ( x)
appears on the icon.
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Battery status
Refer to "Battery Status Information".

Link status of Ethernet service interface
WLAN (when the option is installed.)
Bluetooth (when the option is installed.)
VNC (Virtual Network Computing)
Controlled by the remote command
Connection status of GPS receiver
External PC status

Speaker On/Off status

CEQEEEE

4.1.3.1 Starting the Application

Application Selector  The Application Selector screen is the main entry point after startup of the
Network Master. From here you can choose which application/test to run:
either one of the standard applications or a previously saved pre-configured
application.

Applications

Applications Favorites
D— |

|HHHH IIEII
gooo

ERT RTD
Ethernet IZ:- + TDI? RO goonn | b

B
.
FC 2544 RFC 6349 SAT (Y.1564) BERT Q

| E—

naanEs R

i + + g +
S Y

el bl Perf. Test BERT Reflector

SDH/SONET + + LT |+
| I =
RTD

v [100101101 ] 3 BERT APS

HOSEVEe 2w 508

NOTE The icon you need may not be displayed because icons on screen are limited to four.
You may need to scroll the row of applications to display the relevant icon.

H Touching + OTN adds OTN layer for SDH/SONET Ethernet or Fibre Channel
' applications.

Aside from the application buttons, the application selector screen also
contains a tab for showing/hiding the Instrument toolbar and a navigation tab

to the Result File Browser screen.

Favorites

61



Graphical User Interface

In Favorites, you can register an application with an associated set of port
resources and specific settings. When launching an application registered in
Favorites,, the associated port resources are automatically allocated and the
associated settings are subsequently loaded.

Favorites require a specific number of resources to run corresponding to the
number of resources used when the Favorite was first created. If the resources
of the Favorite are not available, user is prompted to select alternative port(s).

Touching Favorites button displays the screen below.

Applications Favorite:

% RTD

2014-05-26@16-57 NA  2014-05-27@09-25.cf

Ethernet

aasaa» Cable Test
cable05.cfg

Fibre
Channel

(100101101 19

SDH/SONET m

[o0i01107 18 RTD BERT
OTM-SDH-RTDO530.cfg pdh_el.cfg

HWEC=EVEe 2w 331

Creating favorites

1. Go to the workspace of the application you want to save as favorite.
o Touch the Applications button and touch an icon to be registered.
o Return to the workspace by touching the button at bottom.

2. Touch the Application toolbar tab.

3. Touch the Load Save icon.

4. Touch the File name field.

5. Enter the file name using the dialog box.

6. Select Add to Favorites in the Save/Load dialog box.

Load/Save Dialog

Add to

load setiings
[load resulis

7. Touch the Save settings button.

On the Favorites screen a new favorite is now created containing the current
application resources and settings.

Deleting favorites
1. Touch and hold an icon in Favorites screen until a pop-up menu appears.
2. Touch Delete Favorite.
3. Touch Delete if the confirmation dialog box appears.
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NOTE

Renaming favorites
1. Touch and hold an icon in Favorites screen until a pop-up menu appears.
2. Touch Rename Favorite.
3. Input a new name on the opening dialog box.

Importing favorites
Settings files (.cfg) can be registered to Favorites by using the File Manager.

1. Open File Manager from the Instrument Tool bar.
2. Select to the .cfg file to import as favorite.
3. Touch the "Add to Favorites" button ().

Favorites cannot have the same name. If conflicts occur, rename the .cfg file or the
existing favorite before copying.

Utilities

Applications to view test results or a fiber edge surface are provided in Utilities

application.

Touching Utilities button displays the screen below.

| Utilities )

Scenario

L; Scenario Mgr.

Utility

22

PDF Viewer viP Wireshark

HWC=EVEe L w331

Scenario
e Scenario Mgr.: - manages the scenario file which runs applications
automatically. Parameters in the file can be edited.
e Ifthe scenario files are loaded, the icons will appear in Scenario row.

Utility

e GPS:-logs data from GPS receiver and shows the position of the satellites.

e PDF Viewer: - to view PDF files created by Report.

e VIP: - to view a fiber edge surface with the Video Inspection Probe (Optional
Accessory). This icon appears when Video Inspection Probe is connected to a
USB connector.

e Wireshark: - to view capture files (pcap) saved by Frame Capture from
Ethernet applications.
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Result File Browser  The Result File Browser screen is the other entry point after startup of the
Network Master. From here you can access the results of previous tests to view
the statistics directly, to generate PDF reports or to do both. Refer to "Accessing
Previous Tests and Test Results".

[Results Falder: Internal |a Q Q ¢ ﬂ

( - ) CREATE SELE[TIUN
? | All Results Files | e OWE ERR
-

A (sl MonJGen. Module/Part: N/A
A | Jmet ON i

201603-15@14-02-31_TP-MONGEN-ETH res .

0160315 @14-02-31_ = Test Time: N/A

BERT
201506-16@154643_TP-BERT-ETH.res

BERT
2015-06-16@15-44-56_TP-BERT-ETH.res

BERT
201506-16@154305_TP-BERT-ETH.res

BERT
201502-24@16-14-29_TP-BERT-FC res

BERT
201501-29@15-32-55_TP-BERT-SOHPDH res
BERT
nopo
2014-11-10E11-54-09_TP-BERT-FC res
BERT
2004-11-1011-53-04_TP-BERT-FC res

Total Space: 576.1 MB Used Space: 262.4 MB Free Space: 313.7 MB Result Files: 71

HODSEV[Ee 2w 5o

Browses the folder.

? Sets the filter of files.

B Loads the result and starts the application with view mode.
@ Loads the result.

Creating the report from the result.

J Selects single file.

# Selects multiple files.

q Deletes the selected file(s).

In addition to the buttons for accessing and handling test results, the result file
browser also contains a tab for showing/hiding the Instrument toolbar and a

navigation tab to the Application Selector screen.

4.1.3.2 Switching the Applications

Applications Switcher The application switcher area at the bottom of the screen shows the currently
running applications and the port number which the application is occupying.
You can switch the application to operate by touching the application buttons.
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Port1-1 Application Selector

e,

OTU4 - ODTU4.8#1 - ODTULZ{PT=20)#1 - ODTUO1#1 - OPUD

M FEC Control: |RS(255.239) ¥ TT Encoding: | TUT | ¥
Dummy CH Dummy CH Dummy CH
copy |¥ copy |¥ copy |¥
x10 x4 x2
oTU4
opbuz || opmuiz || obul oDUD
Ul e H obTU4.E H oPU2 HtP‘r:zmH oPU1 HODTUM H oPUO }_

SETUP TesT ResutT W D5 E V[ & o 1024

OTN-RTD
Port-1:1/1:2

4.1.3.3 Operating the Application

Ports Setup screen The Ports Setup screen is the first screen in the workspace. It may contain one

or more setup pages, with a row of buttons at the top of the screen allowing
you to switch between the pages and between ports.

It consists of several "areas":

Navigation Area

Application Selector

~Receiver ~Transceiver 5

mm m m‘ewahmninalp |

Compliance
110G Base-LR

Setup Area

O - Status Area
| B et araras

Status Bar

e The navigation area at the top of the screen contains a number of buttons
representing a structure for the current interface, which allows you to select a
specific port, transmitter/receiver and layer.
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NOTE

Test Setup screen

Test Results screen

e The setup area (the main area of the screen) is where the parameters for
setting up the interface are displayed. The contents of the area changes
depending on what is currently selected in the navigation area.

e The status area (to the right of the setup area) shows status information for the
currently selected port and layer. You can access more detailed status
information from here by touching the area and icons.

In this manual, the application switcher area is omitted in each figure.

It may contain one or more setup pages, with a row of navigation buttons at the
top of the screen allowing you to switch between the pages and between ports.
In addition, the Ports Setup screen also contains the expandable Application
toolbar and the navigation tabs for horizontal and vertical navigation.

The Test Setup screen is the second screen in the workspace. It may contain
one or more setup pages, with a row of navigation buttons at the top of the
screen allowing you to switch between the pages and between ports.

Application Selector

Port 1:1

Thresholds
—BERT Threshold Monitoring \ @
J Pattern Errors
. Count ’ ) Ratio ( ) Ratio[ %] $9 i g
Threshold | 0 ‘ l Setup I .
w/ Sequence errors o ‘
e — | | Transport
T 0 S ———— e
i | | Interface |OTN |T|
Service disruption p P
, -\ Evaluation item: |Any Alarm or Error |' |
Threshald | 50.000 | ms s e o
: i Evaluation type: @ count (_) Ratio ]
Pass Fail g
Pass & fail 1
threshald |<I Y | é . 2
—Total Frame Difference . x
L= Difference from: \Purt 1:1 Rx |"| ‘

SETUP

% m ETH-BERT TEST RresuT IR EFE Vg & 3:47

In addition to the various parameters, the Test Setup screen also contains the
Application toolbar and the navigation tabs for horizontal and vertical
navigation.

The Test Results screen is the last screen in the workspace. It generally
contains several pages, reflecting the progress of the test. Navigation buttons at
the top of the screen will allow you to switch between the pages and between
ports.
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Result File Browser

Port1:1

2016-04-20 13:53:33 00:00:28

Summary
R e S

—Ethernet

BER Bit count Error count Ratio

Fattern errors

Threshold:

Throughput |V‘ Pattern errers Errored frames

— Pattern

[rres20 |v] ‘ .

Pattern Error Insertion

Service disruption  Avg. l=srue |\Manua\ |'|
Disruption time Burst length: |f|
mﬁ_]‘rlresho\d: | T ’

« m ETH-BERT SETUP TEST RESULT iR O E V[T g L wp 13 54

During a measurement, Measurement start time, Elapsed time, and Remaining
time of measurement are displayed in Navigation area. Remaining time of
measurement is not displayed if Stop function is set to Manual stop in Control
screen.

Measurement start time Elapsed time Remaining time of measurement

[ Result File Browser
—  —)
2017-02-08 12:15:55 00:00:34
Summary

P e s——————— e —
Time display during a measurement

Once a measurement ended, Measurement end time appears right-hand in
Navigation area.

Measurementstarttime Measurementend time

2 PEe—— Result File Browser
2017-02-08 12:10:38

Time display after a measurement ended

In addition to the results, whose presentation varies from application to
application, the Test results screen also contains the Application toolbar and
the navigation tabs for horizontal and vertical navigation.

4.1.4 Lamp Indication of Alarm/Error Status

Alarm and error status is indicated by colored Lamp icons. The following
colors are used:

. Red Lamp icon indicates that an alarm has appeared.
Yellow Lamp icon indicates that an error has appeared.

. Green Lamp icon indicates a 'no trouble' situation.
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Note that the same colors are also used for indication of status in other
contexts, e.g. in the display of test results.

Double-ringed icons with history information

The Lamp icons are double-ringed, with the inner ring indicating the current
status and the outer ring showing history information (i.e. alarms and errors in
the alarm trap since the last reset/clearing of history).

'Error' situation currently, but alarm recorded previously.
'No trouble' situation currently, but alarm recorded previously.

'No trouble' situation currently, but error recorded previously.

The example below shows the Lamp icons used in a screen displayed by
selecting alarm and error status on the ports setup screen.

Application Selector
)

*+ OTUZ - ODTULZ(PT=20)#1 - ODTUDOL#1 - OPUD i+
— —

I_Alarms /_Errcrs -
OTN
® LOF E

@ Los @ TCM3-BIAE @ FAs @ TCM3-BIP8
@ OTU-Als @ TCM3-BDI @ MFAS @ TCM3-BE - e
@ LoF @ TCM3-IAE @ sM-BIP8 @ TCM4-BIP8 & FEC Corr.
@ OOF @ TCM3-ITC @ SM-BH @ TCM4-BEI
® LoM TCM4-TIM @ FEC Cor. @ TCM5-BIP8
@ oomM @ TCM4-BIAE @ FEC Uncorr. @ TCMs-BE
SM-TIM @ TCM4-BDI @ PM-BIPB @ TCME-BIPS
@ SM-BIAE © TCM4-IAE @ PM-BEI @ TCM6-BEI
@ SM-EDI @ TCM4-ITC @ TCM1-BIP8 CRCB error
@ SMIAE TCM5-TIM @ TCM1-BEI CRCS error
@ ODU-AIS @ TCMS-BIAE @ TCM2-BIP8 Inc over
@ ODU-LCK @ TCM5-BDI @ TCM2-BE Dec over
@ obu-ocal @ TCMS-IAE

SETUP TesT Resut H CFE V[E g 2w

4.1.4.1 Test Status Summary

In the status bar, an icon indicates the summarized Test Status of every running
test application excluding file viewers ([#g) or utilities. It is possible to
show/hide the summarized Test Status, refer to Miscellaneous in "Instrument
Toolbar" section. The Test Status for an application is a combination of the
following items:

e Thresholds violations
e Alarms/Errors

The following lists the different icons of the summarized Test Status and the
their meaning.
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. One or more applications have alarms, had alarms in the past or have failing
thresholds.
! One or more applications have errors or had errors in the past.
. All applications are OK.
NOTE Test Status for an application is only updated during testing. When testing is stopped it

will retain its status until testing is restarted or the application is closed.

Touching the summarized Test Status icon will open a dialog showing the
individual Test Status for every running applications. Touching an application
on the summary dialog box will dismiss the dialog and subsequently switch the
GUI to the selected application.

ETH-RFC 6349

Port-1:1

4.1.5 Keypads for Entering Text in Fields

Alphanumerical or purely numerical keypads are used to enter text in fields. By
touching the field you launch the related keypad. The layout (i.e. type) of a
specific keypad will depend on which type of text is required/valid for the field.

GCC1
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In general, a keypad consists of the character/number keys, a display field
showing the current text/number entry, various editing-related keys. For
number entries, the minimum and maximum values allowed are also shown.
When you launch a keypad from a field, the current field value is shown in the
keypad's display field.

Touch Ok to accept the new entry and close the keypad.
To close the keypad without accepting the change, touch Cancel or touch the
"X" symbol in the upper right-hand corner of the keypad.

4.1.6 User Pattern Editor

The 32-bits and 2048-bits user patterns are specified using the Pattern Editor.
You can view the pattern in either Hexadecimal, Binary or ASCII format and
use either a numpad, an ASCII table or a keyboard to set it up.

Pattern Editor
View mode |Hex |V| Line width: [16 bytes |"| Byte 1 Row 1 Col 1l

Numpad | ASCIl | Keyboard

NUL | SOH | STX | ETX | EOT | ENQ | ACK | BEL | BS HT LF VT FF CR
DLE | DC1 | DC2 | DC3 | DC4 | NAK | SYN | ETB | CAN | EM | SUB | ESC | FS G5
5p ! B # $ % :

=T m|@miN
o |mnlo|w
-] (=1
< |l <|n|o|e
=0~
%|T|w
e R e =1

c|mcCcimjun
] Rl s

=
al |

A

(5 | Q
: a

9

RN
oy lanl el

You use the numpad to edit the pattern in the Hex and Bin view modes, and
use either the ASCII table or the keyboard to edit in ASCII view mode.

For 2048-bits user patterns, you can use the Line Width drop-down menu to
specify how the pattern is displayed. The available values are: 2, 4, 8, 16, 32,
64 bytes.

4.1.7 Prompts to Confirm Dependencies

When a parameter change spawns changes elsewhere because of
dependencies, you are prompted to accept or reject the change(s). A Confirm
Dependencies dialog box is displayed, with information about the dependency-
related changes.
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Application Selector

Confirm Dependencies

In order to comply with the requested setup, these additional changes will be carried out

ETH
Cver OTN rate, Port 1:2
Port Mode, Port 1:2

OTN
Stagel Tx Main TS, Port 1:2
GFP-F PFI, Port 1:2
GFP-F EXI, Port 1:2
GFP-F UPI, Port 1:2

10GbE
Forced

0l

off

0000 Null Extension Header
00010011

. .

ETH-BERT s RESULT ¢ = E

You can switch whether displaying the Confirm Dependencies dialog box.
Refer to Miscellaneous in "Instrument Toolbar" section.

4.2 Toolbars

Two toolbars are available on the right-hand side of the screen: the desktop
toolbar (called the Instrument toolbar) and the expandable workspace toolbar
(called the Application toolbar).

e The /nstrument toolbar contains general system functions and information
(e.g. Instrument configuration, Battery time etc.). It is available directly on the
screens related to the desktop, but can also be accessed on the workspace-
related screens as a "sub-toolbar" inside the application toolbar.

e The Application toolbar contains application-related functions and
information (e.g. Start/Stop test, Error insertion etc.). It is available on the

screens related to a specific application (i.e. all workspace-related screens),
with the Instrument toolbar as a sub-toolbar.

4.2.1 Instrument Toolbar

The Instrument toolbaris shown in the figure below. When the toolbar is
hidden, it is represented by its icon tab in the top right-hand corner of the
screen.

71



Graphical User Interface

Show/Hide
Instrument Toolbar

The Instrument toolbar contains the following functions/status:

e Instrument Information

Configuration (General, Network)
e Iile Manager

e Help
e Resource monitoring

Instrument information

0 The Informationicon launches the System Information screen. Touch the Update
I ' About Info button to generate the instrument information.

System Information @
RFS: 7.00

SDK: 46068 SVN Rev 46068 from Framework/trunk

Applications:

Network Master Flex 7.05

Transport: SVN Rev 46076 from http://ats-app-
208:81/svn/Proj037 3/repo/app_tp/trunk/sw /

FPGA: SVN Rev 1117

Selftest: 7.06

Install Tools: 3.01

Boot: 2.02

YO<EVie L w507

The following information is presented on the screen:

e System Information

e Controller Information
e Module(s) Information
e Software Information
e Battery Information

e Self Test Results

72



Toolbars

NOTE

fo

General

To save the instrument information in an HTML file, touch the Save To File
button. This launches Save System information dialog box, where you can
specify file name and location. For the icons, refer to "File Manager".

Save System Information

o d

7/
NEW RENAME DELETE

FOLDER

» [ internal

» B

L

File name: | sample

Files of type: |.HTML files (*.html)

When there are "NG's in the self test results, try to reboot Network Master. If "NG"s
remain in the self test results, contact an Anritsu Service and Sales office.

Configuration

The Configuration icon launches the Global Configuration screen. From this screen,
it is possible to configure both the general instrument settings (such as date/time,
password etc.) and various network settings.

The General screen contains the following configuration options:

General

O ——— ______

Power
LCD Brightness

Touch Screen

Auto Backlight Off: 30 secs Ealikiaiinn

- Auto Power Off: OFff

Sound Auto Save

Language

English on On

System Password Miscellaneous

Date/Time
Screen Lock Protection: Off Logging: On

pedjaysnas Show Confirmations: On

J 4 J

Modifications Protection: Off

Erase Writable

Restore Applications
Partitions

Defaults

Execute Self Test

HOVEe £ ) 053

LCD Brightness
Allows you to change the screen brightness by using the slide bar.

Power
Allows you to specify auto backlight duration and auto power-off time.
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NOTE These settings are applied for the battery operation only.
When Wireshark application is running, Auto Backlight Off does not work.

Touch Screen Calibration
Allows you to calibrate the touch screen. Touch OK in the dialog box to start
the calibration.

Touch Screen Calibration X

Press OK to start calibration or press Cancel to clese this dialog
NOTE(!): PRESSING OK WILL RUN CALIBRATION AND THEN RESTART THE UNIT!

Save the measurement results or settings before the touch screen calibration. Network
NOTE Master reboots after the touch screen calibration. The measurement data which is not

saved will be lost.

When operating with the battery, Network Master does not reboot.

Language
Allows you to select language for the screens, and the keypad layout.

Sound
Allows you to specify speaker and headphones on/off. Change the volume by
using the slide bar.

Change Sound Settings X
[ Test |
Speaker: “Off |V|
Headphones: "On |V|

Main Volume:

—

Headphones Velume:

[ Defaults ] I Cancel l [ oK ]

mThis icon indicates that the speaker is On.

HThis icon indicates that the speaker is Off.

Auto Save
Allows you to specify saving method of the measurement results.

e Prompt: Confirms saving results or not after a test.

e On: Saves results to the file automatically without notification every time a test
ends.

e None: Does not save results. The results data are discarded if you do not save
the data manually.

System Password

Allows you to enable/disable password protection and to specify a new
password. When the password protection is enabled, starting applications and
editing applications are protected.
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NOTE

NOTE

Change System Password X

D Enable Screen Lock Protection

D Enable Modifications Protection

A . .

To change/set the password, select the one or more check boxes and then
touch the OK button. A numeric keypad is displayed.

Enter new password x

D Display Password

To see the numbers as you type them on the keypad, select the Display
Password check box.

The password is set to 0614 as factory default.

Date/Time
Allows you to change the system date and time. Select a part in New Time or
New Date field and touch the up/down button.

Change System Date and Time X

New Time: 9: AM [ 2 |
e 2014.06.07 |*

Continent: [Others |V]

Time Zone: [UTC |V]

. .

If touching OK, the dialog box confirming the reboot appears. Touch Yes.

At the battery operation, Network Master does not reboot. Date and Time will be
changed when Network Master has booted by pressing the power button.

Miscellaneous
Logging Level allows you to specify the logging level. Select Off always. Other
options are used for the service use.

Show Confirmations allows you to specify whether showing the prompts to
confirm dependencies.
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NOTE

Natwanrl

Show Test Summary allows you to specify whether to show the summarized
Test Status in the Status Bar. Refer to Test Status Summary for more details.

CSV Delimiter allows you to specify the delimiter character to be used when
generating output of Comma Separated Values.

Performance Verification Period is used to calculate the performance validation
due dates. Due dates are note calculated if the period is set to zero.

Enable Auto Power Up controls whether the Network Master starts
automatically when the external power is applied.

Change Miscellaneous X
Logging: | On v |
Show Confirmations: |On v
Show Test Summary: [On v |
CSV Delimiter: | Comma v |

Performance Verification Period: 1 | menths

Enable Auto Power Up

Defaults | | Cancel | OK

Restore Applications Defaults
Touching Restore Applications Defaults restores each application settings to
defaults.

Execute Self Test
Touching Execute Self Test starts the self test.

Save the measurement results or settings of the running applications before executing
the self test. Otherwise, the unsaved measurement data will be lost when Network
Master reboots.

When operating with the battery, Network Master does not reboot.

Erase Writable Partitions

Occasionally it is required to remove all customer data from Network Master
such as after instrument rental. Within the settings interface you can format the
Network Master internal data area.

Touching Erase Writable Partitions erases all writable par‘dtions*1 and Initialize

to the unit back to factory default 2.

*1: Erases all files under Internal folder including the following items.

e Scenario files included at the time of shipment "3
e Scenario files created by users

e MX100001A installer for Windows °

e Wireshark lua files °

e Screen capture files

*2: Initialization of application settings
Initialization of configuration screen settings (General, Network)

*3: These files can be restored by re-installing the operation system installer. Refer
to Updating the Software for information on installing the installer.
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[R ISR LAVIN N

OPTION

The Network screen contains the following configuration options for the Network
Master's network connection:

———————) | -

“alalle

WCE VEe 2w 140

Ethernet

Allows the Network Master to be connected to the Ethernet either via dynamic
addressing (DHCP) or via manual specification of IP address, subnet mask and
default gateway. These settings are applied for the Ethernet service interface.

Change Ethernet Settings X
|Z| Ethernet Enabled ‘
[ |oHer
IP Address: |192.168.10.4
Subnet Mask: | 255.255.255.0

Default Gateway: |

Connection Status: | On

Defaults | Cancel Apply

EThis icon on Status bar indicates the link status of the Ethernet service interface.

WLAN

Allows the Network Master to connect to a network via Wireless Local Area
Network (WLAN). Note that if WLAN is enabled, the Network Master cannot
connect to the Ethernet via the Ethernet setting mentioned above.

This feature requires an option (MT1100A-003).

1. Touch the WLAN. WLAN Setup dialog box appears.
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WLAN Setup X
Enable WLAN:

Network: | |'|

Status: INACTIVE
IP address

[T P

2. Touch the Scan/Add. Scan results are displayed.

3. Select the network from scan results and touch the Add Network.

4. Enter the password and touch the OK button. Use only ASCII characters in the
SSID ﬁelq.

Sample Network X

SSID: "Sample Network |

Authentication: ‘WPAE—Persunal (PSK) "|

Password ‘ |

[———— ——R—, —— E———

If backslashes (\) and double quotes (") are used in the SSID name, the WLAN
Setup dialog box displays them with a backslash as \\ and \" respectively when
the Network Master connects to the network.

5. Confirm that Status in WLAN Setup dialog box changes to COMPLETED.

WLAN Setup X
B (T (T [
Interface: [wlano |v|
Network: [m sample Network |v|

Status: COMPLETED
Authentication: WPAZ-PSK
Encryption: CCMP
SSID: Sample Network
BSSID: 28:3f.69:45.eb:01
IP address: 1921684391

[ JREER

— When the option is installed, this icon on Status bar indicates the connection
Wl 5o tus of the WLAN.

To edit the settings of the current network, touch the Edit Network button.
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OPTION

Touch Advanced to check the parameters in details and edit the advanced

settings such as encryption method.

Sample Network X

SSID ‘ Sample Network

Authentication [WPAE-Fersonal (PSK)

Encryption: | CCMP

Password

Password

|

J

{ J

{ .J

EAP method [MDs \VJ
[ |

[ J

|

CA certificate ‘

WEP keys

Bluetooth
Allows the Network Master to use a Bluetooth connection.

This feature requires an option (MTT1100A-003).

[ Change Bluetooth Settings X

Enable Bluetooth
D Make visible
Share files using FTP

(o) () (56

e Enable Bluetooth: Enables using the Bluetooth.

e Make visible: Allows to discover Network Master from other Bluetooth devices.

Share files using FTP: Allows to share files stored in Network Master via
Bluetooth. Login account and password are not required for the FTP
connection. Shared folder in Network Master is "/property/mnt/internal".

E When the option is installed, this icon on Status bar indicates whether the

Bluetooth is enabled or disabled.

Remote Control
Allows you to change remote control options.

Change Remote Control Options W Change Remote Control Options &

|defau\t|advanced ‘ defaultladvanced'

SCPI control TCP port: 56001 | ‘ in-band control TCP port 56002

GPIB Address: l| Nickname NetworkMaster

D Enable Remote Reset
Incoming remote PC control:

Allow remote PC connections
Allow remote PC shutdown

=

e SCPI control TCP port: Touch the field to set port number used for remote
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control via Ethernet service interface.

GPIB Address: Touch the field to set General Purpose Interface Bus (GPIB)
address.

Enable Remote Reset: Selecting the check box allows users to reset the

Network Master from remote PC.

Allow remote PC connections: Selecting the check box allows users to control
the Network Master via Ethernet from remote PC.

Allow remote PC shutdown:Selecting the check box allows users to shut down
the Network Master via Ethernet from remote PC.

In-band control TCP port: Touch the field to set a port number used for the
remote control via the test interface. Set a different number from the number
set at SCPI control TCP port.

Nickname: Touch the field to set a name of Network Master recognized by
Discovery that is the Ethernet application.

[l This icon on Status bar indicates whether the remote PC control is connected or

il 1) Ot

VNC

Allows remote control of the Network Master via Virtual Network Computing
(VNCQC).

\V

Change VNC Settings & =
VNC Server Options:
+  Enable VNC Server

Enable VNC Password

Password
WNC Connection Over TCP: .

TCP Port: 5900
WNC Connection Over HTTP:

HTTP Port: 5800 |

‘Defaults | Cancel  OK

This icon on Status bar indicates whether the VNC is enabled or disabled.
Touching this icon enables or disables the VNC alternately.

File Sharing

Select Share File System to allows to share the data folder on networked PC.
Selecting Mount Remote Folder enables the parameter fields for mounting the
folder of networked PC.
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NOTE

NOTE

File Sharing X
/| share File system
Mount Remote Folder ‘
IP Address :.192.168.10 1
Domain [ . ‘
User [
Password [
Folder Name [
Mount Status ..NC'T CONNECTED
’:Defauitsi jcaﬂceik_ jOKT _/:App\yj
1

IP Address: The IP address of the networked PC

Domain: The domain name of the networked PC

User: The username (account) of the networked PC

Password: The password for account

e Folder Name: The name of the shared folder on the networked PC

After entering parameters, touch Apply. If mounting remote folder succeeded,
"CONNECTED" will be shown in Mount Status field.

Only enter the name of the shared folder, not the entire path shown in Windows displays.

Procedure of creating the shared folder on the networked PC:
1. Create a folder on the PC.
2. Right-click on the folder and click Properties.
3. On the Sharing tab, click Share to share the folder.

The PC shared folder will be mounted to the Internal\remote folder of the
Network Master.

File sharing may not be available if it is limited by Windows features settings for your PC.

For example, in case of Windows 10 Fall Creators Update (version 1709), the
Mount Remote Folder check box is not available for security reasons.
Though there is an increased security risk, you will be able to use the Mount
Remote Folder feature according to the following procedure:

1. On the Windows Start menu, click Control Panel.
2. Click Programs and Features.
3. Click Turn Windows features on or off.

4. Select the SMB 1.0/CIFS File Sharing Support check box, and then click OK.
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Windows Features - m} X
Turn Windows features on or off 7]

To turn a feature on, select its check box. To turn a feature off, clear its
check box. A filled box means that only part of the feature is turned on.

Remaote Differential Compression APl Support ~
Services for NFS

Simple TCPIP services (i.e. echo, daytime etc)
SME 1.0/CIF5 File Sharing Support

SME Direct

Telnet Client

TFTP Client

Virtual Machine Platform

Windows Defender Application Guard
Windows Hypervisor Platform

Windows Identity Foundation 3.5

Windows PowerShell 2.0

=]

=
JO0O0O000O0”ROOR

o]

5. Restart Windows.

File Manager

The File Managericon launches the file manager screen. From this screen it is
possible to configure the instrument's internal file storage facility as well as to
perform all kinds of file transactions, both internally and from/to any external file
storage source (USB flash drive etc.).

o o o * L =

: /7 Q B v « S
[ & | ,/ '
MOVE TO NEW RENAME DELETE CoPY PASTE SELECTION VIEW VIEW
HOME MODE

SET ADD TO
HOME FOLDER MODE FAVORITES FILE

Current Path: [Internal

Name Name A Size Type Date

» A 1 2015-03-18@15-5 .. 321KB  res File 18 Mar,

» [lusb | jenkins pcap 64.0MB  peap File 16 Mar
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Appears on the remote control application screen only.

Displays the local folder of the control PC.

Appears on the remote control application screen only.

Displays the folder of the Network Master.

i
TP Sets the current folder to the home folder.
e
Moves to the home folder.
Creates a new folder.
+*
’/f" Edits the file name or the folder name.
ﬁ Deletes the selected file(s) or folder(s).
ﬂi Copies the selected file(s) or folder(s).
ol
Pastes the file(s) or folder(s).
J Selects a file or a folder.

é Selects multiple files or folders.

— ,
00| Switches the GUI layout.

’*_Adds the selected files (.cfg) to "Favorites".

B Shows contents of a text file.

Help

The Helpicon launches the help screen with context-related help. You can search for
specific words or phrases in the help and also step through previously displayed help

topics.

A« >

A X
MOVE TO MOVE MOVE OPEN
HOME BACK FORWARD  SEARCH

Help list

Application Selector
Favorites

Utilities

Result File Browser
Instrument Tool bar

. e

I & Instrument [nformation 9 Help

.
l=_—| Configuration ‘i:" i} -
{E} General. Network Resource monitoring

E’ File Manager
e Test Status Summary

B SRR

© 2020 Anritsu Corporation

E|
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ﬁ Moves to the Help list topic.

(— Back
—) Forward

O‘ Shows/hides the search box and buttons at bottom.

Searches backward.
Searches forward.

When Case Sensitive is selected, searches distinguishing the upper case and the
lower case.
Resource monitoring

\t‘ The Resource monitoring icon launches a screen showing which applications are
currently activated and which ports on the connector panel are assigned to each of

the applications.

Unit at 17

HO=E Vg 2 wp 508

Each application is associated with up to two Views, Only one View can have
control at a time. Having control gives user full access to all application
functions, including modification of setting parameters, load and save
functions, and running the test. Without control, users are only allowed to
browse the current application settings and results.

e Touch Launch New View button to launch a new View.
Touch the Change Control button to pass control between Views:
o Red backgroundindicates a View that does not have control.
o Blue background indicates the View in control.
e Touching a View local to you, will automatically show the desktop of the

associated application.

e Touch the 'X' to force termination of an application and its Views and the
release of the associated port resources. This is the only way to terminate an
application over which you do not have control.

When the Network Master is being controled by Control Software, the text set in
Optional client Title Text of the Control Software is displayed on the button.
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4.2.2 Application Toolbar

¥ o® @® @

The Application toolbar consists of two columns plus the Instrument toolbar.
You can expand/collapse the toolbar as shown in the figure below. The left-
most column, which is always displayed, contains the most commonly used
functions and status indicators.

Expand / Collapse Show / Hide
Application Tool bar Instrument Tool bar

s

TS T
o

)
e efor ]

Left-most column

The left-most column contains the following functions and status indicators:

Start

Touch the Start icon to start the currently selected application/test. The icon changes
to the Stop icon shown below, which can then be used to stop the test.

Stop

Touch the Stop icon to stop the currently running application/test. The back color
indicates the pass/fail status. When the test has stopped, the icon changes to the Start
icon shown above.

Traffic Start

This icon appears in case of applications having traffic generation. Touch the Traffic
Start icon to start sending traffic of all ports under test. The icon changes to the
Traffic Stop icon shown below.

Traffic Stop

This icon appears in case of applications having traffic generation. Touch the Traffic
Stop icon to stop the traffic of all ports under test. When the traffic has stopped, the
icon changes to the Traffic Start icon shown above.

Port Status
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Shows the current pass/fail status of the test. Green means pass, red means fail.

Status of the displayed layer Port 1
Status

Port 2
Status

Port Status is the summary of all ports under test. If a failure occurs in any layer, Port

Status turns into red.

Help

e Touch this icon to access the online help for the currently displayed screen or dialog
box. You can search for specific words or phrases in the help and also step through

previously displayed help topics.

Application Selector

A« >

A O
MOVE TO MOVE MOVE OPEN
HOME BACK FORWARD SEARCH

Test Setup screen > Control
This screen contains the parameters that are generally required in a test seup.

Interval length
Allows you to specify the length of the measurement intervals. The drop-down menu
contains the following values: 1, 2, 5, 10, 15, 30 seconds, 1, 5, 10, 15, 30 minutes, 1, 2, 4,
6, 12 hours or No intervals.

Start action
Allows you to specify when the measurement is started.

+ Immediate: Starts the measurement when you touch the Start button.
« Start at: Starts the measurement at the time specified in the Start at field on the right.

Stop function
Allows you to specify when the measurement ends. Select the relevant option from the drop-

down menu:

s ETH-BERT

ﬁ Moves to the topic when touching the help icon.

(— Back
—) Forward

O‘ Shows/hides the search box and buttons at bottom.

! Searches backward.

5 Searches forward.
If Case Sensitive is selected, searches distinguishing the upper case and the

lower case.

Report
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If_‘-': Touch this icon to create a report containing the current application results and

? settings.

1. Touch the Select Format field to select the format of the report file.
The application name is shown in Select Report field.

Report Generator X

Select Report "BERT |V\

Select Format (/] PDF () L () csv

Customer ‘ABC Company |

Project ‘Samp\e project |

Operator ‘Anritsu Taro |

Notes ‘:Atsug\ test ‘

2. Touch fields of Customer, Project, Operator and Notes to set strings. These
contents are output in the report.

3. To print a logo in the report, select the Include Logo check box. Touching ...
button launches the dialog box selecting a file.

4. Select Include Performance Verification dates check box to print Performance
Verification dates in the report.

5. Touch Next button.
Report Generator X

~Include Results
@ summary
@ Statistics (Total interval)
D Event log
D Filtered

~Include Settings
@Applicaﬁun settings
@ Port settings

~Include Status

D Pt b Mote: The port status included will reflect the current port status and not the port
\ status when the test was perfermed.

[

6. Select check boxes of items outputting to the report. Touching Customize
button launches the dialog box selecting items of statistics.

7. Touching Generate button starts the report generation.

NOTE Adobe® Reader® is recommended as a PDF viewer to open or print out the report.

‘Include Performance Verification dates" check box appears in version 3.01 or later.

If the Performance Verification dates on PDF report are blank, execute Self Test on the
General screen. Performance Verification dates will appear on the PDF report created
after executing the self test.
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HINT

NOTE

Z

"
B

Creating reports from the Result File Browser will not take up port resources on the
system. From the Result File Browser, select the result file for which you want to create a
report and touch the Report icon (|3 ).

The Report Generator will remember previous used setup parameters. The first page is
common for all applications while setup parameters on subsequent pages are
remembered on a per application basis.

Alarm/Error Insert

Touch this icon to activate the stimulus specified in the stimuli setup available in the
expanded Application toolbar. Only relevant if the stimulus has been set to manual
insertion. The stimuli function is used to generate special or abnormal conditions
during a test.

The color of the icon is coded according to the current level of stimuli inserted.
The different levels are prioritized so that higher levels of stimuli overrule lower
levels. The overall highest stimuli level (see the list below) for all ports
included in the application is reflected.

I Red: Alarms are currently being generated.
(highest level)

; Yellow: Errors are currently being generated.

Green: No alarms/error are automatically inserted.
Active stimuli require manual insertion by touching the Alarm/Error Insert
icon.

l Blue: Frequency, Pointer, or Payload offset stimulus is currently applied.
(lowest level)

g White: All stimulus is disabled.

Close

Touch this icon to close the application.

Expanded Application toolbar
The Application toolbaris expanded/collapsed by touching the E tab placed

above the left-most column. The column displayed in the expanded toolbar
contains the following functions:

Restart Testing

Touch this icon to restart the current test.

Load Save

Touch this icon to open Load/Save dialog box. You can load or save Setup file or
Result file. Only files matching the current application type are selectable for
loading.




Toolbars

NOTE

HINT

When loading setup files, the number of port resources enclosed in the file has to match
that of the current application.

When loading result files, the exact physical ports enclosed in the file has to match that
of the current application.

Apart from actual results, result files also contain settings sampled at the time the test
was performed. When loading result files these settings will overwrite current application
settings.

Loading result files into a viewer will not take up port resources on the system. This is
practical if you only want to review previous results and don't need to run test again.
From the Result File Browser, select the result file you want to view and touch the View
icon () at right hand top of the screen.

Stimuli setup

Various fields and buttons are available for setting up a stimulus signal to
provoke a special or abnormal situation during the test. When the signal has
been specified, the stimulus is sent by touching the Alarm/Error Insert icon (

2

The stimulus signal is sent via the transmitter, and the received signal can
simultaneously be inspected as a related status or result display. This allows to
evaluate the behavior of the device under test.

£

WEppIia| FEC Control: |RS(255,239) "
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m e m

E ETH-BERT SETUP TesT ResuT iR E=E V[ ¢ & wp 1408

The setup options vary depending on the stimulus mode (i.e. the signal type).

Common functions for all stimulus modes are the port selection and stimulus
type drop-down menus. Touching the Clear all stimuli button clears/resets the
current stimulus settings.

In case of applications having traffic generation, the Traffic start button or the

Traffic stop button appears for each port.
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4.3 Startup and Switch-off Sequences

This section describes what takes place when you switch the Network Master
on and off as well as when you start up and close down an application.

4.3.1 Instrument Startup

When you turn on the Network Master, the first screen displayed is a splash
screen - introducing you to the GUI concept of the desktop/workspace and the
various screen types (see the figure in the GUI Concept section). Then the
Application Selectorscreen is displayed.

4.3.2 Application Startup

NOTE

When you touch an icon on the Application Selector screen to start an
application, a workspace is created for that application and the relevant data is
loaded into it. When the loading is complete, you are prompted to select the
instrument resources (i.e. ports) that will be allocated to the application/test.

Select Port(s)

After the selection of resources, the Ports Setup screen is displayed, with the
interface type(s) relevant for the selected application.

Some application icons are "double-icons”, allowing you to start the application with an
OTN signal layer. Carefully touch the correct part of the icon when starting the
application.

Start application over

the OTN layer

Start application without
the OTN layer

You can also start an application by selecting the result file on the Report File
Browser screen. Refer to Accessing Previous Tests and Test Results.

Enable two ports

When you touch an icon of the application using OTN layer, the Enable two
ports check box appears according to the module. Selecting the check box
allows users to select both ports. However there are restrictions on the ports
settings. For the details, refer to Restrictions for using two ports.
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4.3.3 Accessing Previous Tests and Test Results

When you select test result files on the Report File Browser screen, you can
choose to create either a report from the results or a workspace containing the
test setup data and its results.

- .
|Results Folder: Internal | a @ J q

¢ - . VIEW LOAD CRENE SELECTION  DELETE
? [All Results Files | AL
-

FILE REPORT MCDE FILE(S)

APS Module/Port: 1-1,1:2
2016-04-25@18-38-3_TP-APS-SDHPDH.res

é RTD

201604-25@18-34-17_TP-RTD-SDHPOH. res

é RTD
2016-4-25@18-33-05_TP-RTC-SDHPOH. res

Test Time: 2016-04-25T18:38:35

é RTD
2016.04-25@18-32-08_TP-RTD-SDHPDH. res
é RTD
2016 04-25@18-32-04_TP-RTD-SDHPDH. res
pomn| BERT
MEBA| 9016.04.25@18-20.50_TP-BERT-SDHPDH res
BERT
2006.04-22@14-35-52_TP-BERT-ETH. res

BERT
' 2006-04-22@14-32-14_TP-BERT-ETH.res

Total Space: 576.1 MB Used Space: 40.2 MB Free Space: 535.9 MB Result Files: 73

o SDH/PDH-APS ¥ 0O VE e E @ 4

Creating a workspace for a previous test allows you to view the test results in
the GUI and also to rerun the test if required (either with the same setup or
with changed parameter settings). You are brought directly to the Test Results
screen when you touch the View/Load File button, but can navigate to the
other screens in the workspace from there.

When you touch the VIEW FILE button, an application starts in Viewermode. In this
mode, you cannot start measurement. This mode is used to view the test result.

When you touch the LOAD FILE button, an application starts using the setting in the
file. If other application is using ports, the following message appears. You can start
the application in Viewer mode by touching Yes.

Error Loading result file X

The enclesed port resources are not available.
Do you want to load the results in a viewer instead?

=

When you touch the CREATE REPORT button, the file manager dialog box is
displayed, allowing you to na